CHAPTER 13
GOVERNMENT DATA PRACTICES

13.04 RIGHTS OF SUBJECTS OF DATA.

[For text of subds 1 to 4, see M.S.2008]

Subd. 4a. Sex offender program data; challenges. Notwithstanding subdivision 4, challenges to the accuracy or completeness of data maintained by the Department of Human Services sex offender program about a client as defined in section 246B.01, subdivision 1a, must be submitted in writing to the data practices compliance official of the Department of Human Services. The data practices compliance official must respond to the challenge as provided in this section.

History: 2009 c 111 s 1

13.202 POLITICAL SUBDIVISION DATA CODED ELSEWHERE.

[For text of subds 1 and 2, see M.S.2008]

Subd. 3. Hennepin County. (a) Data collected by the Hennepin Healthcare System, Inc. are governed under section 383B.17, subdivision 1.

(b) Records of Hennepin County board meetings permitted to be closed under section 383B.217, subdivision 7, are classified under that subdivision.

[For text of subds 4 to 12, see M.S.2008]

History: 2009 c 86 art 2 s 1

13.32 EDUCATIONAL DATA.

[For text of subds 1 to 10, see M.S.2008]

Subd. 10a. Access to student records; school conferences. (a) A parent or guardian of a student may designate an individual, defined under paragraph (c), to participate in a school conference involving the child of the parent or guardian. The parent or guardian must provide the school with prior written consent allowing the significant individual to participate in the conference and to receive any data on the child of the consenting parent or guardian that are necessary and relevant to the conference discussions. The consenting parent or guardian may withdraw consent, in writing, at any time.

(b) A school may accept the following form, or another consent to release student data form, as sufficient to meet the requirements of this subdivision:
"CONSENT TO PARTICIPATE IN CONFERENCES AND RECEIVE
STUDENT DATA

I, ............................................... (Name of parent or guardian), as parent or guardian of
............................................... (Name of child), consent to allow ...............................................
(Name of an individual) to participate in school conferences and receive student data
relating to the above-named child, consistent with Minnesota Statutes, section 13.32,
subdivision 10a. I understand that I may withdraw my consent, upon written request, at
any time.

............................................... (Signature of parent or guardian)
............................................... (Date)"

(c) For purposes of this section, "an individual" means one additional adult designated
by a child's parent or guardian to attend school-related activities and conferences.

[For text of subd 11, see M.S.2008]

History: 2009 c 96 art 2 s 1

13.3215 UNIVERSITY OF MINNESOTA DATA.

Subdivision 1. Definitions. (a) For purposes of this section, the terms in this
subdivision have the meanings given them.

(b) "Business data" is data described in section 13.591, subdivision 1, and includes the
funded amount of the University of Minnesota's commitment to the investment to date, if
any; the market value of the investment by the University of Minnesota; and the age of the
investment in years.

(c) "Financial, business, or proprietary data" means data, as determined, by the
responsible authority for the University of Minnesota, that is of a financial, business, or
proprietary nature, the release of which could cause competitive harm to the University
of Minnesota, the legal entity in which the University of Minnesota has invested or has
considered an investment, the managing entity of an investment, or a portfolio company in
which the legal entity holds an interest.

(d) "Investment" means the investments by the University of Minnesota in the
following private capital:

(1) venture capital and other private equity investment businesses through participation
in limited partnerships, trusts, limited liability corporations, limited liability companies,
limited liability partnerships, and corporations;

(2) real estate ownership interests or loans secured by mortgages or deeds of trust or
shares of real estate investment trusts through investment in limited partnerships; and

(3) natural resource investments through limited partnerships, trusts, limited liability
corporations, limited liability companies, limited liability partnerships, and corporations.

Subd. 2. Claims experience data. Claims experience and all related information
received from carriers and claims administrators participating in a University of Minnesota
group health, dental, life, or disability insurance plan or the University of Minnesota
workers' compensation program, and survey information collected from employees or
students participating in these plans and programs, except when the university determines
that release of the data will not be detrimental to the plan or program, are classified as
nonpublic data under section 13.02, subdivision 9.
Subd. 3. Private equity investment data. (a) Financial, business, or proprietary data collected, created, received, or maintained by the University of Minnesota in connection with investments are nonpublic data.

(b) The following data shall be public:

(1) the name of the general partners and the legal entity in which the University of Minnesota has invested;

(2) the amount of the university's initial commitment, and any subsequent commitments;

(3) quarterly reports which outline the aggregate investment performance achieved and the market value, and the fees and expenses paid in aggregate to general partner investment managers in each of the following specific asset classes: venture capital, private equity, distressed debt, private real estate, and natural resources;

(4) a description of all of the types of industry sectors the University of Minnesota is or has invested in, in each specific private equity asset class;

(5) the portfolio performance of University of Minnesota investments overall, including the number of investments, the total amount of the University of Minnesota commitments, the total current market value, and the return on the total investment portfolio; and

(6) the university's percentage ownership interest in a fund or investment entity in which the university is invested.

History: 2009 c 178 art 2 s 1

13.381 HEALTH REGULATORY DATA CODED ELSEWHERE.

[For text of subds 1 to 17, see M.S.2008]

Subd. 18. Rural health cooperatives. Data collected from health plan companies and providers for purposes of approval of rural health cooperative arrangements are classified under section 62R.09.

History: 2009 c 97 s 1

13.384 MEDICAL DATA.

[For text of subd 1, see M.S.2008]

Subd. 2. Public hospitals; directory information. (a) During the time that a person is a patient in a hospital operated by a government entity under legal commitment, directory information is public data. After the person is released by termination of the person's legal commitment, the directory information is private data on individuals.

(b) If a person is a patient other than pursuant to commitment in a hospital controlled by a government entity, directory information is public data unless the patient requests otherwise, in which case it is private data on individuals.

(c) Directory information about an emergency patient who is unable to communicate which is public under this subdivision shall not be released until a reasonable effort is made to notify the next of kin or health care agent. Although an individual has requested that directory information be private, the hospital may release directory information to a law enforcement agency pursuant to a lawful investigation pertaining to that individual.

Subd. 3. Classification of medical data. Unless the data is summary data or a statute specifically provides a different classification, medical data are private but are available only to the subject of the data as provided in sections 144.291 to 144.298, and shall not be disclosed to others except:

(a) pursuant to section 13.05;
GOVERNMENT DATA PRACTICES 13.46

(b) pursuant to section 253B.0921;
(c) pursuant to a valid court order;
(d) to administer federal funds or programs;
(e) to the surviving spouse, parents, children, siblings, and health care agent of a deceased patient or client or, if there are no surviving spouse, parents, children, siblings, or health care agent to the surviving heirs of the nearest degree of kindred;
(f) to communicate a patient's or client's condition to a family member, health care agent, or other appropriate person in accordance with acceptable medical practice, unless the patient or client directs otherwise; or
(g) as otherwise required by law.

History: 2009 c 108 s 1,2

13.43 PERSONNEL DATA.

[For text of subds 1 to 16, see M.S.2008]

Subd. 17. Continuity of operations. Personal home contact information may be used to ensure that an employee can be reached in the event of an emergency or other disruption affecting continuity of operation of a government entity. An employee's personal home contact information may be shared with another government entity in the event of an emergency or other disruption to ensure continuity of operation of either government entity.

Subd. 18. Private personnel data. Private personnel data of state employees must be disclosed to the Department of Administration for the purpose of administration of the workers' compensation program as provided in chapter 176.

History: 2009 c 142 art 1 s 1,2

13.46 WELFARE DATA.

[For text of subd 1, see M.S.2008]

Subd. 2. General. (a) Unless the data is summary data or a statute specifically provides a different classification, data on individuals collected, maintained, used, or disseminated by the welfare system is private data on individuals, and shall not be disclosed except:

(1) according to section 13.05;
(2) according to court order;
(3) according to a statute specifically authorizing access to the private data;
(4) to an agent of the welfare system, including a law enforcement person, attorney, or investigator acting for it in the investigation or prosecution of a criminal or civil proceeding relating to the administration of a program;
(5) to personnel of the welfare system who require the data to verify an individual's identity; determine eligibility, amount of assistance, and the need to provide services to an individual or family across programs; evaluate the effectiveness of programs; assess parental contribution amounts; and investigate suspected fraud;
(6) to administer federal funds or programs;
(7) between personnel of the welfare system working in the same program;
(8) to the Department of Revenue to assess parental contribution amounts for purposes of section 252.27, subdivision 2a, administer and evaluate tax refund or tax credit programs and to identify individuals who may benefit from these programs. The following information may be disclosed under this paragraph: an individual's and their dependent's
names, dates of birth, Social Security numbers, income, addresses, and other data as required, upon request by the Department of Revenue. Disclosures by the commissioner of revenue to the commissioner of human services for the purposes described in this clause are governed by section 270B.14, subdivision 1. Tax refund or tax credit programs include, but are not limited to, the dependent care credit under section 290.067, the Minnesota working family credit under section 290.0671, the property tax refund and rental credit under section 290A.04, and the Minnesota education credit under section 290.0674;

(9) between the Department of Human Services, the Department of Employment and Economic Development, and when applicable, the Department of Education, for the following purposes:

(i) to monitor the eligibility of the data subject for unemployment benefits, for any employment or training program administered, supervised, or certified by that agency;

(ii) to administer any rehabilitation program or child care assistance program, whether alone or in conjunction with the welfare system;

(iii) to monitor and evaluate the Minnesota family investment program or the child care assistance program by exchanging data on recipients and former recipients of food support, cash assistance under chapter 256, 256D, 256J, or 256K, child care assistance under chapter 119B, or medical programs under chapter 256B, 256D, or 256L; and

(iv) to analyze public assistance employment services and program utilization, cost, effectiveness, and outcomes as implemented under the authority established in Title II, Sections 201-204 of the Ticket to Work and Work Incentives Improvement Act of 1999. Health records governed by sections 144.291 to 144.298 and "protected health information" as defined in Code of Federal Regulations, title 45, section 160.103, and governed by Code of Federal Regulations, title 45, parts 160-164, including health care claims utilization information, must not be exchanged under this clause;

(10) to appropriate parties in connection with an emergency if knowledge of the information is necessary to protect the health or safety of the individual or other individuals or persons;

(11) data maintained by residential programs as defined in section 245A.02 may be disclosed to the protection and advocacy system established in this state according to Part C of Public Law 98-527 to protect the legal and human rights of persons with developmental disabilities or other related conditions who live in residential facilities for these persons if the protection and advocacy system receives a complaint by or on behalf of that person and the person does not have a legal guardian or the state or a designee of the state is the legal guardian of the person;

(12) to the county medical examiner or the county coroner for identifying or locating relatives or friends of a deceased person;

(13) data on a child support obligor who makes payments to the public agency may be disclosed to the Minnesota Office of Higher Education to the extent necessary to determine eligibility under section 136A.121, subdivision 2, clause (5);

(14) participant Social Security numbers and names collected by the telephone assistance program may be disclosed to the Department of Revenue to conduct an electronic data match with the property tax refund database to determine eligibility under section 237.70, subdivision 4a;

(15) the current address of a Minnesota family investment program participant may be disclosed to law enforcement officers who provide the name of the participant and notify the agency that:

(i) the participant:
(A) is a fugitive felon fleeing to avoid prosecution, or custody or confinement after conviction, for a crime or attempt to commit a crime that is a felony under the laws of the jurisdiction from which the individual is fleeing; or

(B) is violating a condition of probation or parole imposed under state or federal law;

(ii) the location or apprehension of the felon is within the law enforcement officer's official duties; and

(iii) the request is made in writing and in the proper exercise of those duties;

(16) the current address of a recipient of general assistance or general assistance medical care may be disclosed to probation officers and corrections agents who are supervising the recipient and to law enforcement officers who are investigating the recipient in connection with a felony level offense;

(17) information obtained from food support applicant or recipient households may be disclosed to local, state, or federal law enforcement officials, upon their written request, for the purpose of investigating an alleged violation of the Food Stamp Act, according to Code of Federal Regulations, title 7, section 272.1 (c);

(18) the address, Social Security number, and, if available, photograph of any member of a household receiving food support shall be made available, on request, to a local, state, or federal law enforcement officer if the officer furnishes the agency with the name of the member and notifies the agency that:

(i) the member:

(A) is fleeing to avoid prosecution, or custody or confinement after conviction, for a crime or attempt to commit a crime that is a felony in the jurisdiction the member is fleeing;

(B) is violating a condition of probation or parole imposed under state or federal law;

or

(C) has information that is necessary for the officer to conduct an official duty related to conduct described in subitem (A) or (B);

(ii) locating or apprehending the member is within the officer's official duties; and

(iii) the request is made in writing and in the proper exercise of the officer's official duty;

(19) the current address of a recipient of Minnesota family investment program, general assistance, general assistance medical care, or food support may be disclosed to law enforcement officers who, in writing, provide the name of the recipient and notify the agency that the recipient is a person required to register under section 243.166, but is not residing at the address at which the recipient is registered under section 243.166;

(20) certain information regarding child support obligors who are in arrears may be made public according to section 518A.74;

(21) data on child support payments made by a child support obligor and data on the distribution of those payments excluding identifying information on obligees may be disclosed to all obligees to whom the obligor owes support, and data on the enforcement actions undertaken by the public authority, the status of those actions, and data on the income of the obligor or obligee may be disclosed to the other party;

(22) data in the work reporting system may be disclosed under section 256.998, subdivision 7;

(23) to the Department of Education for the purpose of matching Department of Education student data with public assistance data to determine students eligible for free and reduced-price meals, meal supplements, and free milk according to United States Code, title 42, sections 1758, 1761, 1766, 1766a, 1772, and 1773; to allocate federal and
state funds that are distributed based on income of the student's family; and to verify receipt of energy assistance for the telephone assistance plan;

(24) the current address and telephone number of program recipients and emergency contacts may be released to the commissioner of health or a local board of health as defined in section 145A.02, subdivision 2, when the commissioner or local board of health has reason to believe that a program recipient is a disease case, carrier, suspect case, or at risk of illness, and the data are necessary to locate the person;

(25) to other state agencies, statewide systems, and political subdivisions of this state, including the attorney general, and agencies of other states, interstate information networks, federal agencies, and other entities as required by federal regulation or law for the administration of the child support enforcement program;

(26) to personnel of public assistance programs as defined in section 256.741, for access to the child support system database for the purpose of administration, including monitoring and evaluation of those public assistance programs;

(27) to monitor and evaluate the Minnesota family investment program by exchanging data between the Departments of Human Services and Education, on recipients and former recipients of food support, cash assistance under chapter 256, 256D, 256J, or 256K, child care assistance under chapter 119B, or medical programs under chapter 256B, 256D, or 256L;

(28) to evaluate child support program performance and to identify and prevent fraud in the child support program by exchanging data between the Department of Human Services, Department of Revenue under section 270B.14, subdivision 1, paragraphs (a) and (b), without regard to the limitation of use in paragraph (c), Department of Health, Department of Employment and Economic Development, and other state agencies as is reasonably necessary to perform these functions;

(29) counties operating child care assistance programs under chapter 119B may disseminate data on program participants, applicants, and providers to the commissioner of education; or

(30) child support data on the parents and the child may be disclosed to agencies administering programs under titles IV-B and IV-E of the Social Security Act, as provided by federal law. Data may be disclosed only to the extent necessary for the purpose of establishing parentage or for determining who has or may have parental rights with respect to a child, which could be related to permanency planning.

(b) Information on persons who have been treated for drug or alcohol abuse may only be disclosed according to the requirements of Code of Federal Regulations, title 42, sections 2.1 to 2.67.

(c) Data provided to law enforcement agencies under paragraph (a), clause (15), (16), (17), or (18), or paragraph (b), are investigative data and are confidential or protected nonpublic while the investigation is active. The data are private after the investigation becomes inactive under section 13.82, subdivision 5, paragraph (a) or (b).

(d) Mental health data shall be treated as provided in subdivisions 7, 8, and 9, but is not subject to the access provisions of subdivision 10, paragraph (b).

For the purposes of this subdivision, a request will be deemed to be made in writing if made through a computer interface system.

Subd. 3. Investigative data. (a) Data on persons, including data on vendors of services, licensees, and applicants that is collected, maintained, used, or disseminated by the welfare system in an investigation, authorized by statute, and relating to the enforcement of rules or law is confidential data on individuals pursuant to section 13.02,
subdivision 3, or protected nonpublic data not on individuals pursuant to section 13.02, subdivision 13, and shall not be disclosed except:

(1) pursuant to section 13.05;

(2) pursuant to statute or valid court order;

(3) to a party named in a civil or criminal proceeding, administrative or judicial, for preparation of defense; or

(4) to provide notices required or permitted by statute.

The data referred to in this subdivision shall be classified as public data upon its submission to an administrative law judge or court in an administrative or judicial proceeding. Inactive welfare investigative data shall be treated as provided in section 13.39, subdivision 3.

(b) Notwithstanding any other provision in law, the commissioner of human services shall provide all active and inactive investigative data, including the name of the reporter of alleged maltreatment under section 626.556 or 626.557, to the ombudsman for mental health and developmental disabilities upon the request of the ombudsman.

Subd. 4. Licensing data. (a) As used in this subdivision:

(1) "licensing data" means all data collected, maintained, used, or disseminated by the welfare system pertaining to persons licensed or registered or who apply for licensure or registration or who formerly were licensed or registered under the authority of the commissioner of human services;

(2) "client" means a person who is receiving services from a licensee or from an applicant for licensure; and

(3) "personal and personal financial data" means Social Security numbers, identity of and letters of reference, insurance information, reports from the Bureau of Criminal Apprehension, health examination reports, and social/home studies.

(b)(1) Except as provided in paragraph (c), the following data on applicants, license holders, and former licensees are public: name, address, telephone number of licensees, date of receipt of a completed application, dates of licensure, licensed capacity, type of client preferred, variances granted, record of training and education in child care and child development, type of dwelling, name and relationship of other family members, previous license history, class of license, the existence and status of complaints, and the number of serious injuries to or deaths of individuals in the licensed program as reported to the commissioner of human services, the local social services agency, or any other county welfare agency. For purposes of this clause, a serious injury is one that is treated by a physician. When a correction order, an order to forfeit a fine, an order of license suspension, an order of temporary immediate suspension, an order of license revocation, an order of license denial, or an order of conditional license has been issued, or a complaint is resolved, the following data on current and former licensees and applicants are public: the substance and investigative findings of the licensing or maltreatment complaint, licensing violation, or substantiated maltreatment; the record of informal resolution of a licensing violation; orders of hearing; findings of fact; conclusions of law; specifications of the final correction order, fine, suspension, temporary immediate suspension, revocation, denial, or conditional license contained in the record of licensing action; whether a fine has been paid; and the status of any appeal of these actions. If a licensing sanction under section 245A.07, or a license denial under section 245A.05, is based on a determination that the license holder or applicant is responsible for maltreatment or is disqualified under chapter 245C, the identity of the license holder or applicant as the individual responsible for maltreatment or as the disqualified individual is public data at the time of the issuance of the licensing sanction or denial.
(2) Notwithstanding sections 626.556, subdivision 11, and 626.557, subdivision 12b, when any person subject to disqualification under section 245C.14 in connection with a license to provide family day care for children, child care center services, foster care for children in the provider's home, or foster care or day care services for adults in the provider's home is a substantiated perpetrator of maltreatment, and the substantiated maltreatment is a reason for a licensing action, the identity of the substantiated perpetrator of maltreatment is public data. For purposes of this clause, a person is a substantiated perpetrator if the maltreatment determination has been upheld under section 256.045; 626.556, subdivision 10; 626.557, subdivision 9d; or chapter 14, or if an individual or facility has not timely exercised appeal rights under these sections, except as provided under clause (1).

(3) For applicants who withdraw their application prior to licensure or denial of a license, the following data are public: the name of the applicant, the city and county in which the applicant was seeking licensure, the dates of the commissioner's receipt of the initial application and completed application, the type of license sought, and the date of withdrawal of the application.

(4) For applicants who are denied a license, the following data are public: the name and address of the applicant, the city and county in which the applicant was seeking licensure, the dates of the commissioner's receipt of the initial application and completed application, the type of license sought, the date of denial of the application, the record of informal resolution of a denial, orders of hearings, findings of fact, conclusions of law, specifications of the final order of denial, and the status of any appeal of the denial.

(5) The following data on persons subject to disqualification under section 245C.14 in connection with a license to provide family day care for children, child care center services, foster care for children in the provider's home, or foster care or day care services for adults in the provider's home, are public: the nature of any disqualification set aside under section 245C.22, subdivisions 2 and 4, and the reasons for setting aside the disqualification; the nature of any disqualification for which a variance was granted under sections 245A.04, subdivision 9; and 245C.30, and the reasons for granting any variance under section 245A.04, subdivision 9; and, if applicable, the disclosure that any person subject to a background study under section 245C.03, subdivision 1, has successfully passed a background study. If a licensing sanction under section 245A.07, or a license denial under section 245A.05, is based on a determination that an individual subject to disqualification under chapter 245C is disqualified, the disqualification as a basis for the licensing sanction or denial is public data. As specified in clause (1), if the disqualified individual is the license holder or applicant, the identity of the license holder or applicant is public data. If the disqualified individual is an individual other than the license holder or applicant, the identity of the disqualified individual shall remain private data.

(6) When maltreatment is substantiated under section 626.556 or 626.557 and the victim and the substantiated perpetrator are affiliated with a program licensed under chapter 245A, the commissioner of human services, local social services agency, or county welfare agency may inform the license holder where the maltreatment occurred of the identity of the substantiated perpetrator and the victim.

(7) Notwithstanding clause (1), for child foster care, only the name of the license holder and the status of the license are public if the county attorney has requested that data otherwise classified as public data under clause (1) be considered private data based on the best interests of a child in placement in a licensed program.

(c) The following are private data on individuals under section 13.02, subdivision 12, or nonpublic data under section 13.02, subdivision 9: personal and personal financial data on family day care program and family foster care program applicants and licensees and their family members who provide services under the license.
(d) The following are private data on individuals: the identity of persons who have made reports concerning licensees or applicants that appear in inactive investigative data, and the records of clients or employees of the licensee or applicant for licensure whose records are received by the licensing agency for purposes of review or in anticipation of a contested matter. The names of reporters of complaints or alleged violations of licensing standards under chapters 245A, 245B, 245C, and applicable rules and alleged maltreatment under sections 626.556 and 626.557, are confidential data and may be disclosed only as provided in section 626.556, subdivision 11, or 626.557, subdivision 12b.

(e) Data classified as private, confidential, nonpublic, or protected nonpublic under this subdivision become public data if submitted to a court or administrative law judge as part of a disciplinary proceeding in which there is a public hearing concerning a license which has been suspended, immediately suspended, revoked, or denied.

(f) Data generated in the course of licensing investigations that relate to an alleged violation of law are investigative data under subdivision 3.

(g) Data that are not public data collected, maintained, used, or disseminated under this subdivision that relate to or are derived from a report as defined in section 626.556, subdivision 2, or 626.5572, subdivision 18, are subject to the destruction provisions of sections 626.556, subdivision 11c, and 626.557, subdivision 12b.

(h) Upon request, not public data collected, maintained, used, or disseminated under this subdivision that relate to or are derived from a report of substantiated maltreatment as defined in section 626.556 or 626.557 may be exchanged with the Department of Health for purposes of completing background studies pursuant to section 144.057 and with the Department of Corrections for purposes of completing background studies pursuant to section 241.021.

(i) Data on individuals collected according to licensing activities under chapters 245A and 245C, and data on individuals collected by the commissioner of human services according to maltreatment investigations under sections 626.556 and 626.557, may be shared with the Department of Human Rights, the Department of Health, the Department of Corrections, the ombudsman for mental health and developmental disabilities, and the individual's professional regulatory board when there is reason to believe that laws or standards under the jurisdiction of those agencies may have been violated. Unless otherwise specified in this chapter, the identity of a reporter of alleged maltreatment or licensing violations may not be disclosed.

(j) In addition to the notice of determinations required under section 626.556, subdivision 10f, if the commissioner or the local social services agency has determined that an individual is a substantiated perpetrator of maltreatment of a child based on sexual abuse, as defined in section 626.556, subdivision 2, and the commissioner or local social services agency knows that the individual is a person responsible for a child's care in another facility, the commissioner or local social services agency shall notify the head of that facility of this determination. The notification must include an explanation of the individual's available appeal rights and the status of any appeal. If a notice is given under this paragraph, the government entity making the notification shall provide a copy of the notice to the individual who is the subject of the notice.

(k) All not public data collected, maintained, used, or disseminated under this subdivision and subdivision 3 may be exchanged between the Department of Human Services, Licensing Division, and the Department of Corrections for purposes of regulating services for which the Department of Human Services and the Department of Corrections have regulatory authority.

[For text of subds 5 to 13, see M.S.2008]

History: 2009 c 142 art 1 s 3,4; 2009 c 163 art 2 s 1
13.4967 OTHER TAX DATA CODED ELSEWHERE.

[For text of subds 1 to 2b, see M.S.2008]

Subd. 2c. Senior citizens' property tax deferral program data. Certain income data collected and maintained by the Department of Revenue from an application to the senior citizens' property tax deferral program is classified under section 290B.04.

[For text of subds 3 to 6, see M.S.2008]

Subd. 6a. Iron Range resources and rehabilitation data. Data collected by the commissioner of Iron Range resources and rehabilitation from an application filed under section 298.22 are classified under section 298.22, subdivision 12.

[For text of subd 7, see M.S.2008]

History: 2009 c 86 art 2 s 2,3

13.64 DEPARTMENT OF MANAGEMENT AND BUDGET DATA.

(a) Notes and preliminary drafts of reports created, collected, or maintained by the Management Analysis Division, Department of Management and Budget, and prepared during management studies, audits, reviews, consultations, or investigations are classified as confidential or protected nonpublic data until the final report has been published or preparation of the report is no longer being actively pursued.

(b) Data that support the conclusions of the report and that the commissioner of management and budget reasonably believes will result in litigation are confidential or protected nonpublic until the litigation has been completed or until the litigation is no longer being actively pursued.

(c) Data on individuals that could reasonably be used to determine the identity of an individual supplying data for a report are private if:

(1) the data supplied by the individual were needed for a report; and

(2) the data would not have been provided to the Management Analysis Division without an assurance to the individual that the individual's identity would remain private, or the Management Analysis Division reasonably believes that the individual would not have provided the data.

History: 2009 c 101 art 2 s 20,109

13.643 AGRICULTURAL DATA.

[For text of subds 1 to 6, see M.S.2008]

Subd. 7. Research, monitoring, or assessment data. (a) Except as provided in paragraph (b), the following data created, collected, and maintained by the Department of Agriculture during research, monitoring, or the assessment of farm practices and related to natural resources, the environment, agricultural facilities, or agricultural practices are classified as private or nonpublic:

(1) names, addresses, telephone numbers, and e-mail addresses of study participants or cooperators; and

(2) location of research, study site, and global positioning system data.

(b) The following data is public:
(1) location data and unique well numbers for wells and springs unless protected under section 18B.10 or another statute or rule; and

(2) data from samples collected from a public water supply as defined in section 144.382, subdivision 4.

(c) The Department of Agriculture may disclose data collected under paragraph (a) if the Department of Agriculture determines that there is a substantive threat to human health and safety or to the environment, or to aid in the law enforcement process. The Department of Agriculture may also disclose data with written consent of the subject of the data.

History: 2009 c 94 art 1 s 8

13.681 ENERGY AND UTILITIES DATA CODED ELSEWHERE.

[For text of subds 1 to 6, see M.S.2008]

Subd. 7. Business energy use accountability data. Certain data provided by a business for business energy use accountability is classified under section 216C.44, subdivision 5.

History: 2009 c 86 art 2 s 4

13.716 GENERAL INSURANCE POWERS DATA CODED ELSEWHERE.

[For text of subds 1 to 6, see M.S.2008]

Subd. 7. Viatical settlements data. Viatical settlements data provided to the commissioner of commerce are classified under section 60A.9575.

Subd. 8. Insurance filings data. Insurance filings data received by the commissioner of commerce are classified under section 60A.08, subdivision 15.

History: 2009 c 62 s 1; 2009 c 178 art 2 s 2

13.7931 NATURAL RESOURCE DATA CODED ELSEWHERE.

[For text of subds 1 to 4, see M.S.2008]

Subd. 5. MS 2008 [Renumbered 13.7932]

Subd. 6. Electronic licensing system data. Data on individuals created, collected, stored, or maintained by the department for the purposes of obtaining a noncommercial game and fish license, cross-country ski pass, horse trail pass, or snowmobile trail sticker; registering a recreational motor vehicle; or any other electronic licensing transaction are classified under section 84.0874.

History: 2009 c 86 art 2 s 6; 2009 c 176 art 2 s 1

NOTE: Subdivision 6, as added by Laws 2009, chapter 176, article 2, section 1, is effective March 1, 2010. Laws 2009, chapter 176, article 2, section 1, the effective date.

13.7932 LOGGER SAFETY AND EDUCATION PROGRAM DATA.

The following data collected from persons who attend safety and education programs or seminars for loggers established or approved by the commissioner under section 176.130, subdivision 11, is public data:

(1) the names of the individuals attending the program or seminar;

(2) the names of each attendee's employer;

(3) the city where the employer is located;
13.7932 GOVERNMENT DATA PRACTICES

(4) the date the program or seminar was held; and

(5) a description of the seminar or program.

**History:** 1991 c 106 s 6; 1992 c 511 art 7 s 1; 1992 c 569 s 4; 1993 c 13 art 1 s 12; 1993 c 65 s 1; 1993 c 177 s 1; 1993 c 240 s 1; 1993 c 326 art 2 s 1; 1993 c 345 art 3 s 18; 1993 c 351 s 20-22; 1994 c 483 s 1; 1994 c 589 s 1; 1994 c 616 s 1; 1994 c 618 art 1 s 17; art 2 s 9-64; 1994 c 632 art 2 s 10; art 3 s 17; 1994 c 636 art 4 s 4; 1995 c 142 s 1; 1995 c 155 s 1,2; 1995 c 186 s 8; 1995 c 212 art 3 s 59; 1995 c 229 art 4 s 3; 1995 c 234 art 5 s 1; 1995 c 259 art 1 s 27; art 4 s 4; art 5 s 1-51; 1996 c 305 art 1 s 3-5; 1996 c 334 s 1; 1996 c 408 art 9 s 1; 1996 c 415 s 1; 1996 c 440 art 1 s 18; art 2 s 1-4; 1996 c 471 art 7 s 1; 1997 c 7 art 1 s 3; 1997 c 22 art 2 s 1,8; 1997 c 66 s 79; 1997 c 129 art 2 s 23; 1997 c 193 s 1; 1997 c 199 s 14; 1997 c 202 art 2 s 63; 1997 c 203 art 6 s 2; 1997 c 215 s 1; 1997 c 218 s 1; 1997 c 239 art 8 s 1; ISP1997 c 3 s 8-18; 1998 c 273 s 1; 1998 c 361 s 1; 1998 c 367 art 11 s 2; 1998 c 371 s 6; 1998 c 373 s 1; 1998 c 382 art 2 s 2; 1998 c 397 art 11 s 3; 1998 c 407 art 2 s 1; 1999 c 99 s 23; 1999 c 139 art 4 s 2; 1999 c 205 art 1 s 70; 1999 c 227 s 22; 1999 c 245 art 9 s 1,2; 2004 c 290 s 15; 2007 c 13 art 3 s 6; 2007 c 135 art 2 s 1; 2009 c 86 art 2 s 6

**13.805 ADDRESS CONFIDENTIALITY DATA CODED ELSEWHERE.**

*[For text of subds 1 and 2, see M.S.2008]*

**Subd. 3. Program participants.** Data on program participants maintained by a local government entity in connection with an active investigation or inspection of an alleged health code, building code, fire code, or city ordinance violation are governed by section 5B.07, subdivision 1.

**History:** 2009 c 105 s 4

**13.87 CRIMINAL JUSTICE DATA.**

Subdivision 1. **Criminal history data.** (a) Definition. For purposes of this subdivision, "criminal history data" means all data maintained in criminal history records compiled by the Bureau of Criminal Apprehension, including, but not limited to fingerprints, photographs, identification data, arrest data, prosecution data, criminal court data, custody and supervision data.

(b) Classification. Criminal history data maintained by agencies, political subdivisions and statewide systems are classified as private, pursuant to section 13.02, subdivision 12, except that data created, collected, or maintained by the Bureau of Criminal Apprehension that identify an individual who was convicted of a crime, the offense of which the individual was convicted, associated court disposition and sentence information, controlling agency, and confinement information are public data for 15 years following the discharge of the sentence imposed for the offense. If an individual's name or other identifying information is erroneously associated with a criminal history and a determination is made through a fingerprint verification that the individual is not the subject of the criminal history, the name or other identifying information must be redacted from the public criminal history data. The name and other identifying information must be retained in the criminal history and are classified as private data.

The Bureau of Criminal Apprehension shall provide to the public at the central office of the bureau the ability to inspect in person, at no charge, through a computer monitor the criminal conviction data classified as public under this subdivision.

(c) Limitation. Nothing in paragraph (a) or (b) shall limit public access to data made public by section 13.82.

*[For text of subds 2 to 4, see M.S.2008]*

**History:** 2009 c 59 art 6 s 1
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[For text of subds 1 to 5, see M.S.2008]

Subd. 6. Training; investigation; apprehension; reports. (a) Reports of gunshot wounds. Disclosure of the name of a person making a report under section 626.52, subdivision 2, is governed by section 626.53.

(b) Child abuse report records. Data contained in child abuse report records are classified under section 626.556.

(c) Interstate data exchange. Disclosure of child abuse reports to agencies of another state is classified under section 626.556, subdivision 10g.

(d) Release to family court services. Release of child abuse data to a court services agency is authorized under section 626.556, subdivision 10h.

(e) Release of data to mandated reporters. Release of child abuse data to mandated reporters who have an ongoing responsibility for the health, education, or welfare of a child affected by the data is authorized under section 626.556, subdivision 10j.

(f) Release of child abuse investigative records to other counties. Release of child abuse investigative records to local welfare agencies is authorized under section 626.556, subdivision 10k.

(g) Classifying and sharing records and reports of child abuse. The classification of child abuse data and the sharing of records and reports of child abuse by and between local welfare agencies and law enforcement agencies are governed under section 626.556, subdivision 11.

(h) Disclosure of information not required in certain cases. Disclosure of certain data obtained from interviewing a minor is governed by section 626.556, subdivision 11a.

(i) Data received from law enforcement. Classifying child abuse data received by certain agencies from law enforcement agencies is governed under section 626.556, subdivision 11b.

(j) Disclosure in child fatality cases. Disclosure of information relating to a child fatality is governed under section 626.556, subdivision 11d.

(k) Reports of prenatal exposure to controlled substances. Data on persons making reports under section 626.5561 are classified under section 626.5561, subdivision 3.

(l) Vulnerable adult report records. Data contained in vulnerable adult report records are classified under section 626.557, subdivision 12b.

(m) Adult protection team information sharing. Sharing of local welfare agency vulnerable adult data with a protection team is governed by section 626.5571, subdivision 3.

(n) Child protection team. Data acquired by a case consultation committee or subcommittee of a child protection team are classified by section 626.558, subdivision 3.

(o) Child maltreatment reports peer review panel. Sharing data of cases reviewed by the panel is governed under section 626.5593, subdivision 2.

(p) Peace officer discipline procedures. Access by an officer under investigation to the investigating agency's investigative report on the officer is governed by section 626.89, subdivision 6.
(q) **Racial profiling study data.** Racial profiling study data is governed by Minnesota Statutes 2006, section 626.951.

*[For text of subds 7 to 11, see M.S.2008]*

Subd. 12. **Crime alert access request.** Data regarding contact information provided by a citizen requesting a crime alert are classified under section 611A.0393.

**History:** 2009 c 22 s 1; 2009 c 86 art 2 s 5