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GENERAL REQUIREMENTS

2’

13. 01 GOVERNMENT DATA.

Subdivision 1. Applicability. All state agencies, political subdivisions and statewide
systems shall be governed by this chapter,

Subd. 2. Citation. This chapter may be cited as the “Minnesota Government Data Prac-
tices Act.”

Subd. 3. Scope. This chapter regulates the collection, creation, storage, maintenance,
dissemination, and access to government data in state agencies, statewide systems, and polit-
ical subdivisions. Itestablishes a presumption that government data are public and are acces-
sible by the  public for both inspection and copying unless there is federal law, a state statute,
‘or a temporary classification of data that provides that certain data are not pubhc

 History: 1979 ¢ 328 s 1; 1981 c 311 s 1 39; lSp1981 c4artls45; 1982 c545s
24,1991 ¢ 31951 - . .
13.02 COLLECTION, SECURITY, AND DISSEMINATION OF RECORDS; DEF-
INITIONS.

Subdivision 1. Appllcablllty As used in this chapter, the terms defined in this section
have the meanings given them.

Subd. 2. Commissioner. “Commissioner” means the commissioner of the department
of administration. =~

Subd. 3. Confidential data on mdmduals “Conﬁdentlal data on individuals” means
data which is made not public by statute or federal iaw applicable to the data and i isinaccessi-
ble to ‘the 1nd1v1dua1 subject of that data.

Subd. 3a. Criminal Justice agencies. “Criminal justice agencies” means all state and
local prosecutlon authorities, all state and local law enforcement agencies, the sentencmg
guidelines commission, the bureau of cnmmal apprehension, the department of corrections,
and all probatlon officers who are not part of the judiciary.

Subd. 4. Data not on individuals. “Data not on individuals” means all government data
which is not data on individuals. ,

. Subd. 5. Data on individuals. “Data on individuals” means all government data in
which any‘md1v1dual,1s or can be identified as the subject of that data, unless the appearance
of the name or other identifying data can be clearly demonstrated to be only incidental.to the
data and the data are not accessed by the name or other identifying data of any individual.

Subd. 6. Designee. “Designee” means any person designated by a responsible authonty
to be in charge of individual files or systems containing government data and to receive and
comply with requests for government data.

Subd. 7. Government data. “Government data” means all data collected, created, re-
ceived, maintained or disseminated by any state agency, political subdivision, or statew1de
system regardless of its physical form, storage media or conditions of use.

Subd. 8. Individual. “Individual” means a natural person. In the case of a minor or an
individual adjudged mentally incompetent, “individual” includes a parent or guardian or an
individual acting as a parent or guardian in the absence of a parent or guardian, except that the
responsible authority shall withhold data from parents or guardians, or individuals acting as
parents or guardians in the absence of parents or guardians, upon request by the minor if the
responsible authority determines that withholding the data would be in the best interest of the
minor.

Subd. 8a. Not public data. “Not public data” means any government data which is clas-
sified by statute, federal law, or temporary classification as confidential, private, nonpublic,
or protected nonpublic.

Subd. 9. Nonpublic data. “Nonpublic data” means data not on individuals thatis made
by statute or federal law.applicable to the data: (a) not accessible to the public; and (b) acces-
sible to the subject, if any, of the data.

Subd. 10. Person. “Person” means any 1nd1v1dual partnershlp, corporation, associa-
tion, business trust, or a legal representative of an organization.
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Subd. 11. Political subdivision. “Political subdivision” means any county, statutory or
home rule charter city, school district, special district and any board, commission, district or
authority created pursuant to law, local ordinance or charter provision. It includes any non-
profit corporation which is a community action agency organized pursuant to the Economic
Opportunity Act of 1964 (Public Law Number 88-452) as amended, to qualify for public
funds, or any nonprofit social service agency which performs services under contract to any
political subdivision, statewide system or state agency, to the extent that the nonprofit social
service agency or nonprofit corporation collects, stores, disseminates, and uses data on indi-
viduals because’of a contractual relatlonshlp w1th state agen01es pohtlcal subd1v181ons or
statewide systerns.

Subd. 12. Private data on individuals. “Private data on individuals” means data which
ismade by statute or federal law applicable to thé data: (a) not public; and (b) accessible to the
individual subject of that data.

Subd. 13. Protected nonpublic data. “Protected nonpublic data” means data not on
individuals which is made by statute or federal law applicable to the data (a) not public and
(b) not accessible to the subject of the data.

Subd. 14. Public data not on'individuals. “Public data not onindividuals” means data
which is accessible to the public pursuant to section 13.03.

Subd. 15. Public data onindividuals. “Public data on individuals” means data whichis
accessible to the public in accordance with the provisions of section 13.03.

Subd. 16. Responsxble authority. “Responsible authority” in a state agency or state-
wide system means the state official designated by law or by the commissioneras the individ-
ual responsible for the collection; use and dissemination of any set of data on individuals,
government data, or summary data. “Respons1b1e authority” in any political subdivision
means the individual designated by the governing body of that political subdivision as the
individual responsible for the collection, use, and dissemination of any set of data on individ-
uals, government data, or summary data, unless otherwise provided by state law.

Subd. 17. State agency. “State agency’ means the state, the Umver31ty of Minnesota,
and any office, officer, department, d1v1s1on bureau, board, commission, authorlty, d1str1ct
or agency of the state. ‘

Subd. 18. Statewide system. “Statew1de system” includes any record keeping system
in which government data is collected, stored, disseminated and used by means of a system
common to one or more state agencies or more than one of its political subdivisions or any
combination of state agencies and political subd1v1s1ons

Subd. 19. Summary data. “Summary data” means statistical records and reports
derived from data on individuals but in which individuals are not identified and from which
neither their identitiés nor any other characteristic that could uniquely identify anlnd1v1dual
is ascertainable.

History: 1974 ¢ 479 s 1; 1975 ¢ 401 s 1; 1976 ¢ 239 5 2; 1976 ¢ 283 s 1-5; 1977 ¢
3755 1-5; 1978 ¢ 790 5 1 1979 ¢ 328 s 2-6; 1980 ¢ 603 s 1-6; 1980 ¢ 618 5 25; 1981 ¢
31152-6,39; 1982 ¢ 545 5 1,24; 1984 c 436 51,1989 ¢ 351 2, 1996 c 440 art I s 1

13.03 ACCESS TO GOVERNMENT DATA.

Subdivision 1. Public data. All government data collected, created, received, main-
tained or disseminated by a state agency, political subdivision, or statewide system shall be
public unless classified by statute, or temporary classification pursuant to section 13.06, or
federal law, as nonpublic or protected nonpublic, or with respect to data on individuals, as
private or confidential. The responsible authority in every state agency, political subdivision
and statewide system shall keep records containing governmentdata in such an arrangement
and condition as to make them easily-accessible for convenient use. Photographic, photostat-
ic, microphotographic, or microfilmed records shall be considered as accessible for conve-
nient use regardless of the size of such records.

Subd. 2. Procedures. The responsible authority in every stateagency, pohtlcal subdivi-
sion, and statewide system shall establish procedures, consistént with this chapter, to insure
that requests for government data are received and complied with in an appropriate and
prompt manner. Full convenience and comprehensive accessibility shall be allowed to re-
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searchers including historians, genealogists and other scholars to carry out extensive re-
search and complete copying of all records containing government data except as otherwise
expressly provided by law.

A responsible authority may designate one or more designees.

Subd. 3. Request for access to data. Upon request to a responsible authority or desig-
nee, a person shall be permitted to inspect and copy public government data at reasonable
times and places, and, upon request, shall be informed of the data’s meaning. If a person re-
quests access for the purpose of inspection, the responsible authority may not assess a charge
or require the requesting person to pay a fee to inspect data. The responsible authority or de-
signee shall provide copies of public data upon request. If a person requests copies or elec-
tronic transmittal of the data to the person, the responsible authority may require the request-
ing person to pay the actual costs of searching for and retrieving government data, including
the cost of employee time, and for making, certifying, compiling, and electronically trans-
mitting the copies of the data or the data, but may not charge for separating public from not
public data. If the responsible authority or designee is not able to provide copies at the time a
request is made, copies shall be supplied as soon as reasonably possible.

‘When arequest under this subdivision involves any person’s receipt of copies of pubhc
government data that has commercial value and is a substantial and discrete portion of or an
entire formula, pattern, compilation, program, device, method, technique, process, database,
or system developed with a significant expenditure of public funds by the agency, the respon-
sible authority may charge a reasonable fee for the information in addition to the costs of
making, certifying, and compiling the copies. Any fee charged must be clearly demonstrated
by the agency to relate to the actual development costs of the information. The responsible
authority, upon the request of any person, shall provide sufficient documentation to explain
and justify the fee being charged.

If the responsible authority or designee determines that the requested data is classified
so as to deny the requesting person access, the responsible authority or de31gnee shall inform
the requesting person of the determination either orally at the time of the request, or in writ-
ing as soon after that time as possible, and shall cite the specific statutory section, temporary
classification, or.specific provision of federal law on which the determination is based. Upon
the request of any person denied access to data, the responsible authority or designee shall
certify in writing that the request has been denied and cite the specific statutory section, tem-
porary classification, or specific provision of federal law upon which.the denial was based.

Subd. 4. Change in classification of data; effect of dissemination among agencies.
(a) The classification of data in the possession of an agency shall change if it is required to do
so to comply with either judicial or administrative rules pertaining to the conduct of legal
actions or with a specific statute applicable to the data in the possession of the disseminating
or receiving agency,

(b) If data on md1v1dua1s is classified as both pnvate and conﬁdenual by this chapter, or
any other statute or federal law, the data is private.

(c) To the extent that government data is disseminated to state agencies, polmcal subdi-
visions, or statewide systems by another state agency, political subdivision, or statewide sys-
tem, the data disseminated shall have the same classification in the hands of the agency re-
ceiving it as it had in the hands of the entity providing it.

(d) If a state agency, statewide system, or political subdivision disseminates data to
another state agency, statewide system or political subdivision, a classification provided for
by law in the hands of the entity receiving the data does not affect the classification of the data
in the hands of the entity that disseminates the data.

Subd. 5. Copyright or patent of computer program. Nothing in this chapter or any
other statute shall be construed to prevent a state agency, statewide system, or political subdi-
vision from acquiring a copyright or patent for a computer software program or components
of a program created by that government agency. In the event that a government agency does
acquire a patent or copyright to a computer software program or component of a program, the
data shall be treated as trade secret information pursuant to section 13.37.

Subd. 6. Discoverability of not public data. If a state agency, political subdivision, or
statewide system opposes discovery of government data or release of data pursuant to court
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order on the grounds that the data are classified as not public, the party that seeks access to the
data may bring before the appropriate presiding judicial officer, arbitrator, or administrative
law judge an action to compel discovery or an action in the nature of an action to compel
discovery.

The presiding officer shall first decide whether the data are d1scoverab1e or releasable
pursuant to the rules of evidence and of criminal, civil, or admlmstratlve procedure appropri-
ate to the action.

If the data are discoverable the presiding officer shall decide whether the benefit to the
party seeklng access to the data outweighs any harm to the confidentiality interests of the
agency maintaining the data, or of any person who has provided the data or who is the subject
of the data, or to the privacy interest of an individual identified in the data. In making the
decision, the presiding officer shall consider whether notice to the subject of the data is war-
ranted and, if warranted, what type of notice must be given. The presiding officer may fash-
ion and issue any protective orders necessary to assure proper handling of the data by the
parties. If the data are a videotape of a child victim or alleged victim alleging, explaining,
denying, or describing an act of physical or sexual abuse, the presiding officer shall consider
the provisions of section 611A.90, subdivision 2, paragraph (b).

Subd. 7. Data transferred to archives. When government data that is class1ﬁed as not
public by this chapter or any other statute, including private data on decedents and confiden-
tial data on decedents, is physically transferred to the state archives, the data shall no longer
be classified as not public and access to and use of the data shall be governed by section
138.17.

Subd. 8. Change to classification of data not on individuals. Except for security in-
formation, nonpublic and protected nonpublic data shall become public either ten years after
the creation of the data by the government agency or tén years after the data was received or
collected by any governmental agency unless the responsible authority for the originating or
custodial agency for the data reasonably determines that, if the data were made available to
the public or to the data subjéect, the harm to the public or to a data subject would outweigh the
benefit to the public or to the data subject. If the responsible authority denies access to the
data, the person denied access may challenge the denial by bringing an action in district court
seeking release of the data. The action shall be brought in the district court located in the
county where the data are being maintained, or, in the case of data maintained by a state
agency, in any county. The data in dispute shall be examined by the court in camera. In decid-
ing whether or not to release the data, the court shall consider the bénefits and harms in the
same manner as set forth above. The court shall make a written stateinent of findings in sup-
port of its'decision.

Subd. 9. Effect of changes in classification of data. Unless otherwise expressly pro-
vided by a particular statute, the classification of data is determined by the law applicable to
the data at the time a request for access to the data is made, regardless of the data s classifica-
tion at the time it was collected, created, or received.

Subd. 10. Costs for previding copies of data. Money collected by a responsible au-
thority in a state agency for the actual cost to the agency of providing copies or electronic
transmittal of government data is appropriated to the agency and added to the approprlat1ons
from which the costs were paid.

Subd. 11. Treatment of data classified as not public; public meetings. Not public
data may be discussed at a meeting open to the public to the extent provided in section
471.705, subdivision 1d.

History: 1979 ¢ 328 s 7; 1980 ¢ 603 s 7; 1981 ¢ 311 s 39; 1Sp1981 ¢ 4 art ] 56;
1982 ¢ 545 5 2,24; 1984 ¢ 436 5 2-4; 1985 ¢ 298 s 14; 1987 ¢ 351 5 1; 1990 ¢ 573 5 1;
1991¢31952; 1991 c345 art 1 5s44; 1992 ¢ 569 5 1,2; 1994 c 618 art 1 5 1,2; 1995 ¢
259art4s1; 1996 c440art 152

N
H

13.04 RIGHTS OF SUBJECTS OF DATA.

Subdivision 1. Type of data. The rights of individuals on whom the data is stored orto
be stored shall be as set forth in this section.
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Subd. 2. Information required to be given individual. An individual asked to supply
private or confidential data concerning the individual shall be informed of: (a) the purpose
and intended use of the requested data within the collecting state agency, political subdivi-
sion, or statewide system; (b) whether the individual may refuse or is legally required to sup-
ply therequested data; (c) any known consequence arising from supplying or refusing to sup-
ply private or confidential data; and (d) the identity of other persons or entities authorized by
state or federal law to receive the data. This requirement shall not apply when an individual is
asked to supply 1nvest1gat1ve data, pursuant to section 13.82, subdivision 5, to a law enforce-
ment officer.

Subd. 3. Access to data by individual. Upon request to a responsible authority, an indi-
vidual shall be informed whether the individual is the subject of stored data on individuals,
and whether it is classified as'public, private or confidential. Upon further request, an indi-
vidual who is the subject of stored private or public data on individuals shall be'shown the
data without any charge and, if desired, shall be informed of the content and meaning of that
data."After an individual has been shown the private data and informed of its meaning, the
data need not be disclosed to that individual for-six months thereafter unless a dispute or ac-
tion pursuant to this section is pending or additional data on the individual has been collected
or created. The responsible authority shall provide copies of the private or public data upon
request by the individual subject of the data. The responsible authority may require the re-
questing person to pay the actual costs of making, certifying, and compiling the copies.

The responsible authority shall comply immediately, if possible, with any request made
pursuant to this subdivision, or within five days of the date of the request, excluding Satur-
days, Sundays and legal holidays, if immediate compliance is not possible. If unable to com-
ply with the request within that time, the responsible authority shall so inform the individual,
and may have an additional five days within which to comply with the request, excluding
Saturdays, Sundays and legal holidays. P

Subd. 4. Procedure when data is not accurate or complete. (a) An individual subject
of the data may contest the accuracy or completeness of public or private data. To exercise
this right, an individual shall notify in writing the responsible authority describing the nature
of the disagreement. The responsible authority shall within 30 days either: (1) correct the
data found to be inaccurate or incomplete and attempt to notify past recipients of inaccurate
or incomplete data, including recipients named by the individual; or (2) notify the individual
that the authority believes the data to be correct. Data in dispute shall be disclosed only if the
individual’s statement of disagreement is included with the disclosed data.

The determination of the responsible authority may be appealed pursuant to the provi-
sions of the Administrative Procedure Actrelating to contested cases. Upon receipt of an ap-
peal by an individual, the commissioner shall, before issuing'the order and notice of a con-
tested case hearing required by chapter 14, try to resolve the dispute through education, con-
ference, conciliation, or persuasion. If the parties consent, the commissioner may refer the
matter to mediation. Following these efforts, the commissioner shail dismiss the appeal or
issue the order and notice of hearing.

(b) Data on individuals that have been successfully challen ged by an individual must be
completed, corrected, or destroyed by a state agency, political subdivision, or statewide sys-
tem without regard to the requirements of section 138.17.

After completing, .correcting, or destroying successfully challenged data, a state
agency, political subdivision, or statewide system may retain a copy of the commissioner of
administration’s order issued under chapter 14 or, if no order were issued, a summary of the
dispute between the parties that does not contain any particulars of the successfully chal-
lenged data.

Subd. 5. Education records; child with a disability. Nothing in this chapter shall be
construed as limiting the frequency of inspection of the educational records of a child with a
disability by the child’s parent or guardian or by the child upon the child reaching the age of
majority. An agency or institution may not charge a fee to search for or to rétrieve the educa-
tional records. An agency or institution that receives a request for copies of the e€ducational
records of a child with a disability may charge a fee that reflects the costs of reproducing the
records except when to do so would impair the ability of the child’s parent or guardian, or the
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child who has reached the age of majority, to exercise their right to 1nspect and review those
records. o

History: 1974 c 479 s 4; 1975 ¢ 401 s 4; 1977 ¢ 3755 7; 1980 ¢ 603 s 12; 1981 ¢
311 59,39; 1982 c 545 5 4,24; 1984 ¢ 436 5 5; 1Sp1985 ¢ I4 art 1 5 3; 1986 ¢ 444; 1987
¢ 351s2; 1988|c670s1 1994 c 647 art 3 s 1

13.05 DUTIES OF RESPONSIBLE AUTHORITY. |

Subdivision 1. Public document of data categories. The responsible authority shall
prepare a public document containing the authority’s name, title and address, and a descrip-
tion of each category of record, file, or process relating to private or confidential data on indi-
viduals maintained by the authority’s state agency, statewide system, .or political subdivi-
sion. Forms used to collect private and confidential data shall be included in the public docu-
ment. Beginning August 1, 1977 and annually thereafter, the responsible authority shall up-
date the public document and make any changes necessary to maintain the accuracy of the
document. The document shall be available from the responsible authority to the public in
accordance with the provisions of sections 13.03 and 15.17.

Subd. 2. Copies to commissioner. The commissioner may require responsible authori-
ties to submit copies of the public document required in subdivision 1, and may request addi-
tional information relevant to data collection practices, policies and procedures.

Subd. 3. General standards for collection and storage. Collection and storage of all
data on individuals and the use and dissemination of private and confidential data on individ-
uals shall be limited to that necessary for the administration and management of programs
specifically-authorized by the legislature or local governing body or mandated by the federal
government. ,

Subd. 4. Limitations on collection and use of data. Private or confidential data on an
individual shall not be collected, stored, used, or disseminated by political subdivisions,
statewide systems, or state agencies for any purposes other than those stated to the individual
at the time of collection in accordance with section.13.04, except as provided in this subdivi-
sion. : .
(a) Data collected prior to' August 1, 1975, and which have not been treated as public
data, may be used, stored, and disseminated for the purposes for which the data was original-
1y collected or for purposes which are specifically approved by the comrmssroner as neces-
sary to public health, safety, or welfare.

(b) Private or confidential data may be used and disseminated to individuals or agencies
specifically authorized access to that data by state, local, or federal law enacted -or promul—
gated after the collection of the data.

(c) Private or confidential data may be used and disseminated to individuals or agencies
subsequent to the collection of the data when the responsible authority malntaJmng the data
has requested approval for a new or different use or dissemination of the data and that request
has been specifically approved by the commissioner as necessary to carry out a function as-
signed by law.

(d) Private data may be used by and disseminated to any person or agency if the individ-
ual subject or subjects of the data have given their informed consent. Whether a data subject
has given informed consent shall be determined by rules of the commissioner. Informed con-
sent shall not be deemed to have been given by an individual subject of the data by the signing
of any statement authorizing any person or agency to disclose information about the individ-
ual to an insurer or its authorized representative, unless the statement is:

(1) in plain language;
(2) dated;

3 spemﬁc indesignating the particular persons or agencies the data subject is authoriz-
ing to disclose information about the data subject;

@ speclﬁc as to the nature of the information the  subject is authonzmg to be disclosed;

(5) specific as to the persons or agencles to whom the subjectis authonzmg information
to be disclosed; N -
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(6) specific as to the purpose or purposes for which the information may be used by any
of the parties named in clause (5), both at the time of the disclosure and at any time in the
future;

(7) specific as to 1ts explratron date Whlch should be within a reasonable period of time,
not to exceed one year except in the case of authorizations given in connection with applica-
trons for life insurance or noncancelable or guaranteed renewable health insurance and iden-
tified as such, two years after the date of the policy.

. The responsible authority may require a person requestmg coples of data under this
paragraph to pay the actual costs of making, certifying, and compiling the copies.

* (e)Private or confidential data on an individual may be discussed at.a: meetmg open to
the public to the extent provided in section 47.1.705, subdivision 1d.:

Subd. 5. Data protection. The responsible authority shall (1) establish procedures to
assure that all data on individuals is accurate, complete, and current for the purposes for
which it was collected; and (2) establish approprrate security safeguards for all records con-
taining data on individuals: . .

Subd. 6. Contracts. Except as provided in section 13.46, subdivision 5, in any contract
between a governmental unit subject to this chapter and any person, when the contract re-
quires that data on individuals be made available, to the contracting parties by the govern-
- mental unit, that data shall be administered consistent with this chapter. A contractin g party
shall maintain the data on individuals which it received according to the statutory provisions
applicable to thé data.

Subd. 7. Preparatlon of summary data, The use of summary data denved from prrvate
or confidentia] data on individuals under the jurisdiction of one or more responsible authori-
ties is pemutted Unless classified pursuant to section 13.06, another statute, or federal law,
summary data is public. The respon51ble authority shall prepare summary data from private
or confidential data on individuals upon the request of any person if the request is in writing
and the cost of preparing the summary data is borne by the requesting person. The responsi-
ble authority may delegate the power to prepare summary data (1) to the admmlstratrve offi-
cer responsible for any central repository of summary data; or (2) to a person outside of its
agency 1f the person’s purpose is set forth, in writing, and the person agtees not to disclose,
and the agency reasonably determines that the access will not compromise private or confi-
dential data on individuals.

Subd. 8. Publication of access procedures. The responsible authority shall prepare a
public document setting forth in writing the rights of the data subject pursuant to section
13.04 and the specific procedures in effect in the state agency, statewide system or political
subdivision for access by the data subject to public or private data on individuals,

Subd. 9. Intergovernmental access of data. A responsible authority shall allow anoth-
er responsible authority access to data classified as not public only when the access is autho-
rized or required by statute or federal law. An agency that supplies government data under
this subdivision may require the requestmg agency to pay-the actual cost of supplymg the
data. : .

Subd. 10. International dlssemmatlon. No statelagencyvor»pohtrcal- subdivision shall
transfer or disseminate any private or confidential data on individuals to the private interna-
tional organization known as Interpol, except through the Interpol~United States National
Central Bureau, United States Department of Justice.

History: 1974c479s2 1975 ¢ 401 s2; 1976 ¢ 239 5 3; 1976 ¢ 283 5 6,7; 1978 ¢
7905 3; 1979 ¢ 328 5 8; 1981 ¢ 311 5 7,39; 1Sp1981 c 4 art 1 5 7; 1982 ¢ 545 s 24; 1984
c 4365 6-9; 1986 c 444; 1987 c 351 s 3; 1992 ¢ 569 5 3; ]99406]8art1s3 '

13.06 TEMPORARY CLASSIFICATION. e

Subdivision 1. Application to commissioner. Notwithstanding the provrsrons of sec-
tion 13.03, the responsible authority of a state-agency, political subdivision, or statewide sys-
tem may apply to the commissioner for permission to classify data or-types of data on indi-
viduals as private or confidential, or data not on individuals as nonpublic or protected non-
public, for its own use and for the use of other similar agencies, political subdivisions, or
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statewide systems on a tempdrary basis until a proposed statute can be acted upon by the leg-
islature. The application for temporary classification is public.

Upon the filing of an application for temporary classification, the data which is the sub-
ject of the application shall be deemed to be classified as set forth in the application for a
period of 45 days, or until the application is drsapproved reJected or granted by the commis-
sioner, whichever is earlier.

If the commissioner determines that an application has been submitted for purposes not
consistent with this section; the commissioner may immediately reject the application, give
notice of that rejection to'the applicant; and return the application. When the applicant re-
ceives the notice of rejection from the commissioner, the data which was the subject of the
application shall have the classification it had before the application was submitted to the
commissioner.

Subd. 2. Contents of application for private or confidential data. An application for
temporary classification of data on individuals shall include and the applicant shall have the
burden of clearly establishing that no statute currently exists which either allows or forbids
classification as private or confidential; and either.

. (a) That data similar to that for which the temporary classification is sought has been
treated as either private or confidential by other state agencxes or political subdivisions, and
by the public; or

* (b) That a compelling need exists for immediate temporary classification, which if not
granted could adversely affect the public interest or the health, safety, well being or reputa-
tion of the data subject.

Subd. 3. Contents of application for nonpublic or nonpublic protected data. An ap-
plication for temporary classification of government data not on individuals shall include
and the applicant shall have the burden of clearly establishing that no statute currently exists
which either allows or forbids classification as nonpublic or protected nonpublic; and either

(a) That data similar to that for which the temporary classification is sought has been
treated as nonpublic or protected nonpublic by other state agencies or political subdivisions,
and by the public; or

(b) Public access to the data would render unworkable a program authorized by law or

(c) That a compelling need exists for immediate temporary classification, which if not
granted could adversely affect the health, safety or welfare of the public.

Subd. 4. Procedure when classification affects others. If the commissioner deter-
mines that an application for temporary classification involves data which would reasonably
be classified in the same manner by all agencies, political subdivisions, or statewide systems
similar to the one which made the application, the commissioner may approve or disapprove
the classification for data of the kind which is the subject of the application for the use of all
agencies, political subdivisions, or statewide systems similar to the applicant. On deeming
this approach advisable, the commissioner shall provide notice of the proposed action by
publication in the state register and by notification to the intergovernmental information sys-
tems advisory council, within ten days of receiving the application. Within 30 days after pub-
lication in the state register and notification to the council, an affected agency, political sub-
division, the public, or statewide system may submit comments on the commissioner’s pro-
posal. The commissioner shall consider any comments received when granting or denying a
classification for data of the kind which is the subject of the application, for the use of all
agencies, political subdivisions, or statewide systems similar to the applicant. Within 45 days
after the close of the period for submitting comment, the commissioner shall grant or disap-
prove the application. Applications processed under this subdivision shall be either approved
or disapproved by the commissioner within 90 days of the receipt of the application. For pur-
poses of subdivision 1, the data which is the subject of the classification shall be deemed to be
classified as set forth in the application for a period of 90 days, or until the application is dis-
approved or granted by the commissioner, whichever is earlier. If requested in the applica-
tion, or determined to be necessary by the commissioner, the data in the application shall be
so classified for all agencies, political subdivisions, or statewide systems similar to the appli-
cant until the application is disapproved or granted by the commissioner, whichever is earli-
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er. Proceedings after the grant or disapproval shall be governed by the provisions of subdivi-
sion 5.

Subd. 5. Determination. The commissioner shall either grant or disapprove the ap-
plication for temporary classification within 45 days after it is filed. On disapproving an ap-
plication, the commissioner shall set forth in detail reasons for the disapproval, and shall in-
clude a statement of belief as to what classification is appropnate for the data which is the
subject of the application. Twenty days after the date of the commissioner’s disapproval of an
apphcatlon the data which is the subject of thé application shall become public data, unless
the responsible authority submits an amended application for temporary classification which
‘requests the classification deemed appropriate by the commissioner in the statement of dis-
approval or which sets forth additional information relating to the original proposed classifi-
cdtion. Upon the filing of an amended application, the data which is the subject of the
amended application shall be deemed to be classified as set forth in the amended application
for aperiod of 20 days or until the amended application is granted or disapproved by the com-
missioner, whichever is earlier. The commissioner shall either grant or disapprove the
amended application within 20 days after it is filed. Five working days after the date of the
commissioner’s disapproval of the amended application, the data which is the subject of the
application shall become public data. No more than one amended application may be sub-
mitted for any single file or system.

If the commissioner grants an application for temporary classification, it shall become
effective immediately, and the complete record relating to the application shall be submitted
to the attorney general, who shall review the classification as to form and legality. Within 25
days, the attorney general shall approve the classification, disapprove a classification as con-
fidential but approve a classification as private, or disapprove the classification. If the attor-
ney general disapproves a classification, the data which is the subject of the classification
shall become public data five working days after the date of the attorney general’s dlsapprov-
al.

Subd. 6. [Repealed, 1995 ¢ 259 art 1 s 62]

Subd. 7. Legislative consideration of temporary classifications; expiration. On or
before January 15 of each year, the commissioner shall submit all temporary classifications
ineffect on January 1 in bill form to the legislature. The temporary classification expires June
1 of the year following its submission to the legislature. ’

History: 1976 ¢ 283 s 8; 1977 ¢ 375 5 6; 1978 ¢ 790 s 2; 1979 ¢ 328 s 9-13; 1980 ¢
603 s 8-11; 1981 ¢ 311 5 8,39; 1982 ¢ 545 5 3,24; 1984 ¢ 436 5 10,11; 1986 ¢ 444; 1995
c259artlsl

13.07 DUTIES OF THE COMMISSIONER.

The commissioner shall with the advice of the intergovernmental information services
advisory council promulgate rules, in accordance with the rulemaking procedures in the Ad-
ministrative Procedure Act which shall apply to state agencies, statewide systems and politi-
cal subdivisions to implement the enforcement and administration of this chapter. The rules
shall not affect section 13.04, relating to rights of subjects of data. Prior to the adoption of
rules authorized by this section the commissioner shall give notice to all state agencies and
political subdivisions in the same manner and in addition to other parties as required by sec-
tion 14.06 of the date and place of hearing, enclosing a copy of the rules to be adopted.

History: 1975 ¢ 271 s 6; 1975 ¢ 401 s 7; 1981 ¢ 311 5 39; 1Sp1981 cdartlsll;
1982 ¢ 424 s 130; 1982 ¢ 545 5 24; 1985 ¢ 248 5 70

13.072 OPINIONS BY THE COMMISSIONER.

Subdivision 1. Opinion; when required. (a) Upon request of a state agency, statewide
system, or political subdivision, the commissioner may give a written opinion on any ques-
tion relating to public access to government data, rights of subjects of data, or classification
of data under this chapter or other Minnesota statutes governing government data practices.
Upon request of any person who disagrees with a determination regarding data practices
made by a state agency, statewide system, or political subdivision, the commissioner may
give a written opinion regarding the person’s rights as a subject of government data or right to
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have access to government data. If the commissioner determines that no opinion will be is-
sued, the commissioner shall give the state agency, statewide system, pohtical subdivision,
or person requesting the opinion notice of the decision not to issue the opinion within five
days of receipt of the request. If this notice is not given, the commissioner shall issue an opin-
ion within 20 days of receipt of the request. For good cause and upon written notice to.the
personrequesting the opinion, the commissioner may extend this deadline for one additional
30-day period. The notice must state the reason for extendlng the deadline. The state agency,
statewide system, or political subdivision must be provided a reasonable opportumty to ex-
plain the reasons for 1ts decision regarding the data. The commissioner or the state .agency,
statewide system, or pohtlcal subdivision may choose to give notice to the subJect of the data
concerning the dxspute regarding the data. X

(b) This section does not apply toa determmatlon made by the commissioner of health
under section 13.38, subdivision 2, paragraph (c), or 144.6581. . W

(c) A written oplmon issued by the attorney general shall take precedence over an op1n-
ion issued by the commissioner under this section. ax

Subd. 2. Effect. Opinions issued by the commissioner under this' section are not'bi'nding
onthe state agency, statewide system, or pohtlcal subdivision whose data is the subject of the
oplmon but must be given deference by a courtin a proceeding involving the data. The dom-
misstoner shall arrange for public dissemination of opinions issued under this section. This
section does not preclude a person from bringing any other action under this'chapter or other
law in addition to or instead of requesting a written opinion. A state agency, statewide sys-
tem, political subdivision, or person that acts in conformity with a written opinion of the
commissioner is not liable for compensatory or exemplary damages or-awards of attomeys
fees in actions under section 13.08 or for a penalty under section 13.09. - RN

Subd. 3. [Repealed, 1Sp1997 ¢ 3 5 47]

Subd. 4. Data submitted to commissioner. A state agency, statewide system, or pOhtl-
cal subdivision may submit not public data to the commissioner for the purpose of requesting
or respondmg to a person’s request for an opinion. Government data submitted to the com-
missioner By a state agency, statewide system, or polmcal subdivision or coples of govern-
ment data submitted by ‘other persons have the same classification as the data have when’ held
by the state agency, statewide system, or political subdivision. If the nature of the oplmon is
such that the release of the opinion would teveal not public data, the commissioner may issue
an opinion using pseudonyms for individuals. Data maintained by the commissioner, in the
record of an opinion issued using pseudonyms that would reveal the identities of md1v1duals
protected by the use of the pseudonyms, are private data on individuals.

History: 1993 ¢ 192 5 38,110; 1995 ¢ 259 art 1 5 2,3,56

ot

13.073 PUBLIC INFORMATION POLICY TRAINING PROGRAM.

Subdivision 1. Establishment. The commissioner may establish a program for training
state and local government officials and employees on public information policy, including
government data practices laws and official records and records management statutes. The
program may provide for the development of broad-based expertise within state and local
governmententities. The program components may include basic training, spec1ﬁc training
for specialized service sectors, and policy analysis and support.

Subd. 2. General provisions. The commissioner may publicize the development and
implementation of the training program under this section and seek input from state and local
government entities. The commissioner may prepare a training guide that 1nc1udes an over-
view of the training program and its components.

Subd. 3. Basic training. The basic training component should be des1gned to meet the
basic information policy needs of all government employees and public officials with a focus
on key data practices laws and procedures that apply to all government entities. The commis-
sioner should design the basic training component in a manner that minimizes duplication of
the effort and cost for government entities to provide basic training. The commissioner may
develop general programs and materials for basic training such as video presentations, data
practices booklets, and training guides. The commissioner may assist state and local govern-
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ment agencies in developing tra1n1ng expertise within their own agencies and offer assis-
tance for periodic training sessions for this purpose.

Subd. 4. Sector—specific training. (a) The sector—specific training component should
be designed to provide for the development of specific expertise needed to deal with in-
formation policy issues within-a particular service area. Service areas may include govern-
ment entities such as state agencies, counties, cities, or school districts, or.functional areas
such as education, human services, child protection, or law enforcement. This component
should focus on training individuals who implement or administer data practices and other
information policy laws within their government entity. 5

(b) The commissioner may provide technical assistance and support and help coordi-
nate efforts to develop sector—specific training within different sectors. Elements of sector—
specific training should include: ,

(1) designation, training, and coordination of data practices spemahsts w1th responsi-
bility for clarification and resolution of sector—-specific information policy issues;

) development of telephone hotlines within different sectors for handling information
policy inquiries; . ‘

» (3) development of forums under which individuals with ongolng 1nformatlon pohcy
adnnmstratlve responsibilities may meet to discuss issues arising within their sectors;

(4) availability of expertise for coaching and consultation on specific issues; and

(5) preparation of publications, including reference guides to'materials and resource
persons. .

Subd. 5. Policy analysis and support. The policy analysis and support component
should be designed to address information policy issues at the policy level and to provide
ongoing consultation and support regarding major areas of concern with a goal of developing
a coherent and coordinated approach to information policy within the state. The commis-
sioner may assist in the development and implementation of information policy and provide
aclearinghouse for ideas, information, and resources. The commissioner may review public
information policy and identify how that policy can be updated, simplified, and made consis-
tent. ,

History: 1995 ¢ 259 art 2 5 1

13.08 ‘CIVIL REMEDIES

Subdivision 1. Action for damages. Notwithstanding section 466.03, a poht1ca1 subdi-
vision, responsible authority, statewide system, or state agency which violates any provision
of this chapter s liable to a person or representative of a decedent who suffers any damage as
aresult of the violation, and the person damaged or arepresentative in the case of private data
on decedents or confidential data on decedents may bring an action against the political sub-
division, responsible authority, statewide system or state agency to cover any damages sus-
tained, plus costs and reasonable-attorney fees. In the case of a willful violation, the political
subdivision, statewide system or state agency shall, in.addition, be liable to exemplary dam-
ages of not less than $100, nor more than $10,000 for each violation. The state is deemed to
have waived any immunity to a cause of action brought under this chapter.

Subd. 2. Injunction. A political subdivision, responsible authority, statewide system or
state agency which violates or proposes to violate this chapter may be enjoined by the district
court. The court may make any order or Judgment as may be necessary to prevent the use or
employment by any person of any practices which violate this chapter.

Subd. 3. Venue. An action-filed pursuant to this section may be commenced in the
county in which the individual alleging damage or seeking relief resides, or in the county
wherein the political subdivision exists, or, in the case of the state, any county. °

Subd. 4. Action to compel compliance. In addition to the remedies provided in subdi-
visions 1 to 3 or any other law, anyaggrieved person may bring an action in district court to
compel compliance with this chapter and may recover costs and disbursements, including
reasonable attorney’s fees, as determined by the court. If the court determines that an action
brought under this subdivision is frivolous and without merit and a basis in fact, it may award
reasonable costs and attorney fees to the responsible authority. The matter shall be heard as
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soon as possible. In an action involving a request for government data under section 13.03 or
13.04, the court may inspect in camera the government data 1n dispute, but shall conduct its
hearing in public and in a manner that protects the security of data classified as not public.

Subd. 5. Immunity from liability. A state agency, statewide system, political subdivi-
sion, or person thatreleases not public data pursuant to an order under section 13.03, subdivi-
sion 6 is immune from civil and criminal liability. Cos

Subd. 6. immunity from liability; personnel settlement. No cause of action may arise
asaresult of the release of data contained in a termination or personnel settlement agreement
if the data were not public data as defined in section 13.02, at the time the agreement was
executed but become public data under a law enacted after execution.

History: 1974 ¢ 479 s 5; 1975 ¢ 401 5 5; 1976 ¢ 239 5 4,5; 1979 ¢ 328 5 14; 1980 ¢
603 5 13; 1981 ¢ 311 5 39; 1Sp1981 c 4 art 1 s 8-10; 1982 ¢ 545 s 24; 19850298556
1986 ¢ 444; 1991 ¢ 3195 30

13.09 PENALTIES.

Any person who willfully violates the provisions of thls chapter or any rules adopted
under this chapter is guilty of a misdemeanor. Willful violation of this chapter by any public
employee constitutes just cause for suspension without pay or dismissal of the public em-
ployee.

History: 1974 ¢ 479 5 6; 1975 ¢ 401 s 6; 1976 ¢ 239 5 6; 1981 c 311 5 39; 1982 ¢
545 5 24; 1985 ¢ 29857

13.10 DATA ON DECEDENTS.

Subdivision 1. Definitions. As used in this chapter:

(a) “Confidential data on decedents” means data which, prior to the death of the data
subject, were classified by statute, federal law, or temporary classification as confidential
data.

(b) “Private data on decedents” means data which, prior to the death of the data subject,
were classified by statute, federal law, or temporary classification as private data.

(c) “Representative of the decedent” means the personal representative of the estate of
the decedent during the period of administration, or if no personal representative has been
appointed or after discharge, the surviving spouse, any child of the decedent, or, if there is no
surviving spouse or children, the parents of the decedent.

Subd. 2. Classification of data on decedents. Upon the death of the data subject pri-
vate data and confidential data shall become, respectively; private data on decedents and con-
fidential data on decedents. Private data on decedents and confidential data on decedents
shall become public when ten years have elapsed from the actual or presumed death of the
individual and 30 years have elapsed from the creation of the data. For purposes of this subdi-
vision, anindividual is presumed to be dead if either 90 y€ars elapsed since the creation of the
data or 90 years have elapsed since the individual’s birth, whichever is earlier, except that an
individual is not presumed to be dead if readlly available data indicate that the individual 1s
still living.

Subd. 3. Rights. Rights conferred by this chapter on 1nd1v1duals who are the subjects of
private or confidential data shall, in the case of private data on decedents or confidential data
on decedents, be exercised by the representative of the decedent. Nonpublic data concerning
adecedent, created or collected after death, are accessible by the representative of the dece-
dent. Nothing in this section may be construed to prevent access to appropriate data by a
trustee appointed in a wrongful death action.

Subd. 4. Court review. Any person may bnng an action in the district court located in
the county where the data is being maintained or, in the case of data maintained by a state
agency, 1n any county, to authorize release of private data on decedents or confidential data
on decedents. Individuals clearly identified in the data or the representative of the decedent
may be given notice if doing so does not cause an undue delay in hearing the matter and, in
any event, shall have standing in the court action. The responsible authority for the data being
sought or any interested person may provide. information regarding the possible harm or
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benefit from granting the request. The data in dispute shall be examined by the court in cam-~
era. The court may order all or part of the data to be released to the public or to the person
bringing the action. In deciding whether or not to release the data, the court shall consider
whether the harm to the surviving spouse, children, or next of kin of the decedent, the harm to
any other individual identified in the data, or the harm to the public outweighs the benefit to
the person bringing the action or the benefit of the public. The court shall make a written
statement of findings in support of its decision.

Subd. 5. Adoption records. Notwithstanding any provision of this chapter adoption
records shall be treated as providedin sections 259.53,259.61,259.79, and 259.83 t0 259.89.

Subd. 6. Retention of data. Nothing in this section may be construed to require reten-
tion of government data, including private data on decedents or confidential data on dece-
dents, for periods of time other than those established by the procedures provided in section
138.17, or any other statute.

History: 1985 ¢ 298 5 8; 1986 c444; 1989 ¢ 351 s 3; 1990 ¢ 573 5 2; 1994 c 631 s
31;1995c259art 154 '

DATA MAINTAINED BY STATE
AGENCIES AND POLITICAL SUBDIVISIONS

13.30 ATTORNEYS. J

Notwithstanding the provisions of this chapter and section 15.17, the use, collection,
storage, and dissemination of data by an attorney acting in a professional capacity for the
state, a state agency or a political subdivision shall be governed by statutes, rules, and profes-
sional standards concerning discovery, production of documents, introduction of evidence,
and professional responsibility; provided that this section shall not be construed to affect the
apphcab111ty of any statute, other than this chapter and section 15.17, which specifically re-
quires or prohibits disclosure of specific information by the attorney, nor shall this section be
construed to relieve any responsible authority, other than the attorney, from dutles and re-
sponsibilities pursuant to this chapter and section 15.17.

History: 1979 ¢ 328 5 19; 1981 ¢ 311 5 39; 1982 ¢ 545 5 24, 1986 ¢ 444

13.31 BENEFIT DATA. :

Subdivision 1. Definition. As used in this section, “benefit data” means data onindivid-
uals collected or created because an individual seeks information about becoming, is, or was
an applicant for or a recipient of benefits or services provided under various housing, home
ownership, rehabilitation and community action agency, Head Start, and food assistance pro-
grams administered by state agencies, political subdivisions, or statewide systems. Benefit
data does not include welfare data which shall be administered in accordance with section
13.46.

Subd. 2. Public data. The names and addresses of applicants for and recipients of bene-
fits, aid, or assistance through programs administered by any political subdivision, state
agency, or statewide system that are intended to assist with the purchase of housmg or other
real property are classified as public data on individuals.

Subd. 3. Private data. Unless otherwise provided by law, all other benefit data is pri-
vate data on individuals, and shall not be disclosed except pursuant to court order or to an
agent of the state agency, political subdivision, or statewide system, including appropriate
law enforcement personnel, who are acting in an investigation or prosecution of a criminal or
civil proceeding relating to the administration of a program described in subdivision 1:

History: 1981 ¢ 311 5 29,39; 1982 ¢ 545 5 24, 1984 ¢ 436 5 12,13; 1995 c 259 art 1
s5

13.32 EDUCATIONAL DATA.
Subdivision 1. Definitions. As used in this section:

(a) “Educational data” means data on individuals maintained by a public educational
agency or institution or by a person acting for the agency or institution which relates to a stu-
dent.
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Records of instructional personnel which are in the sole possession of the maker thereof
and are not accessible or revealed to any other individual except a substitute teacher, and are
destroyed at the end of the school year, shall not be deemed to be government data.

Records of a law enforcement unit of a public educational agency or institution which
are maintained apart from education data and are maintained solely for law enforcement pur-
poses, and aré not disclosed to individuals other than law enforcement officials of the juris-
diction are not educational data; provided, that education records maintained by the educa-
tional agency or institution are not disclosed to the personnel of the law enforcement unit.
The University of Minnesota police department is a law enforcement agency for purposes of
section 13.82 and other sections of Minnesota Statutes dealing with law enforcement rec-
ords. Records of organizations providing security services to.a public educational agency or
institution must be administered consistent with section 13.861.,

Records relating to a student who is employed by apublic educational agency or institu-
tion which are made and maintained in the normal course of business, relate exclusively to
the individual in that individual’s capacity as an employee, and are not available for use for
any other purpose are classified pursuant to section 13.43.

(b) “Juvenile justice system” 1ncludes cmmnal justice agencies and the judiciary when
involved in juvenile justice activities.

(c) “Student” means an individual currently or formerly enrolled or registered, appli-
cants for enrollment or registration at a public educational agency or institution, or individu-
als who receive shared time educational services from a public agency or institution.

(d) “Substitute teacher” means an individual who performs on a temporary basis the du-
ties of the individual who made the record, but does not include an individual who perma-
nently succeeds to the position of the maker of the record.

Subd. 2. Student health and census data. (a) Health data concerning students, includ-
ing but not limited to, data concerning immunizations, notations of special physical or men-
tal problems and records of school nurses are educational data. Access by parents to student
health data shall be pursuant to section 13.02, subdivision 8. ,

(b) "Pupil census data, including emergency information, fanuly 1nformat10n and data
concerning parents are educational data.

Subd. 3. Private data; when disclosure is permitted. Except as provided in subdivi-
sion 5, educational data is private data on individuals and shall not be disclosed except as
follows:

(a) Pursuant to section 13 05;

(b) Pursuant to a valid court order;

(c) Pursuant to a statute specifically authorizing accéss to the private data;

(d) To disclose information in health and safety emergencies pursuant to the provisions

of United States Code, title 20, section 1232g(b)(1)(I) and Code of Federal Regulations, title
34, section 99.36 which are in effect on July 1, 1993;

(e) Pursuant to the provisions of United States Code, title 20, sections 1232g(b)(1),
(BY4)(A), (b)(4)(B), (b)(1)(B), (b)(3) and Code of Federal Regulations, title 34, sections
99.31, 99.32, 99.33, 99.34, and 99.35 which are in effect on July 1, 1993;

(f) To appropriate health authorities to the extent necessary to administer immunization
programs and for bona fide epidemiologic investigations which the commissioner of health
determines are necessary to prevent disease or disability to individuals in the public educa-
tional agency or institution in which the investigation is being conducted;

(g) When disclosure is required for institutions that participate in a program under title
IV of the Higher Education Act, United States Code, title 20, chapter 1092, in effect on July
1, 1993;

(h) To the appropriate school district officials to the extent necessary under subdivision
6, annually to indicate the extent and content of remedial instruction, including the results of
assessment testing and academic performance at a post-secondary institution during the pre-
vious academic year by a student who graduated from a Minnesota school district within two
years before receiving the remedial instruction;
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(i) To appropriate authorities as provided in United:States Code, title 20, section
1232g(b)(1)(E)(iD), if the data concern the juvenile justice system and the ability of the sys-
tem to effectively serve, prior to ad_]udlcatlon the student whose records, are released; pro-
vided that the authorities to whom the data are released submit a written: rrequest for the data
that certifies that the data will not be d1sclosed to any other person.except.as authorized by
law without the- wrrtten consent.of the parentof the student and the request anda record of the
release-are marntamed in the student’s file; or .-- - e

(j) To volunteers who are determined to have a legitimate educatlonal 1nterest inthe data
and who are.conducting activities-and events sponsored by or endorsed by the educatlonal
agency or institution for students orformer students. . - . . +

Subd. 4. Student’s dccess to privatedata; A student shallnothave the nght of access to
private data provided in section 13,04, subdivision 3, as to financial records and statements
of the student’s parents or any information contained therein.

Subd. 5. Directory information. Information designated as directory-information pur-
suant, to the-provisions of United States Code, title 20, section 1232g and Code of Federal
Regulations, title 34; section 99:37 which are in effect on July 1, 1993, is public data on indi-
viduals. When conducting the directory information designation and notice process required
by federal law, an educational agency or institution shall give parents and students notice of
the right to refuse to let the agency orinstitution designate any or all data about the student as
directory information. This notice may be given by any means reasonably likely to 1nform
the parents and students of the right.

Subd. 6. Admissions forms; remedial instruction. (a) Minnesota post-secondary
education instjtutions, for purposes of reportlng and research, may ¢ collect on the, 1986-1987
adrmssrons form, and d1ssernmate toany pub11c educanonal agency or 1nst1tutlon 'the follow-
1ng data'on 1nd1v1duals student sex, ethmc background age and d1sab111t1es The data shall
not be required of aily individual and shall'not be uséd for purposes of deterrmmng the per-
son’s admission to an institution.

(b) A school district that receives information under subd1v1s1on 3, paragraph (h) froma
post—secondary institution about an identifiable student shall maintain the data as education-
al data and use that data to conduct studies to improve mstructlon Publlc post—secondary
systéms’annually shall provide suminary-data to the department of ¢hildren, families, and
learning indicating the extent and content of the remedial instruction received in each system
duting the:prior academic year by, and.the results. of assessment testing and the academic
performance of, students.whor graduated from a Minnesota school district within two years
before receiving the remedialinstruction. The department shall evaluate the'data and annual-
ly report its findings.to the education committees of the legislature. : baoee

(c) This section supersedes any-‘inconsistent provision of law. . - e T

Subd. 7. Uses of data. School officials who receive data'on Juvemles as authonzed un-
der séction 260.161; may use and shate that data within the school district or educational enti-
tyas necessary to protect persons and property or to address the educational and other needs
of students. =~ - oMbt

‘Subd: 8. Access by _)uvemle _]ustlce system Upon request "the followmg educatlon
data shall be disclosed under subd1v1sron 3, clause (i), to the Juvemle justice system:'a stu-
dent’s full name, home address, telephone number, datg of birth; a student’s school schedule
attendance record, and photographs 1f any, and parents names home addresses and tele-
phone numbers A

- Hlstory. ]979 c 328 s ]8 ]980 c603's 26 ]98] c 311 s 14 39 1982 c 545 s 24
1984 c 436 s 14 1985 ¢ 298 s 9,10; ]986c 444; 1989 ¢ 351 s 4 5;,1993 c 13 artls 9,10;
1993 ¢ 351 s 2—4; ]994c 618art 1. s4 ]994 c636artds I; ]9950259 artl s6;
1Sp1995 c 3 art 16s 13 ]996 c 440 art 1 s 3, 4 ISp1997 c3s 1—3 P ;
13.33 ELECTED OFFICIALS CORRESPONDENCE PRIVATE DATA.

Correspondence between individuals and elected officials is private data on rndrv1du—
als, but may be made public by e1ther the sender or the recipient. 4

History: 1979¢ 328 s 22; 1981 ¢ 311 5 39; 1982 ¢ 545's 24 - L
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13.34 ' EXAMINATION DATA. . . 3. ‘ jroe A

Data consisting solely of testing or exafination materials, or sconng keysusedsolelyto
determine individual qualifications for appointment or promotion in public service, or used
'to administer a»licensing examination, or academic examination, the'disclosure of which
would compromise the obj ectivity or fairness of the testing or examination process are clas-
sified as nonpublic, except pursuant to court order. Completéd versions of personnel; licens-
ing, or academic examinations shall be accessible to the individual who completed the ex-
amination, unless.the responsible authority determines that access would compromise the
objectivity; fairness, or integrity of the examination process. Notwithstanding section 13.04,
the responsible authority shall not be required to provide copies of completed examinations
or answer keys to any individual who has-completed an examination.

History: 1980 c 603 s 14; 1981 c 311 -8 10, 39 1982 c 545s 24"

13.35 FEDERAL CONTRACTS DATA :

* . To the extent that a federal agency requires it as a condltlon for contracting with a state
agency or political subdivision, all government data collected and maintained by the state
agency or political subdivision because that:agency contracts with the federal agency are
classified as either private or nonpublic dependrng on whether the data are data on 1nd1v1du-
als or data not on individuals. o

History: 1980 ¢ 603 5.19; 1981 ¢'311 s 39; 1982 ¢ 545 s 24

s
iy, A

1336 FIREARMSDATA. =+~
All data pertaining to the purchase ¢ ot transfer of ﬁrearms and applrcatlons for pérmits to
‘carty firearms which are collected by state agenmes political subdivisions or statewide sys-

tems pursuant to sectrons 624.712 to 624. 719 are class1ﬁed as private pursuant to sectlon
13.02, subdivision 12" '~

Miistory: 1981 ¢ 311 s 20,39; 1982 ¢ 545 5 24; 1987 ¢ 384 art 2 s 1 ‘

¢ E . ~I’
‘,t)/"‘ M ' = [ i

13.37 GENERAL NONPUBLIC DATA

~ Subdivision 1. Defimtlons As used in this section, the followrng terms have the mean-
ings given them. . gy

(a) “Security 1nformat10n means govemment data the disclosure of wh1ch would be
likely to substantially jeopardize the security of information, possessions, individuals or
property against theft; tampering, improper use; attempted escape,-illegal disclosure, tres-
pass, or physical injury..“Security information” includes crime prevention block maps and
lists of volunteers who participate in community crime prevention programs and their home
addresses and telephone numbers P . o -

(b) “Trade secret 1nformat10n means government data, mcluding a formula pattem
compilation, program, device, method, technique, or process (1) that was supplied by the.af-
fected individual or organization, (2) that is the subject of efforts by the individual or organi-
zation that are reasonable under the circumstances to maintain its secrecy, and (3) that
derives independent economic value, actual or potentral fromnot being generally known to,
and not being readily ascertainable by proper means by, other persons who can obtam eco-
nomic value from its disclosure or use. ,

(c) “Labor relations information” means management positions on economic and non—
economic items that have not been presented during the collective bargaming process or in-
terest arbitration, 1nclud1ng information spemﬁcally collected or created to prepare the man-
agement position.

(d) “Parking space leasing data” means the followrng govemment dataon an applicant
for, or lessee of, a parking space: residence address, home telephone numbet, begmmng and
endlng work hours, place of employment, work telephone number and locatlon of the park—
ing space.

‘(e) “Internal compet1t1ve proposal” means a proposal to provrde government services
that is prepared by the staff of a political subdivision in competruon with proposals sohcrted
by the political subdivision from the private sector.
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Subd. 2. Classification. The following government data is classified as nonpublic data
with regard to datanot on individuals, pursuant to section 13.02, subdivision 9, and as private
data with regard to data on individuals, pursuant to section 13.02, subdivision 12: Security
information; trade secret information; sealed absentee ballots prior to opening by an election
judge; sealed bids, including the number of bids received, prior to the opening of the bids;
internal competitive proposals prior to the time specified by a political subdivision for the
receipt of private sector proposals for the services; parking space leasing data; and labor rela-
tions information, provided that specific labor relations information which relates to a spe-
cific labor organization is class1ﬂed as protected nonpubhc data pursuant to sect10n 13.02,
subdivision 13.

Subd. 3. Data dissemination. Cnme prevention block maps and names, home address-
es, and telephone numbers of volunteers who participate in community crime prevention
programs may be disseminated to volunteers participating in crime prevention programs.

History: 1980 c 603 s 15; 1981 ¢ 311 5 11,39; 1982 ¢ 545 5 24; 1984 ¢ 436 5'15;
1985 ¢ 248 5 4; 1990 ¢ 573 5 3,4; 1996 c 440 art 1 5 5,6; 1997 ¢ 111 5 6; 1998 ¢ 371 s 1

13.38 HEALTH DATA.

Subdivision 1. Definitions. As used in this section:

(a) “Commissioner” means the commissioner of health.

* (b) “Health data” means data on individuals created, collected, received, or maintained
by the department of health, political subdivisions, or statewide systems relating to the iden-
tification, description, prevention, and control of disease or as part of an epidemiologic in-
vestigation the commissioner designates as necessary to analyze, descrlbe or protect the
public health. .

Subd. 2. Data on individuals. (a) Health data are private data on individuals. Notwith-
standing section 13.05, subdivision 9, health data may not be disclosed except as provided in
this subdivision and section 13.04.

(b) The commissioner or a local board of health as defined in section 145A.02, subdivi-
sion 2, may disclose health data to the data subject’s physician as necessary to locate oriden-
tify a case, carrier, or suspect case, to establish a diagnosis, to provide treatment, to identify
persons at risk of illness, or to conduct an epidemiologic investigation.

(c) With the approval of the commissioner, health data may be disclosed to the extent
necessary to assist the comrissioner to locate or identify a case, carrier, or suspect case, to
alert persons who may be threatened by illness as evidenced by epidemiologic data, to con-
trol or prevent the spread of serious disease, or to diminish an imminent threat to the public
health.

Subd. 3. Health summary data Summary data derived from data collected under sec-
tion 145.413 may be provided under section 13.05, subdivision 7.

Subd. 4. [Repealed, 1995 ¢ 259 art 1 5 62]

- History: 1981 c 311 s 31,39; 1982 c 545 5 24; 1987c309s24 1987 ¢ 351 s 4;
1994c618art155 .

13. 385 HUNTINGTON’S DISEASE DATA.

All data created, collected, received, or maintained by the commissioner of health on
individuals relating to genetic counseling services for Huntington’s Disease provided by the:
department of health is private data on individuals. The data may be permanently transferred
from the department to the Hennepin county medical center, and once transferred, shall con-
tinue to be classified as private data on individuals.

History: 1995 c 259 art 1 s 58

13.39 CIVIL INVESTIGATION.

Subdivision 1. Definitions. A “pending civil legal action” includes but is not limited to
judicial, administrative or arbitration proceedings. Whether a civil legal action is pending
shall be determined by the chief attorney acting for the state agency, political subdivision or
statewide system.
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Subd. 2. Civil actions: (a) Except as provided in paragraph (b), data collected by state
agencies, political subdivisions, or statewide systems as part of an active investigation un-
dertaken for the purpose-of the commencement or defense of a pending civil legal action, or
which are retained in anticipation of a pending civil legal action, are classified as protected
nonpublic data pursuant to section 13.02, subdivision 13, in the case of data not on individu-
als and confidential pursuant to section 13.02, subdivision 3, in the case of data on individu-
als. Any agency, political subdivision, or.statewide system may make any data classified as
confidential or protected nonpublic pursuant to this subdivision accessible to any person,
agency or the public if the agency, political subdivision, or statewide system determines that
the access will aid the law enforcement process, promote public health or safety or dispel
widespread rumor or unrest.. .

(b) A complainant has access to a statement prov1ded by the complamant to a state
agency, statewide system, or political subdivision under paragraph (a).

Subd. 2a. Disclosure of data. During the time when a civil legal action s determined to
be pending under subdivision 1, any person may bring an action in the'district court in the
county where the data is maintained to obtain disclosure of data classified as confidential or
protected nonpublic under subdivision 2. The court may order that all.or part of the data be
released to the public or to the person bringing the action. In making the determination
whether data shall be disclosed, the court shall consider whether the benefit to the person
bringing the action or to the public outweighs any harm to the public, the agency, or any per-
son identified in the data. The data in dispute shall be examined by the court in camera.

Subd. 3. Inactive investigative data. Inactive civil investigative dataare pubhc unless
the release of the data would jeopardize another pending civil legal action, and except for
those portions of a civil investigative file that are classified as not pubhc data by this chapter
or other law. Any civil investigative data presented as evidence in court or made part of a
court record shall be public. Civil i mvestlgatlve data become inactive upon the occurrence of
any of the following events:

(1) a decision by the state agency, political subdivision, or statew1de system or by the
chief attorney acting for the state agency, political subdivision, or statewide system not to
pursue the civil action;

(2) expiration of the time to file a complaint under the statute of hlmtatlons or agree-
ment applicable to the civil action; or

(3) exhaustion of or expiration of rights of appeal by either party ‘to the 01v11 action.

_Data determined to be inactive under clause (1) may become active if the state agency,
political subdivision, statewide system, or its attorney decides to renew the civil action.

History: 1981 ¢ 311 5 22,39; 1982 ¢ 545 5 11,24, 1985 c298s 11; ]987(:35] s5;
1994 c 618 art 1 56,7

13.391 VIDEOTAPES OF CHILD ABUSE VICTIMS.

(a) Notwithstanding section 13.04, subdivision 3, an individual subject of data may not
obtain a copy of a videotape in which a child victim or alleged victim is alleging, explaining,
denying, or describing an act of physical or sexual abuse without a court order under section
13.03, subdivision 6, or 611 A.90. The definitions of physical abuse and sexual abuse in sec-
tion 626.556, subdivision 2, apply to this section, except that abuse is not limited to acts by a
person responsible for the child’s care or in a significant relationship with the child or posi-
tion of authority.

(b) This section does not limit other rights of access to data by an individual under sec-
tlon 13.04, subdivision 3, other than the right to obtain a copy of the v1deotape nor limit
rights of access pursuant to discovery in a court proceeding.

History: 1995 c 259 art4 5 2

13.392 INTERNAL AUDITING DATA.

Subdivision 1. Confidential data or protected nonpublic data. Data, notes, and pre-,
liminary drafts of reports created, collected, and maintained by the internal audit offices of
state agencies and political subdivisions, or persons performing audits for state agencies and
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political subdivisions, and relating to an audit or investigation are confidential data on indi-
viduals or protected nonpublic data until the final report has been published or the audit or
investigation is no longer being pursued-actively, except that the data shall be disclosed as
required to comply with section 6.67 or 609.456. This section does not limit in any way:
(1) the state auditor’s access to government data of political subdivisions or data, notes,
or preliminary drafts of reports of persons performmg audits for political subdivisions; or
(2) the public or a data subject’s access to data classified by section 13.43. ’

Subd’ 2. Private data on individuals. Data on an individual supplying information for
an audit or investigation, that could reasonably be used to determine the individual’s identity,
are - private data on individuals if the information supplied was needed for an audit or inves-
tigation and would not have been provided to the internal audit office or person performmg
audits w1thout an as surance to the individual that the 1nd1v1dua1’s identity would remain pri-
vate.

i

'

History: 1989 ¢ 3515 11; 1998 Yc;,3711 s 3,22’

5

13.40 LIBRARY AND HISTORICAL DATA. ‘

Subdivision 1. Records subject to this chapter. (a) For purposes of this section, “his-
torical records repository” means an archives or manuscript repository operated by any state
agency, statewide system, or political subdivision whose purpose is to collect and maintain
data to further the h1story of a'geographic or subject area. The term does not include the state
archlves as defined in section'138.17, subdivision 1, clause.(5).

' (b) Data collected, maintained, used, or disseminated by a library or historical records
repository operated by any state agency,. pohtlcal subdivision, or statewide system shall be
admunistered in accordance with the provisions of this chapter.

Subd. 2. Private data; library borrowers. (a) Except as provided in paragraph (b), the
following data maintained by a library are private data on individuals and may not be d1s-
closed for other than library purposes except pursuant to a court order:

(1) data that link a library patron’s name with materials requested or borrowed by the
patron or that link a patron’s name with a spe01ﬁc subject about whlch the patron has re-
quested information or materials; ot

(2) data in applications for borrower cards, other than the name of the borrower.

. (b) A library may release reserved materials to a family member or other person who
resides with a library patron and who is picking up the material on behalf of the patron. A
patron may request that reserved materials be'released only to the patron.,

Subd. 3. Nongovernmental data. Data held in the custody of a historical records repos-
itory that were not originally created, received, maintained, or disseminated by a state
agency, statewide system, or polmcal subdivision are not government data. These data are
dccessible to the public unless:

(1) the data are contributed by private persons under an agreement that restncts access
to the extent of any lawful l1m1tat10n or- ‘

' (2) access would s1gn1ﬁcantly endanger the physxcal or orgamzatlonal integrity of the
data.

History: 1980 ¢ 603 s 21; 1981 ¢ 311 5 39; 1982 ¢ 545 5 6,24, 1991 ¢ 319 5 3; 1992
c499art 10s 1; 1996 c 440 art 1 s 7

13.41 LICENSING DATA.

Subdivision 1. Definition. As used in this section “licensing agency” means any board,
department or agency of this'state which is given the statutory authority to issue professional
orother types of licenses, except the various agencies primarily administered by the commis-
sioner of human services. Data pertaining to persons or agencies licensed or registered under
authority of the commissioner of human services shall be administered pursuant to section
13.46, subdivision 4. : '

Subd. 2. Private data; deslgnated addresses and telephone numbers. (a) The fol-
lowing data collected, created or maintained by any licensing agency are classified as pri-
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vate, pursuant to section 13.02, subdivision 12: data, other than their names and designated
addresses, submitted by applicants for licenses; the identity of complainants who have made
reports concerning licensees or applicants which appear in inactive complaint data unless the
complainant consents to the disclosure; the nature or content of unsubstantiated complaints
when the information is not maintained in anticipation of legal action; the identity of patients
whose medical records are received by any health licensing agency for purposes of review or
in anticipation of a contested matter; inactive investigative datarelating to violations of stat-
utes or rules; and the record of any disciplinary proceeding except as limited by subdivision
4.

(b) An applicant for a license shall designate on the application a residence or business
address and telephone number at which the applicant can be contacted in connection with the
license application. A licensee who is subject to a health-related licensing board, as defined
in section 214.01, subdivision 2, shall designate a residence or business address and tele-
phone number at which the licensee can be contacted in connection with the license.

Subd. 2a. Board of peace officer standards and training. The following government
data of the board of peace officer standards and training are private data:

(1) home addresses of licensees and applicants for licenses; and

(2) data thatidentify the state agency, statewide system, or political subdivision that em-
ploys a licensed peace officer.

The board may disseminate private data on applicants and licensees as is necessary to
administer law enforcement licensure or to provide data under section 626.845, subdivision
1, to law enforcement agencies who are conducting employment background investigations.

Subd. 3. Confidential data. The following data collected, created or mamntained by any
licensing agency are classified as confidential, pursuant to section 13.02, subdivision 3: ac-
tive investigative data relating to the investigation of complaints against any licensee.

Subd. 4. Public data. Licensing agency minutes, application data on licensees, orders
for hearing, findings of fact, conclusions of law and specification of the final disciplinary
action contained in the record of the disciplinary action are classified as public, pursuant to
section 13.02, subdivision 15. The entire record concerning the disciplinary proceeding is
public data pursuant to section 13.02, subdivision 15, in those instances where there is a pub-
lic hearing concerning the disciplinary action. If the licensee and the licensing agency agree
to resolve a complaint without a hearing, the agreement and the specific reasons for the
agreement are public data. The license numbers, the license status, and continuing education
records issued or maintained by the board of peace officer standards and training are classi-
fied as public data, pursuant to section 13.02, subdivision 15.

Subd. 5. Releasing data. Any licensing'agency may make any data classified as private
or confidential pursuant to this section accessible to an appropriate person or agency if the
licensing agency determines that failure to make the data accessible is likely to create a clear
and present danger to public health or safety.

History: 1981 ¢ 311 5 27,39; 1982 ¢ 545 5 12-14, 24; 1984 c 436 s 16; 1984 ¢ 654
art 55 58; 1987 ¢ 3515 6; 1990 ¢ 573 5 5; 1993 ¢ 351 5 5; 1994 c 618 art 1 5 8; 1997 ¢
214 s 1; 1Sp1997 ¢354

13.42 MEDICAL DATA.

Subdivision 1. Definition. As used in this section: (a) “Directory information” means
name of the patient, date admitted, and general condition.

(b) “Medical data” means data collected because an individual was or is a patient or cli-
ent of ahospital, nursing home, medical center, clinic, health or nursing agency operated by a
state agency or political subdivision including business and financial records, data provided
by private health care facilities, and data provided by or about relatives of the individual.

Subd. 2. Public hospitals; directory information. (a) During the time that a personis a
patient in a hospital operated by a state agency or political subdivision under legal commit-
ment, directory information is public data. After the person is released by termination of the
person’s legal commitment, the directory information is private data on individuals.
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- (b) If aperson is a patient other than pursuant to commitment in'a hospital controlled by
a state agency or political subdivision, directory information is public data unless the patient
requests otherwise, in which case it is private data on individuals.

(c) Directory information about an emergency patient who is unable to communicate
which is public under this subdivision shall not be released until areasonable effortis made to
notify the next of kin. Although an individual has requested that directory information be
private, the hospital may release directory information to alaw enforcement agency pursuant
to a lawful investigation pertaining to that individual.

Subd. 3. Classification of medical data. Unless the data is summary data or a statute
specifically provides a different classification, medical data are private but are available only
to the subject of the data as provided in section 144.335, and shall not be disclosed to others
except:

(a) Pursuant to section 13.05;

(b) Pursuant to section 253B.0921;

(c) Pursuant to a valid court order;

(d) To administer federal funds or programs;

(e) To the surviving spouse, parents, children, and siblings of a deceased patient or cli
ent or, if there are no surviving spouse, parents, children, or siblings, to the surv1v1ng heirs of
the nearest degree of kindred;

() To communicate a patient’s or.client’s condition to a family member or other ap-
propriate person in accordance with acceptable medical practice, unless the patient or client
directs otherwise; or

(g) As otherwise required by law.

History: 1979 c 328 s 16; 1980c603s2728 1981 ¢311 s 16,39; 1982 c 5455 24;
1989¢c 1755 1; 1995¢ 1895 1; 1996 c 440 art 1 58,9; 1997 c 217 art 1 5 1,2

13.43 PERSONNEL DATA.

Subdivision 1. Definition. As used in this section, “personnel data” means data on indi-
viduals collected because the individual is or was an employee of or ari applicant for employ-
ment by, performs services on a voluntary basis for, or acts as an independent contractor with
astate agency, statewide system or political subdivision or is a member of or an applicant for
an advisory board or commission.

Subd. 2. Public data. (a) Except for employees described in subdivision 5, the follow—
ing personnel data on current and former employees, volunteers, and independent contrac-
tors of a state agency, statewide system, or political subdivision and members of advisory
boards or commissions is public:

(1) name; actual gross salary; salary range; contract fees; actual gross pension; the value
and nature of employer paid fringe benefits; and the basis for and the amount of any added
remuneration, including expense reimbursement, in addition to salary;

(2) job title; job description; education and training background; and prev1ous work ex-
perience;

(3) date of first and last employment;

(4) the existence and status of any complaints or charges against the employee, regard-
less of whether the complaint or charge resulted in a disciplinary action;

(5) the final disposition of any disciplinary action together with-the specific reasons for
the action and data.documenting the basis.of the action, excluding data that would identify
confidential sources who, are employees of the public body;

(6) the terms of any agreement settling any dispute arising out of an employment rela-
tionship, including a buyout agreement as defined in section 123B.143, subdivision 2, para-
graph (a); except that the agreement must include specific reasons for the agreement if it in-
volves the payment of more than $10,000 of public money;

(7) work location; a work telephone number; badge number; and honors and awards re-
ceived; and

(8) payroll time sheets or other comparable data that are only used to account for em-
ployee’s work time for payroll purposes, except to the extent that release of time sheet data
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would reveal the employee’s reasons for the use of sick or other medical leave: or other not
public data; and city and county of residence.

(b) For purposes of this subdivision, a final disposition occurs when the state-agency,
statewide system, or political subdivision makes its final decision about the disciplinary ac-
tion, regardless of the possibility of any later proceedings or court proceedings. In the case of
arbitration proceedings arising under collective bargaining agreements, a final disposition
occurs at the conclusion of the arbitration proceedings, or upon the failure of the employee to
elect arbitration within the time provided by the collective bargaining agreement. Final dis-
position includes a resignation by an individual when the resignation occurs after the final
decision of the state agency, statewide system, political subdivision, or arbitrator.

(c) The state agency, statewide system, or political subdivision may display a
photograph of a current or former employee to a prospective witness as part of the state
agency’s, statewide system’s, or political subdivision’s investigation of any complaint or
charge against the employee.

(d) A complainant has access to a statement provided by the complainant to a state
agency, statewide system, or political subdivision in connection with a complaint or charge
agamst an employee.

(e) Notwithstanding paragraph (a), clause ), upon completion of an 1nvest1gat10n ofa
complaint or charge against a public official, or if a public official resigns or is terminated
from employment while the complaint or charge is pending, all data relatmg to the complaint
or charge are public, unless access to the data would jeopardize an active investigation or
reveal confidential sources. For purposes of this paragraph, “public official” means:

(1) the head of a state agency and deputy and assistant state agency heads;

(2) members of boards or commissions requ1red by law to be appomted by the governor
or other elective officers; and

(3) executive or administrative heads of departments, bureaus, divisions, ‘or institu-
tions.

Subd. 2a. Data disclosure by statewide pension plans, Notwrthstandmg any law tothe
contrary, with respect to data collected and maintained on members, survivors, and benefi-
ciaries by statewide retirement systems that is classified as pubhc data in accordance with
subdivision 2, those retirement systems may be only required to disclose name, gross pen-
sion, and type of benefit awarded, except as required by séctions 13.03, subd1v1s1ons 4 and 6;
and 13.05, subdivisions 4 and 9.

Subd. 3. Applicant data. Except for applicants described in subd1v1s1on 3, the follow—
ing personnel data on current and former applicants for employment by astate agency, state-
wide system or political subdivision or appointment to an advisory board or commission is
public: veteran status; relevant test scores; rank on eligible list; job history; education and
training; and work availability. Names of applicants shall be private data except when certi-
fied as eligible for appointment to a vacancy or when applicants are considered by the ap-
pointing authority to be finalists for a position in public employment. ‘For purposes of this
subdivision, “finalist” means an individual who is selected to be interviewed by the appoint-
ing authority prior to selection. Names and home addresses of applicants for appointment to
and members of an advisory board or commission are public.

Subd. 4. Other data. All other personnel datais pr1vate data on 'individuals but may be
released pursuant to a court order.

Subd. 5. Undercover law enforcement officer. All personnel data maintained by any
state'agency, statewide system or political subdivision relating to an individual employed as
or an applicant for employment as an undercover law enforcement officer are private data on
individuals. When the individual is no longer assigned to an undercover position, the data
described in subdivisions 2 and 3 become public unless the law enforcement agency deter-
mines that revealing the data would threaten the personal safety of the officer or jeopardize
an active investigation.

Subd. 6. Access by labor orgamzatlons. Personnel data may be dlssemmated to labor
organizations to the extent that the responsible authority determines that the dissemination is
necessary to conduct elections, notify.employees of fair share fee assessments, and imple-
ment the provisions of chapters 179 and 179A. Personnel data shall be disseminated to labor
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ofganizations and to the bureau of mediation services to the extent the d1ssemmat10n is or-
dered or authorized by the commissioner-of the bureau of mediation services.’

Subd. 7. Employee assistance data. All data created, collected or maintained by any
state agency or political subdivision to administer employee assistance programs similar to
the one authorized by section 16B.39, subdivision 2, are classified as private, pursuant to sec-
tion 13.02, subdivision 12. This section shall not be 1nterpreted to authorize the estabhsh—
ment of employee assistance programs.

Subd. 8. Harassment data. When allegations of sexual or other types 0f harassmeht are
made against an employee, the employee does not have access to data that would identify the
complainant or other witnesses if the respons1ble authorlty determines.that the employee s
access to that data would:

(1) threaten the personal safety of the complamant or a witness; or

(2) subject the complainant or witness to harassment.

., Ifadisciplinary proceeding is initiated against the. employee, dataon the complainant or
w1tness shall be available to the employee as may be necessary for the employee to prepare
for the proceeding. e

Subd. 9. Peer counseling debriefing data. (2) Data acquired by a peer group member
in a public safety peer counseling debriefing is private data on the person being debriefed.

(b) For purposes of this subdivision, “public safety peer counseling debriefing” means a
group process oriented debriefing session held for peace officers, firefighters, medical emer-
gency persons, dispatchers, or other persons involved with public safety emergency services,,
that is established by any agency providing public safety emergency services and is designed
to help a person who has suffered an occupation-related traumatic event begin the process of
healing and effectively dealing with posttraumatic stress.

Subd. 10. Prohibition on agreements limiting disclosure or discussion of personnel
data. (a) A state agency, statewide system, or political subdivision may not enter into an
agreement settling a dispute arising out of the employment relationship with the purpose or
effect of limiting access to or disclosure of personnel data or limiting the discussion of in-
formation or opinions related to personnel data. An agreement or portion of an agreement
that violates this paragraph is void and unenforceable.

(b) Paragraph (a) applies to the following, but only to the extent that the dataor 1nfonna—
tion could otherwise be made accessible to the public:

(1) an agreement not to discuss, publicize, or comment on personnel data or 1nforma—
tion;

(2) an agreement that limits the ability of the subject of personnel datato release or con-
sent to the release of data; or

(3) any other provision of an agreement that has the effect of limiting the disclosure or
discussion of information that could otherwise be made accessible to the public, except a pro-
vision that limits the ability of an employee to release or discuss pnvate data that 1dentifies
other employees. :

(c) Paragraph(a) also apphes to a court order that contains terms or conditions proh1b—
ited by paragraph (a). . «

Subd. 11. Protectlon of employee or others. (a) If the responsible authority or desig-
nee of a state agency, statewide system, or political subdivision reasonably determines that
the release of personnel data is necessary to protect an employee from harm to self or to pro-
tect another person who may be harmed by the employee, data that are relevant to the con-
cerns for safety' may be released as provided in.this subd1v1s1on

(b) The data may be released: ‘ ‘

(1) to the person who may be harmed and to an attorney representmg the person when
the data are relevant to obtaining a restraining order;

(2) to a prepetition screening team conductmg an investigation of the employee under
section 253B.07, subdivision 1; or 4

(3) to a court, law enforcement agency, or prosecuting authority.

- (¢) Section 13.03,subdivision 4, paragraph (c), applies to data released under this subdi-
vision, except to the extent that the data have a more restrictive classification in the posses-
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sion of the agency or authority that receives the data. If the person who may be harmed or the
person’s attorney receives data under this subdivision, the data may be used or released fur-
ther only to the extent necessary to protect the person from harm.

Subd. 12. Sharing of law enforcement personnel background investigation data. A
law enforcement agency shall share data from a background investigation done under sec-
tion 626.87 with the peace officer standards and training board or with a law enforcement
agency doing an investigation of the subject of the data under section 626.87.

History: 1979 ¢ 328 s 17; 1980 ¢ 603 5 24,25,29; 1981 ¢ 311 5 12,13,17,39; 1982 ¢
545 59,10,24; 1984 ¢ 436 s 17; 1984 ¢ 544 5 89; 1985 ¢ 298 s 12; 1987 ¢ 186 s 15; 1987
c284artlsl; 1987 c351s7;1987 c384artls2; 1988 ¢ 5985 1; 1990 ¢ 5505 1;
1991 ¢ 31954-6; 1993 ¢ 35156,7; 1994 c 618 art1s9; 1995 c259 art 1 s 7-9;
15pl1995 c3art9s 1; 1996 ¢ 440 art,1 s 10-12; 1997 c 214 5 2; 1998 ¢ 397 art 11 5 3

13.44 PROPERTY COMPLAINT DATA.

The identities of individuals who register complaints with state agencies or political
subdivisions concerning violations of state laws or local ordinances concerning the use of
real property are classified as confidential data, pursuant to section 13.02, subdivision 3.

Histery: 1980 ¢ 603 s 20; 1981 ¢ 311 s 39; 1982 ¢ 545 5 5,24, 1984 c436518

13.45 SALARY BENEFIT SURVEY DATA. :

Salary and personnel benefit survey data purchased from consulting firms, nonprofit
corporations or associations or obtained from employers with the written understanding that
the data shall not be made public which is maintained by state agencies, political subdivi-
sions or statewide systems are classified as nonpublic pursuant to section 13.02, subdivision
9. :

History: 1981 ¢ 311 s 19,39; 1982 ¢ 545 5 24

13.46 WELFARE DATA.

Subdivision 1. Definitions. As used in this section:

(a) “Individual” means an individual according to section 13.02, subd1v1s1on 8, butdoes
not include a vendor of services.

(b) “Program” includes all programs for which authority is vested in acomponent of the
welfare system according to statute or federal law, including, but not limited to, aid to fami-
lies with dependent children, Minnesota family investment program—statewide, medical as-
sistance, general assistance, general assistance medical care, and child support collections.

(c) “Welfare system” includes the department of human services, local social services
agencies, county welfare agencies, the public authority responsible for child support en-
forcement, human services boards, community mental health center boards, state hospitals,
state nursing homes, the ombudsman for mental health and mental retardation, and persons,
agencies, institutions, organizations, and other entities under contract to any of the above
agencies to the extent specified in the contract.

(d) “Mental health data” means data on individual clients and patients of community
mental health centers, established under section 245.62, mental health divisions of counties
and other providers under contract to deliver mental health services, or the ombudsman for
mental health and mental retardation.

(e) “Fugitive felon” means a person who has been convicted of a felony and who has
escaped from confinement or violated the terms of probation or parole for that offense.

Subd. 2. General. (a) Unless the data is summary data or a statute specifically provides
adifferent classification, data on individuals collected, maintained, used, or disseminated by
the welfare system is private data on individuals, and shall not be disclosed except:

(1) according to section 13.05;

(2) according to court order;

(3) according to a statute specifically authorizing access to the private data;

(4) to an agent of the welfare system, including a law enforcement person, attorney, or
investigator acting for it in the investigation or prosecution of a criminal or civil proceeding
relating to the administration of a program;
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(5) to personnel of the welfare system who require the data to determine eligibility,
amount of assistance, and the need to prov1de services of additional programs to the individu-
al; ) ,

(6) to administer federal funds or programs;

(7) between personnel of the welfare system working in the same program;

(8) the amounts of cash public assistance and relief paid to welfare recipients in this
state, including their names, social security numbers, income, addresses, and other data as
required, upon request by the department of revenue to administer the property tax refund
law, supplemental housing allowance, early refund of refundable tax credits, and the income
tax. “Refundable tax credits” means the dependent care credit under section 290.067, the
Minnesota working family credit under section 290.0671, the property tax refund under sec-
tion 290A.04, and, if the required federal waiver or waivers are granted, the federal earned
income tax credit under section 32 of the Internal Revenue Code;

'(9) between the department of hiuman services and the Minnesota department of eco-
nomic security for the purpose of monitoring the eligibility of the data subject for reemploy-
ment insurance, for any employment or training program administered, supervised, or certi-
fied by that agency, for the purpose of administering any rehabilitation program, whether
alone or in conjunction with the welfare system, or to monitor and evaluate the statewide
Minnesota family investment program by exchanging data on recipients and former recipi-
ents of food stamps, cash assistance under chapter 256, 256D, 256], or 256K, child care assis-
tance under chapter 119B, or. medical programs under chapter 256B, 256D, or 256L;

(10) to appropriate parties in connection with an emergency if knowledge of the in-
formation is necessary to protect the health or safety of the individual or other individuals or
persons;

(11) data maintained by residential programs as defined in section 245A.02 may be dis-
closed to the protection and advocacy system established in this state according to Part C of
Public Law Number 98-527 to protect the legal and human rights of persons with mental
retardation or other related conditions who live in residential facilities for these persons if the
protection and advocacy system receives a complaint by or on behalf of that person and the
person does not have alegal guardian or the state or a designee of the state 1s the legal guard-
ian of the person;

(12) to the county medical examiner or ‘the county coroner for identifying or locating
relatives or friends of a deceased person; -

(13) data on a child support obhgor who makes payments to the public agency may be
disclosed to the higher education services office to the extent necessary to determine eligibil-
ity under section 136A.121, subdivision 2, clause (5);

(14) participant social security numbers and names collected by the telephone assis-
tance program may be disclosed to the department of revenue to conduct an electronic data
match with the property tax refund database to determine eligibility under section 237.70,
subdivision 4a;

(15) the current address of arecipient of aid to families with dependent chlldren or Min-
nesota family investment program-statewide may be disclosed to law enforcement officers
who provide the name of the recipient and notify the agency that:

(i) the re01p1ent

(A)isa fugltlve felon fleeing to avoid prosecutron or custody or conﬁnement after con-
viction, for acrime or attempt to commit a crime that is a felony under the laws of the jurisdic-
tion from which the individual is fleeing; or

(B) is violating a condition of probation or parole 1mposed under state or federal law;

(ii) the location or apprehension of the felon is within the law enforcement officer’s offi-
cial duties; and

(iii) the request 1s made in writing and in the proper exercise of those duties;

(16) the current address of a recipient of general assistance or general assistance medi-
cal care may be disclosed to probation officers and corrections agents who are supervising
the recipient and to law enforcement officers who are investigating the recipient in connec-
tion with a felony level offense;
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(17) information obtained from food stamp applicant or-recipient households may be
disclosed to local, state, or federal law enforcement officials, upon their written request, for
the purpose of investigating an alleged violation of the Food Stamp Act, accordmg to Code of
Federal Regulations, title 7, section 272.1(c);

(18) the address, social security number, and, if available, photograph of any member of
a household receiving food stamps shall be made available, on request, to a.local, state, or
federal law enforcement officer if the officer furnishes the agency with the name of the mem-
ber and notifies the agency that:

(1) the member:

(A) is fleeing to avoid prosecutlon or custody or conﬁnement after conviction, fofa
crime or attempt to commit a crime that is a felony m the jurisdiction the member is fléeing;

(B) is violating a condition of probation or parole imposed under state or federal law; or

(C) has information that is necessary for the officer to conduct an official duty related to
conduct described in subitem (A) or (B); )

(ii) locating or apprehending the member is within the officer’s official duties; and

(iii) the request is made in writing and in the proper exercise of the officer’s official
duty;

(19) certain information regarding child support obhgors who are in arrears may be
made public according to section 518.575;

(20) data on child support payments made by a child support obligor and data on the
distribution of those payments excluding identifying information on obligees may be dis-
closed to all obligees to whom the obligor owes support, and data on the enforcement actions
undertaken by the public authority, the status of those actions, and data on the income of the
obligor or obligee may be disclosed to the other party;

(21) datain the work reporting systemmay be disclosed under section 25 6.998, subdivi-
sion 7;

(22) to the department of ch11dren farmhes and 1earn1ng for the purpose of matching
department of children, families, and learmng student data with public assistance data to de-
termine students eligible for free and reduced price meals, meal supplements, and free milk
according to United States Code, title 42, sections 1758, 1761, 1766, 1766a, 1772, and 1773;
to produce accurate numbers of students receiving aid to families with dependent children or
Minnesota family investment program—statewide as requlred by section 126C.06; to allocate
federal and state funds that are distributed based on income of the student’s farmly, and to
verify receipt of energy assistance for the telephone assistance plan;

(23) the current address and telephone number of program recipients and €mergency
contacts may be released to the commissioner of health or alocal board of health as defined in
section 145A.02, subdivision 2, when the commissioner orlocal board of health has reason to
believe thata program recipient is a disease case, carrier, suspect case, or atrisk of 111ness and
the data are necessary to locate the person;

(24) to other state agencies, statewide systems, and political subdivisions of this state,
including the attorney general, and agencies of other states, interstate information networks,
federal agencies, and other entities as required by federal regulation or law for the adminis-
tration of the child support enforcement program;

(25) to personnel of public assistance programs as defined in section 256.741, for access
to the child support system database for the purpose of administration, including momtonng
and evaluation of those public assistance programs; or

(26) to monitor and evaluate the statewide Minnesota family investment program by
exchanging data between the departments of human services and children, families, and
learning, on recipients and former recipients of food stamps, cash assistance under chapter
256, 256D, 256J, or 256K, child care assistance under chapter 119B, or medical programs
under chapter 256B, 256D, or 256L.

(b) Information on persons who have been treated for drug or alcohol abuse may only be
disclosed accordingto the requirements of Code of Federal Regulanons title 42, sections 2.1
to 2.67.
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(c) Data provided to law enfor¢ément agencies under paragraph (a), clause (15), (16),
(17), or (18), or paragraph (b), are investigative'data and are confidential or protected non-
public while the investigation is active. The data are private after the investi gation becomes
inactive under section 13.82, subd1v1s1on 5, paragraph (a) or (b)..

(d) Mental health data shall be treated'as provided in subd1v1s1ons 7,8, and 9 but isnot
sub_]ect to the access provisions of subdivision 10, paragraph (b). . =

".Subd. 3. Investigative data. Data on persons, including data on vendors of services and
data on licensees, that is.collected, maintained, used,-or disseminated by the welfare systein
in-an investigation, authorized by statute and relating to the enforcement of rules or law, is
confidential data on individuals pursuant to section-13.02, subdivision 3, or.protected non-

 public data not on individuals pursuant to secuon 13.02, subd1v1s1on 13, and shall not be dis-
closedexcept Y oo - . Lo o -

(a) pursuant to sectron 13 05 o

(b) pursuait to statute-or vahd court order, A '

'(c) to-a party named in a civil or cnrnrnal proceedmg, admlmstratrve or judicial, for
preparatron of defense;. .or’

(d) to prov1de not1ces requlred or perrmtted by statute

The data referred to in thrs subdivision shall be classrﬁed as pubhc data upon its subnrus-
sionto an adrmnlstratlve 1aw Judge or courtin an admlmstratlve or _]udmlal proceeding. Inac-
tive welfare mvestrgatrve data shall be treated as prov1ded in section,13.39, subdrvrsron 3.

.Subd. 4. Licensing data (a) As used in this subdivision:

(1) “licensing data? means all data.collected, mamtamed used, or d1ssermnated by, the
welfare system pertaining to persons licensed or registered or who apply for licensure or reg-
istration or who formerly were licensed or. regrstered under the authority of the commissioner
of human services; R

(2) “client” means a person who is recervmg serv1ces from a hcensee or from an apph—
cant for licensure; and’

3) “personal and personal'ﬁnanmal data” means soc1a1 securrty numbers, 1dent1ty of
and letters of reference, insurance information, reports from the bureau of cnmmal appre-
hension, health exathination reports and social/home stud1es

(b) Except as provided in paragraph (c), the followmg dataon current and former licens-
ees are public: name, address, telephone number of licensees, licensed capacity, type of cli-

. ent preferred, variances'granted, type of dwelling, name and relationship-of ‘other family
members, previous license history, class of license, and the existence and status of com-
plaints. When disciplinary action has been taken against a licensee or the complaint is re-
solved, the following data are public: the substance, of the complaint, the findings,of the in-
vestigation of the complaint, the record of informal resolution of a licensing violation, orders

- of hearing; findings of fact, conclusions of law, and spe01ﬁcat10ns of the final- drsc1p1mary
action contained in the record of disciplinary action.

: Thefollowing data on-persons subject to disqualification under sectron 245A 04incon-
nectlon with alicense to provide family day care for children, child care center services, fos-
ter care for children in the provider’s home, or foster care or day care services for adults in the
provider’s,home, are public: the nature of any disqualification set aside under section
245A.04, subd1v1s10n 3b, .and the reasons for setting aside the drsquahﬁcatlon and the rea-
sons for granting any-variance under section 245A:04, subdivision'9. (

(c) The following are private data on individuals under section 13. 02, subd1v1sron 12 or
nonpublic data under section 13.02, subdivision 9: personal and personal financial data on
family day care program and farmly foster care program apphcants and licensees and their
farmly members-who prov1de services under the license.

(d) The followmg are private data on individuals: theidentity of persons who have made
reports concerning licensees or applicants that appear in inactive investigative data, and the
records of clients or employees of the licensee or applicant for licensure whose records are
received by thelicensing agency for purposes of review or in anticipation of a contested mat-
ter. The names!of reporters under sections 626.556 and 626.557 may be-disclosed only as
provided in section 626.556,-subdivision 11, or 626.557, subdivision 12b..
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(e) Data classified as private, confidential, nonpublic, or protected nonpublic under this
subdivision become public data if submitted to a court or administrative law judge as part of a
disciplinary proceeding in which there is a public hearing concerning the disciplinary action.

(f) Data generated in the course of licensing investigations that relate to an alleged
violation of law are investigative data under subdivision 3.

(g) Data that are not public data collected, maintained, used, or disseminated under this
subdivision that relate to or are derived from a report as defined in section 626.556, subdivi-
sion 2, are subject to the destruction provisions of section 626.556, subdivision 11.

Subd. 5. Medical data; contracts. Data relating to the medical, psychiatric, or mental
health of any individual, including diagnosis, progress charts, treatment received, case histo-
ries, and opinions of health care providers, that is collected, maintained, used, or dissemi-
nated by any agency to the welfare system is private data on individuals and will be available
to the data subject, unless the private health care provider has clearly requested in writing that
the data be withheld pursuant to section 144.335. Data on individuals that is collected, main-
tained, used, or disseminated by a private health care prov1der under contract to any agency
of the welfare system is private data on individuals, and is subject to the provisions of sec-
tions 13.02 to 13.07 and this section, except that the prov1s1ons of section 13.04, subdivision
3, shall not apply. Access to medical data referred to in this subdivision by the individual who
isthe subject of the data is subject to the provisions of section 144.335. Access to information
that is maintained by the public authonty responsible for’ support enforcement and that i is
needed to enforce medical support is subject to the provisions of section 518.171.

Subd. 6. Other data. Data collected, used, maintained, or disséminated by the welfare
systemthatis not data on individuals is public pursuant to sectlon 13.03, except the following
data:

(a) investigative data classified by section 13.39; ”

(b) welfare investigative data classified by section 13.46, subdivision 3; and

(c) security information classified by section 13.37, subdivision 2.

Subd. 7. Mental health center data. (a) Mental health data are private data onindividu-
als and shall not be disclosed, except:

(1) pursuant to section 13.05, as determined by the respons1b1e authority for the com-
munity mental health center, mental health division, or prov1dcr

(2) pursuant to court order; .

(3) pursuant to a statute specifically authorizing access to or disclosure of mental health
data; or

(4) with the consent of the client or patient.

(b) An agency of the welfare system may not rcquire an individual to consent to the re-
lease of mental health data as a condition for receiving services or for reimbursing a commu-
nity mental health center, mental health division of a county, or prov1der under contract to
deliver mental health services.

Subd. 8. Access for auditing. To the extent required by state or federal law, representa-
tives of federal, state, or local agencies shall have access to data maintained by public or pri-
vate community mental health centers, mental health divisions of counties; and other provid-
ers under contract to deliver mental health services which is necessary to achieve the purpose
of auditing. Public or private community mental health centers, mental health divisions of
counties, and other providers under contract to deliver mental health services shall not permit
this data to identify any particular patient or client by name or contain any other unique per-
sonal identifier, except data provided to the legislative auditor. Notwithstanding any statute
or rule to the contrary, and solely for the purposes of conducting an audit approved by the
legislative audit commission'in 1988, the legislative auditor shall be given access to all data,
records, and files classified as not public. The legislative auditor shall maintain all data col-
lected under this subdivision in accordance with chapter 13 and may not disclose data that
identify a patient or client by name or that contain any other personal identifier.

Subd. 9. Fraud. In cases of suspected fraud, in which access to mental health data main-
tained by public or private community mental health centers or mental health divisions of
counties and other providers under contract to deliver mental health services is necessary toa
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proper investigation, the county board or the appropriate prosecutorial authority shall refer
the matter to the commissioner of human services. The commissioner and agents of the com-
missioner, while maintaining the privacy rights of individuals and families, shall have access
to mental health data to conduct an investigation. Upon deeming it appropriate as a result of
the investigation, the commissioner shall refer the matter to the appropriate legal authorities
and may disseminate to those authorities whatever mental health data are necessary to prop-
erly prosecute the case.

Subd. 10. Responsible authority. (a) Notwithstanding any other provision of this
chapter to the contrary, the responsible authority for each component of the welfare system
listed in subdivision 1, clause (c), shall be as follows:

(1) the responsible authority for the department of human services, state hospitals, and
nursing homes is the commissioner of the department of human services;

(2) the responsible authorlty of a county welfare agency is the director of the county
welfare agency;

(3) the responsible authority, for alocal social services agency, human services board or
community mental health center board is the chair of the board;

(4) the responsible authority of any person, agency, institution, organization, or other
entity under contract to any of the components of the welfare system listed in subdivision 1,
clause (c), is the person spec1f1ed in the contract; and

(5) the responsible authority of the public authorxty for child support enforcement is the
head of the public authority for child support enforcement.

(b) A responsible author1ty shall allow another responsible authorlty in the welfare sys-
tem access to data classified as not public data when access is necessary for the administra-
tion and management of programs, or as authorized or required by statute or federal law.

Subd. 11. Nursing home appraisals. Names, addresses, and other data that could iden-
tify nursing homes selected as part of a random sample to be appraised by the department of
human services in its rate setting process are classified as protected nonpubhc data until the
sample has been completed.

I-Ilstory 1979 ¢ 328 s 15; 1980 ¢ 603 5 23; 1980 ¢ 615 s 34; 1981 ¢ 311 5 39; 1982
c54558,24; 1983 ¢c 155 1; 1983 c312 art8s 1; 1984 ¢ 436 s 19-24; 1984 ¢ 579 s 1-5;
1984 ¢ 640 s 32; 1984 ¢ 654 art 55 58; 1985 ¢ 293 5 1,2; 1985 ¢ 298 s 13—-17; 1986 ¢
337 s1; 1986 ¢ 444; 1987 ¢ 333 5 22; 1987 ¢ 351 s 8-11; 1987 ¢ 352 s 1; 1988 ¢ 598 s 3;
1989c¢209art1s4; art2s2; 1989 c282 art5s 1; 1989 ¢ 351 5 6; 1990 ¢ 568 art 3 s 1;
1990 ¢ 573 56,7; 1991 ¢ 292 art 55 1; 1993 ¢ 171 5 1; 1993 ¢ 351 5 8-10; 1994 ¢ 483 s
1; 1994 c 488 5 8; 1994 c 618 art 1 5 10,11; 1994 ¢ 630 art 11 5 2; 1994 ¢ 631 s 31; 1994
c636artds2; 1995c 178 art3s1; 1995¢c 212 art 3559; 1995¢c 229 art4 s 1; 1995 ¢
257 art1s1;1995¢259art15s10-12; 1996 c 412 art1s1; 1996 c 440 art 1 s 13; 1997
c85artdsl12; ]997c203 art6s] ISp1997c3 55,1998 ¢ 371 s 2; 1998 c397art 11
s3 ' .

13.47 EMPLOYMENT AND TRAINING DATA.

Subdivision 1. Definition. (a) “Employment and training data” means data on individu-
als collected, maintained, used, or disseminated because an individual applies for, is current-
ly enrolled in, or has been enrolled in employment and training pro grams funded with feder-
al, state, or local resources.

(b) “Employment and training service prov1der means an adnumstratlve entity certi-
fied by the commissioner of economic security to deliver employment and training services
under section 268.0122, subdivision 3, or an organization that contracts with a certified ad-
ministrative entity or the department of economic security to deliver employment and train-
ing services.

Subd. 2. Classification. Employment and training data are pnvate data on individuals.

Subd. 3. Dissemination. Employment and training data may be disseminated:

(a) to other employment and training service providers to coordinate the employment
and training services for the data subject or to determine eligibility or suitability for services
from other programs;
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(b) to local and state welfare agencies for monitoring the eligibility of the participant for
assistance programs, or for any employment or training program administered by those
agencies.

History: 1988 ¢ 598 s 2; 1994 ¢ 483 s'1

13.48 AWARD DATA.

Financial data on business entities submitted to a state agency, statewide systém, or
pohttcal subdivision for the purpose of presenting awards to business entities for achieve-
ments in business developmient or performance are private data on individuals or nonpublic
data.

History: 1991 ¢ 31957

13.49 SOCIAL SECURITY NUMBERS. '

Subdivision 1. General. The social security numbers of individuals collected or main-
tained by a state agency, statewide system, or political subdivision are private data on indi-
viduals, except to the extent that access to the social secunty number is spemﬁcally autho—
rized by law.

Subd. 2. County recorder or registrar of titles. Subdivision 1 does not apply to social
security numbers that appear in documents or records filed or recorded with the county re-
corder or registrar of titles, other than documents filed under section 600.23.

History: 1994 c 618 art 1 5 12; 1995 c 259 art 1 s 13

DATA MAINTAINED ONLY -
BY POLITICAL SUBDIVISIONS

13.50 APPRAISAL DATA. ‘

Subdivision 1. Confidential or protected nonpublic data. Estimated or appraised val-
ues of individual parcels of real property which are made by personnel of the state, its agen-
cies and departments, or a political subdivision or by independent appraisers acting for the
state, its agencies and departments, or a political subdivision for the purpose of selling or
acquiring land through purchase or condemnation are clasmﬁed as conﬁdentlal data on 1nd1—
viduals or protected nonpublic data.

Subd. 2. Public data. The data made confidential or protected nonpublic by the provi-
sions of subdivision 1 shall become public'upon the ¢ occurrence of any of the following:

(a) The negotiating parties exchange appraisals;

(b) The data are submitted to a court appointed condemnation comrmssxoner

(c) The data are presented in court in condemnation proceedings; or

(d) The negotiating parties enter into an agreement for the purchase and sale of the prop-
erty.

History: 1981 ¢ 311 5 39; 1982 ¢:545 5 21,24, 1983 ¢ 143 s 1; 1987 ¢ 351 s 12;
1995c 259 art 15 14

13. 51 ASSESSOR’S DATA.

Subdivision 1. Generally. The following data collected, created and miaintained by
political subdivisions are classified as private, pursuant to section 13. 02 subd1v151on 12, 0r
nonpublic depending on the content of the specific data: :

Data contained on sales sheets received from private multiple listing service organiza-
tions where the contract with the organizations requires the political subdivision to refram
from making the data available to the public.

Subd. 2. Income property assessment data. The following data collected by political
subdivisions from individuals or business entities concerning income properties are classi-
fied as private or nonpublic data pursuant to section 13.02, subdivisions 9 and 12:

(a) detailed income and expense figures for the current year plus the prev1ous three
years;
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(b) average vacancy factors for the previous three years;

(c) verified net rentable areas or net usable areas, whichever is appropnate

(d) anticipated income and expenses for the current year; :

(e) projected vacancy factor for the current year; and

(f) lease information.

Subd. 3. Data on income of individuals. Income information on individuals collected
and maintained by political subdivisions to determine eligibility of property for classifica-
tion 4c under section 273.13, subdivision 25, paragraph (c),is pmvate data on individuals a§
defined in section 13.02, subdivision 12. - ‘

History: 1981 ¢ 311 5 30,39; 1982 ¢ 545 515, 24 1991 c 291 art 1 s 1, 2

13.511 LODGING TAX DATA

- Data, other than basic taxpayer 1dent1ﬁcat10n data, collected from taxpayers under a
lodging tax ordinance are nonpubllc

History: 1990 ¢ 57358

13 52 DEFERRED ASSESSMENT DATA. ' ' '

* Any data, collected by political subdivisions pursuant to section 435.193, which indi-
cate the amount or location of cash or other valuables kept in the homes of applicants for def-
erred assessment, are private data pursuant to section 13.02, subdivision 12.

History: 1980 c 603 s 16; 198] c 311 5 39; 1982 ¢ 5455 24,

13.521 TRANSPORTATION SERVICE DATA. 3

Personal, medical, financial, familial, or locational information data pértaining to ap-
plicants for or users of services providing transportation for the disabled or élderly, with the
exception of the name of the applicant or user of the service, are prlvate

Hlstory 1990 c 573 s 9

13.528 HENNEPIN COUNTY FOSTER CARE REVIEW TEAM; DATA ACCESS..

The foster care policy redesign commission and the foster caré review team created by
the Hennepin county board of commissioners to review the foster care system shall have ac-
cess tonot public data as defined in Minnesota Statutes, section 13. 02 subdivision 8a, as pro-
vided in this section. The commission and the team shall have access'to not public data on
foster care cases. Access is limited to records created, collected, or maintained by any local
social services agency that provided services to a child or a child’s family during the five
years immediately preceding any out—of-home placement of the child and continuing
throughout the period of the placement until the child was refurned to the custody of a parent,
adopted, or otherwise was no longer the subject of a case plan developed by a county social
service agency. A county social service agency shall provide the not public data described in
this section to the foster care review team or the foster care- pohcy redes1gn commissioner
upon request.

Not public datareceived by the foster care review team or the foster care policy redesign
commission maintains the same classification in the possession of the team or commission as
it had in the possession of the entity providing the data. Not public data received under this
section shall be returned to the entity providing it upon completion of the work of the foster
care policy redesign commission and the foster care review team.

History: 1993 ¢ 351 s 39

13.53 FOSTER CARE DATA.

The following data collected, created and maintained by a community action agency in
a study of the impact of foster care policies on families are classified  as confidential data,
pursuant to section 13.02, subdivision 3: names of persons interviewed; foster care place-
ment plans obtained from other public and private agencies; and all-information gathered
during interviews with study participants.

History: 1981 c 311 s\28,39; 1982 ¢ 545524
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13.531 FARM ASSISTANCE DATA.

The following data collected and maintained by counties that prov1de assistance to 1nd1—
vidual farmers who are experiencing economic or emotional distress are classified as private
data: financial history, including listings of assets and debts, and personal and emotional sta-
tus information.

History: 1987 ¢ 351 s 13

13.54 HOUSING AGENCY DATA

Subdivision 1. Definition. For purposes of this sectron “housrng agency” means the
public housing agency or housing and redevelopment authority of a political subdjvision.

Subd. 2. Confidential data. The following data on individuals maintained by the hous-
ing agency are classified as confidential data, pursuant to section 13.02, subdivision 3: corre-
spondence between the agency and the agency’s attorney containing data collected as part of
an active investigation undertaken for the purpose of the commencement or defense of po-
tential or actual litigation, including but not limited to: referrals to the office of the inspector
general or other prosecuting agencies for possible prosecution for fraud; initiation of lease
terminations and unlawful detainer actions; admission denial hearings concerning prospec-
tive tenants; commencement of actions against independent contractors of the agency, and
tenant grievance hearings.

Subd. 3. Protected nonpublic data. The followmg data not on individuals maintained
by the housing agency are classified as protected nonpublic data, pursuant to section 13.02,
subdivision 13: correspondence between the agency and the agency’s attorney containing
data collected as part of an active investigation undertaken for the purpose of the commence-
ment or defense of potential or actual litigation, including but not limited to, referrals to the
office of the inspectot general or other prosecuting bodies or agencies for possible prosecu-
tion for fraud and commencement of actions against independent contractors of the agency.

Subd. 4. Nonpublic data. The following data not on individuals maintained by the
housing agency are classified as nonpublic data, pursuant to section 13.02, subdivision 9: all
data pertaining to negotiations with property owners regarding the purchase of property.
With the exception of the housing agency’s eva]uatlon of properties not purchased, all other
negotiation data shall be public at the time of the closing of the property sale.

Subd. 5. Prlvate data on individuals, Income information on individuals collected and
maintained by a housin g agency to determine eligibility of property for classification 4c un-
der section 273.13, subdivision 25, paragraph (c), is private data on individuals as defined in
section 13:02, subdivision 12. The data may be disclosed to the county and local assessors
responsible for determmmg e11g1b111ty of the property for classification 4c.. ,

Subd. 6. Law enforcement access to certain data. A public housing agency that enters
a contract for assistance under United States Code, title 42, sections 1437 to 1440, shall fur-
nish alocal, state, or federal law enforcement officer, upon the officer’s request, with the cur-
rent address, social security number, and photograph, if available, of a recipient of assistance
under United States Code, title 42, sections 1437 to 1440, if the officer:

(1) provides the name of the recipient to the housmg agency; and

(2) notifies the agency that .

(1) the re01p1ent

(A) is fleeing to avoid prosecution, or custody or confinement after conviction, under
the laws of the jurisdiction from which the individual is fleeing, for a crime which is a felony
under the laws of that jurisdiction;

(B) s violating a condition of probation or parole imposed under state or federal law; or
(C) has information necessary for the officer to conduct the officer’s official duties;

(ii) the Jocation or apprehénsion of the individual is within the officer’s official duties;
and

(iii) the request 1s made in writing and in the proper exercise of the officer’s official du-
ties. Co

History: 1981 ¢ 311 5 32,39; 1982 ¢ 545 s 24,1991 ¢ 291 art 1 5 3; 1Sp1997 c 356
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13.541 EMERGENCY SERVICES FOR HOMELESS PERSONS; PRIVATE DATA.
(a) “Grant recipient” includes a local government unit or nonprofit organization that re-
ceives grants.from a state agency to-provide emergency services for homeless persons.
(b) Data on individuals maintained by a grant recipient from which the identity of any
individual receiving emergency services may be determined are private data on individuals
and the grant recipient shall maintain the data in accordance with this chapter.

" History: 1Sp1997 ¢ 3s 7

13.55 CONVENTION CENTER DATA. '

" Subdivision’ 1.- Not public classification. The following data received, created, or
maintained by or for publicly owned and operated convention facilities, civic center authori-
ties, or the metropolitan sports facilities commission are classified as nonpublic data pur-
suant to section 13.02, subdivision 9; or pr1vate data on 1nd1v1duals pursuant to section 13. 02
subdivision 12:

(a) aletter or other documentation from any person who makes inquiry to or who is con-
tacted by the facility regarding the availability of the facility for staging events;’

(b) identity of firms and corporations which contact the facility;

(c) type of event which they wish to stage in the facility;

(d) suggested terms of rentals; and

(e) responses of authority staff to these i mqumes

Subd. 2. Public data. The data made not public by the provisions of suubdivision 1 shall
become public upon the occurrence of any of the following:

(a) five years, elapse from the date on which the lease or contract is entered into between
the facility, and the inquiring party or parties or the ¢ event which was the subject of inquiry
occurs at the facility, whichever occurs earlier;

(b) the event which was the subject of i mqulry does not occur or

(c) the event which was the subject of inquiry occurs elsewhere.

Subd. 3. Exhibitor data. The names, addresses, and contact persons for individual ex-
hibitors at an exhibition may be withheld at the discretion of the facility to protect: the com-
petitive position of the facility or its customers.

History: 1981 ¢ 311 s 39, 1982 ¢ 545 $19,24; 1991 c 31958

13. 551 PORT AUTHORITY DATA.

Subdivision 1. Saint Paul port authorlty The following data not on 1nd1v1dua1s col-
lected and maintained by the Saint Paul port authority are classified as protected nonpublic,
until 30 days before the date of a hearing on a proposed sale pursuant to section 469.065:
financial studies and reports that are part of appraisers’ estimate’s of value of or concerning
projects as defined in chapter 474, prepared by personnel of the port authority or mdependent
accountants, consultants, and appraisers for the purpose of marketing by sale or lease a proj-
ect which the port authority has acquired or repossessed as the result of the default under and
the termination of a revenue agreement as defined in chapter 474.

Subd. 2. Red Wing port authority. Data maintained by the Red Wing port authority
that pertain to negotiations with property owners regarding the purchase of property are non-
public data not on individuals. With the exception of the authority’s evaluation of properties
not purchased, all other negotiation data become pubhc at the time of the closing of the prop-
erty sale.

History: 1987 ¢ 351 s 14; 19890209 art2s1; I995c259art]s15

13.552 HUMAN RIGHTS DATA.

Data maintained by the human rights department of a political subd1v1s1on including
human rights investigative data and data contained in closed or open case files, are classified
the same as and administered in accordance with chapter 363.

History: 1989 ¢ 35157
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13.56 SEXUAL ASSAULT DATA. .

Subdivision 1. Definitions. (a) “Community-based program” means any office, insti-
tution, or center offering assistance to victims of sexual assault and their families through
crisis intervention, medical, and legal accompaniment and subsequent counseling.

(b) “Sexual assault counselor” means a person who has undergone at least 40 hours of
crisis counseling training and works under the ‘direction of a supervisor in a crisis center,

whose primary purpose is the rendering of advice, counseling, or assistance to victims of
sexual assault.

(c) “Victim” means a person who consults a sexual assault counselor for the purpose of
securing advice, counseling, or assistance concemmg a mental phys1ca1 or emotional
condition caused by a sexual assault.

(d) “Sexual assault communication data” means all information transmitted in conﬁ—
dence between a victim of sexual assault and a sexual assault counselor and all other informa-
tion received by the sexual assault counselor in the course of providing assistance to the vic-
tim. The victim shall be deemed the subject of sexual assault communication data.

Subd. 2. Classification. All sexual assault communication data is classified as private
data on individuals.

History: 1981 ¢ 311 s 39; 1982 c545524; 1982 ¢ 558 s 2

13.57 SOCIAL RECREATIONAL DATA.

The following data collected and ‘maintained by political subdivisions for the purpose
of enrolling individuals in recreatlonal and other social programs are classified as private,
pursuant to section 13.02, subdivision 12: the name, address, telephone number, any other
data that identifies the individual, and any data which describes the health or medical condi-
tion of the individual, family relationships and living arrangements of an individual or which
are opinions as to the emotional makeup or behavior of an 1nd1v1dua1 '

History: 1981 c 311 s 21,39; 1982 ¢ 545 s 24; 1994 ¢ 6]8 art 1513
13.58 [Repealed, 1987 ¢ 268 art 6 s 53] -

13.59 REDEVELOPMENT DATA.

Subdivision 1. Private data. The following data collected in surveys of 1nd1v1duals
conducted by cities and housing and redevelopment authorities for the purposes of planning,
development, and redevelopment, are classified as private data pursuant to section 13.02,
subdivision 12: the names and addresses of individuals and the legal descriptions of property
owned by individuals.

Subd. 2. Nonpublic data. The followmg data collected in surveys of businesses con-
ducted by cities and housing and redevelopment authorities, for the purposes of planning,
development, and redevelopment, are classified as nonpublic data pursuant to section 13.02,
subdivision 9: the names, addresses, and legal descriptions of business properties and the
commercial use of the property to the extent disclosure of the use would identify a particular
business. -

History: 1984 c 436 5 26

13.60 ELECTED OR APPOINTED OFFICIALS; FINANCIAL DISCLOSURE
STATEMENTS.

Financial disclosure statements of elected or appomted officials which, by requirement
of the political subdivision, are filed with the political subdivision, are public data on individ-
uals.

History: ]984 c436 527
13 61 INSURAN CE TRUST DATA; PRIVATE AND NONPUBLIC DATA.

The following data collected or created by the league of Minnesota cities insurance
trust, association of Minnesota counties insurance trust, or by the Minnesota school board
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association insurance trust in order to process claims for workers’ compensation are classi-
fied as either private data in regard to claims when the insured worker is living, or nonpublic
data in regard to claims when the insured worker is deceased: name, address, phone number,
and social security account number of the claimant if the claimant is not a public employee;
claim number, date of claimed injury, employee’s social security number, home phone num-
ber, home address, date of birth, sex, and marital status; whether claimed injury caused loss
of time from work; whether the employee lost time from work on the day of the claimed inju-
ry and the number of hours lost; whether the employee has returned to work; whether full or
partial wages were paid for the first day of lost time and the amount paid, time of day, and
location where injury occurred; whether the injury occurred on employer’s premises; the
name, address, and phone number of the treating physician or practitioner; identification of
the hospital where treated; nature of the claimed injury or occupational illness; part of body
affected; name or type of object involved in causing the injury; nature of injury; type of acci-
dent; description of actions taken to prevent recurrence; names of coworker witnesses; and
all data collected or created as a result of the investigation of the claim including, but not
limited to, physicians’ reports; other data on the medical condition of the claimant; data col-
lected from the claimant’s physicians; and data collected in interviews of the claimant’s em-
ployer, coworkers, family members, and neighbors.

+ History: ]985 c2985 18
13 62 ECONOMIC ASSISTANCE DATA :

The following data collected by cities in their adnumstratlon of the city economic de-
velopment assistance program are classified as nonpublic data::*; .

(1) application data, except company names, addresses, and other data that identify the
apphcant until the apphcatlon is approved by the city; :

' (2) application data, except company names, addresses, and other data that identify the
applicant, that pertain to companies whose applications have been dlsapproved

(3) attachments to applications 1nclud1ng but, not limited to, business and personal fi-
nancial records, until the application is approved; ‘

(4) income tax returns, either personal or corporate, that are filed by applicants; and

(5) correspondence between the program administrators and the apphcant until the ap-
plication has been approved or disapproved.

History: 1985 ¢ 298 s 19

13.621 TWO HARBORS DEVELOPMENT COMMISSION DATA.

Subdivision 1. Nonpublic data. The following data that are submitted to the Two Har-
bors development commission by businesses that are requesting financial assistance are non-
public data: financial statements, business plans, income and expense projections, customer
lists, balance sheets, net worth calculations, and market data, including feasibility studies not
paid for with public funds.

Subd. 2. Public data. Data submitted to the commission under subdivision 1 become
public data if the commission provides financial assistance to the business except that the
following data remain nonpublic: business plans, income and expense projections, customer
lists, and market data, including feasibility studies not paid for with public funds.

History: 1996 c 440 art 1 5 14

13.622 MOORHEAD ECONOMIC DEVELOPMENT AUTHORITY DATA.

Subdivision 1. Nonpublic data. The following data submitted to the city of Moorhead
and to the Moorhead economic development authority by businesses that are requesting fi-
nancial assistance are nonpublic data: financial statements, business plans, income and ex-
pense projections, customer lists, balance sheets, and market and feasibility studies not paid
for with public funds.

Subd. 2. Public data. Data submitted to the city and the city’s economic development
authority under subdivision 1 become public data if the city provides financial assistance to
the business except that the following data remain nonpublic: business plans, income and
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expense projections, customer lists, and market and feasibility studies not paid for with pub-
lic funds.

History: 1996 c 440 art 1 s 15

13.63 MINNEAPOLIS EMPLOYEES RETIREMENT FUND DATA.

Subdivision 1. Beneficiary and survivor data. The following data on beneficiaries
and survivors of Minneapolis employees retirement fund members are private data on indi-
viduals: home address, date of birth, direct deposit account number, and tax withholding
data.

Subd. 2. Limits on disclosure. Required disclosure of data about members, survivors,
and beneficiaries is limited to name, gross pension, and type of benefit awarded.

History: 1993 ¢ 351 s 11

DATA MAINTAINED ONLY
BY STATE AGENCIES

13.64 DEPARTMENT OF ADMINISTRATION DATA.

Notes and preliminary drafts of reports created, collected, or maintained by the man-
agement analysis division, department of administration, and prepared during management
studies, audits, reviews, consultations, or investigations are classified as confidential or pro-
tected nonpublic data until the final report has been published or preparation of the report is
no longer being actively pursued. Data that support the conclusions of the report and that the
commissioner of administration reasonably believes will result in litigation are confidential
or protected nonpublic until the litigation has been completed or until the litigation is no
longer being actively pursued. Data on individuals that could reasonably be used to deter-
mine the identity of an individual supplying data for a report are private if (a) the data sup-
plied by the individual were needed for a report and (b) the data would not have been pro-
vided to the management analysis division without an assurance to the individual that the
individual’s 1dentity would remain private.

History: 1984 ¢ 436 s 28; 1986 ¢ 444; 1989 ¢ 351 5 8
13.641 [Repealed, 1990 ¢ 573 s 23]

13.642 TEACHERS RETIREMENT ASSOCIATION DATA.

The following data on beneficiaries and survivors of teachers retirement association
members is considered private data on individuals:

(1) address;

(2) birth date;-

(3) direct deposit account number; and
(4) tax withholding data.

History: 1987 c 284 art 1 s 3

13.643 DEPARTMENT OF AGRICULTURE DATA.

Subdivision 1. Loan and grant applicant data. The following data on applicants, col-
lected by the department of agriculture in its sustainable agriculture revolving loan and grant
programs under sections 17.115 and 17.116, are private or nonpublic: nonfarm income; cred-
it history; insurance coverage; machinery and equipment list; financial information; and
credit information requests. ,

Subd. 2. Farm advocate data. The following data supplied by farmer clients to Minne-
sota farm advocates and to the department of agriculture are private data on individuals: fi-
nancial history, including listings of assets and debts, and personal and emotional status in-
formation.

History: 1990 ¢ 573 s 10; 1993 ¢ 351 s 12
13.644 [Repealed, 1993 ¢ 351 s 41]
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13.645 AQUACULTURE PERMIT DATA.

The following data collected and maintained by an agency issuing aquaculture permits
under sections 17.47 to 17.498 are classified as private or nonpublic: the names and address-
es of-customers provided in the permit application. :

History: 1991 ¢ 309 s 1

13.646 LECISLATIVE AND BUDGET PROPOSAL DATA.

Subdivision 1. Definition. As used in this section, “state administration’” means the
governor’s office, the department of finance, and any state agency that is under the direct
control of the governor.

Subd. 2. Classifications. Legislative and budget proposals, including preliminary
drafts, that are created, collected, or maintained, by the state administration are protected
nonpublic data. After the budget is presented to the legislature by the state administration,
supporting data, including agency requests, are public data. Supporting data do not include
preliminary drafts. The state administration may disclose any of the data within the state ad-
ministration and to the public at any time if disclosure would aid the administration in consid-
ering and preparing its proposals.

History: 1995 c 259 art 15 16

13.65 ATTORNEY GENERAL DATA.

Subdivision 1. Private data. The following data created, collected and maintained by
the office of the attorney general are classified as private data on individuals:

(a) the record, including but not limited to, the transcript and exhibits of all disciplinary
proceedings held by a state agency, board or commission, except in those instances where
there is a public hearing;

(b) communications and noninvestigative files regarding adnnmstratlve or policy mat-
térs which do not evidence final public actions;

(c) consumer complaint data, other than that data classified as conﬁdentlal including
consumers’ complaints against businesses and follow-up investigative materials;

(d) investigative data, obtained in anticipation of, or in connection with litigation or an
administrative proceeding where the investigation is not currently active; and

(e) data collected by the consumer division of the attorney general’s office in its admin-
istration of the home protection hot line including: the name, address, and phone number of
the consumer; the name and address of the mortgage company; the total amount of the mort-
gage; the amount of money needed to bring the delinquent mortgage current; the consumer’s
place of employment; the consumer’s total family income; and the history of attempts made
by the consumer to renegotiate a delinquent mortgage.

Subd. 2. Confidential data. The following data created, collected and maintained by
the office of the attorney general are classified as confidential, pursuant to section 13.02, sub-
division 3: data acquired through communications made in official confidence to members
of the attorney general’s staff where the public interest would sutfer by disclosure of the data.

Subd. 3. Public data. Data describing the final disposition of d1s01p11nary proceedings
beld by any, state agency, board or commission are classified as public, pursuant to section
13.02, subdivision 15.

History: 1981 ¢ 311 5 35,39; 1982 ¢ 545 s 24,' 1985¢298520

13.66 CORRECTIONS OMBUDSMAN DATA.

Subdivision 1. Private data. The following data maintained by the ombudsman for
corrections are classified as private, pursuant to section 13.02, subdivision 12:

(a) All data on individuals pertaining to contacts made by clients seeking the assistance
of the ombudsman, except as ‘specified in subdivisions 2 and 3; °

(b) Data recorded from personal and phone conversations and 1 correspondence be-
tween the ombudsman’s staff and persons interviewed during the course of an 1nvest1gat10n

(c) Client index cards;
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(d) Case assignment data; and
+ (e) Monthly closeout data.

Subd. 2. Confidential data. The following data maintained by the ombudsman are
classified as confidential, pursuant to section 13:02, subdivision 3: the written summary of
the investigation to the extent it identifies individuals.

Subd. 3. Public data. The following data maintained by the ombudsman are classified
as public, pursuant to section 13.02, subdivision 15: client name; client location; and the in-
mate identification number assigned by the department of corrections.

History: 1981 ¢ 311 s 33,39; 1982 ¢ 545 s 24

13.67 EMPLOYEE RELATIONS DATA.

The following data collected, created, or maintained by the department of employee
relations are classified as nonpublic data pursuant to section 13.02, subdivision 9:

(a) The commissioner’s plan prepared by the department, pursuant to section 3.855,
which governs the compensation and terms and conditions of employment for employees not
covered by collective bargaining agreements until the plan is submitted to the legislative
commission on employee relations; ‘

(b) Data pertaining to grievance or interest arbitration that has not been presented to the
arbitrator or other party during the arbitration process;

(c) Notes and preliminary drafts of reports prepared during personnel investigations
and personnel management reviews of state departments and agencies;

(d) The managerial plan prepared by the department pursuant to section 43A.18 that
governs the compensation and terms and conditions of employment for employees in mana-
gerial positions, as spemﬁed in section 43A.18, subdivision 3, until the plan is submitted to
the legislative cormmission on employee relations; and

(e) Claims experience and all related information received from carriers and claims ad-
ministrators participating in either the state group insurance plan, the Minnesota employee
insurance program, the state workers’ compensation program, or the public employees in-
surance program as defined in chapter 43A, and survey information collected from em-
ployees and employers participating in these plans and programs, except when the depart-
ment determines that release of the data will not be detrimental to the plan or program.

History: 1981 ¢ 311 s 34,39; 1982 ¢ 545 s 24; 1984 ¢ 436 5 29; 1988 ¢ 670 s 2;
1994 ¢ 4295 1; 1995 c 248 art 105 1; 1997 ¢ 97 s 1 )

13.671 IRON RANGE RESOURCES AND REHABILITATION BOARD DATA.

Subdivision 1. Nonpublic data. The following data that are submitted to the commis-
sioner of the iron range resources and rehabilitation board by businesses that are requesting
financial assistance are nonpublic data: the identity of the business and financial information
about the business including, but not limited to, credit reports, financial statements, net worth
calculations, business plans, income and expense projections, customer lists, and market and
feasibility studies not paid for with public funds.

Subd. 2. Public data. Data submitted to the commissioner under subdivision 1 become
public data upon submission of the request for financial assistance to the iron range resources
and rehabilitation board except that the following data remain nonpublic: business plans, in-
come and expense projections, customer lists, and market and feasibility studies not paid for
with public funds.

History: 1989 ¢ 3515 9

13.68 ENERGY AND FINANCIAL DATA AND STATISTICS.

Subdivision 1. Nonpublic data. Energy and financial data, statistics, and information
furnished to the commissioner of public service development by a coal supplier or petroleum
supplier; or information on individual business customers of a public utility pursuant to sec-
tion 216C.16 or 216C.17, either directly or through a federal department or agency are classi-~
fied as nonpublic data as defined by section 13.02, subdivision 9.
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.. Subd. 2. Energy audit data. Data contained in copies of bids, contracts, letters of
agreement between utility companies and third party auditors and firms, and in utility state-
ments or documents showing costs for employee performance of energy audits which are
received by the commissioner of public service in order to arbitrate disputes arising from
complaints concerning the award of contracts to perform energy conservation audits are clas-
sified as protected nonpublic data not on individuals as defined by section 13.02, subdivision
13.

History: 1981 ¢ 85 s 1; 1981 ¢ 311 5 39; 1981 ¢ 356 5 248; 1982 ¢ 545's 7,24; 1983
c231s1; 1983 ¢ 289 s 115 subd 1; 1Sp1985 ¢ 13 5:78; 1987 ¢ 312 art 1 s 10 subds 1,2 .

13.69 PUBLIC SAFETY DATA. ,

Subdivision 1. Classifications. (a) The followmg government dataofthe depanment of
public safety are private data: ‘

(1) medical data on driving instructors; Ticensed drivers, and appllcants for parking cer-
tificates and special license plates issued to physically handicapped persons;

(2) other data on holders of a disability certificate under section 169.345, except that
data that are not medical data may be released to,law enforcement agencies;

(3) social security numbers in driver’s license and motor vehicle registration records,
except that social security numbers must be provided to the department of revenue for pur-
poses of tax administration-and the department of labor and industry for purposes of workers’
compensation administration and enforcement; and .

+ (4) data on persons listed as designated caregivers under section 171.07, subd1v1s1on 11,
except that the data must be released to:

(i) law enforcement agencies for the purpose of verifying that an individual is a des1g—
nated caregiver; or

" (ii) law enforcement agencies who state that the license holder is unablé to communi-
cate at that time and that the information is necessary for notifying the des1gnated caregiver
of the need to care for a child of the license holder.

(b) The following government data of the department of public safety are confidential
data: data concerning an individual’s driving ability when that data is received from a mem—
ber of the 1nd1v1dua1’s family.

Subd. 2. [Repealed, 1995 c 259 art 1 s 62]

- History: 1981 ¢ 311 5:18,37,39; 1982 ¢ 545 5 24, 1990 ¢ 573 s 12; 1995 ¢ 85s 1;
1995 ¢ 231 art2 5 1 1996 c 455 art6 s 1; 1997c65s5

13.691 PUBLIC EMPLOYEES RETIREMENT ASSOCIATION DATA

+ The following data on individual beneficiaries and survivors of public employment re-
tirement association members are classified as private: home address, date of birth, direct
deposit account number, and tax withholding data.

'History: 1987 ¢ 351 s 15 e

13.692 DEPARTMENT OF PUBLIC SERVICE DATA.

Subdivision 1. Tenant. Data collected by the department of public service that reveals
the identity of a tenant who makes a complaint regarding energy efficiency standards for
rental housing are private data on individuals. -

Subd. 2. Utility or telephone company employee or customer. (a) The following are
private data on individuals: data collected by the department of public service or the public
utilities commission, including the names or any other data that would reveal the identity of
either an employee.or customer of a telephone company or public utility who files a com-
plaint or provides information regarding a violation or suspected violation by the telephone
company or public utility of any federal or state law or rule; except this data may be released
as needed to law enforcement authorities.

(b) The following are private data on individuals: data collected by the commission or
the department of public service on individual public utility or telephone company custom-
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ers or prospective customers, including copies of tax forms, needed to administer federal or
state programs that provide relief from telephone company bills, public utility bills, or cold
weather disconnection. The determination of eligibility of the customers or prospective cus-
tomers may be released to public utilities or telephone companies to administer the pro-
grams.

Hlstory 1987 ¢351 5 16; 1993 ¢ 351513
13.70 [Repealed, 1989 ¢ 184 art 1 s 20]

13.71 DEPARTMENT OF COMMERCE DATA.

Subdivision 1. Surplus line insurance data, All data appearing on copies of surplus
line insurance policies collected by the department of commerce pursuant to sections
60A.195 to 60A.209 are classified as private data.

Subd. 2. Group workers’ compensation self-insurance data. Financial data relating
to nonpublic companies that are submitted to the commissioner of commerce for the purpose
of obtaining approval to self-insure workers’ compensation liability as a group are classified
as nonpublic data.

Subd. 3. Workers’ compensation self-insurance data. Financial documents, includ-
ing income statements, balance sheets, statements of changes in financial positions, and sup-
porting financial information, submitted by nonpublic companies seeking to self-insure
their workers’.compensation liability or to be licensed as self-insurance plan administrators
are classified as nonpublic data.

Subd. 4. Pollution liability insurance survey data, Data that could identify a company
that responded to a pollution liability insurance survey taken by the department of commerce
are classified as nonpublic data. .

Subd. 5. Data on insurance companies and township mutual compames The fol-
lowing data collected and maintained by the department of commerce are classified as non-
public data: '

(a) that portion of any of the following data which would identify the affected insurance
company or township mutual company: (1) any order issued pursuant to section 60A.031,
subdivision 5, or 67A.241, subdivision 4, and based in whole or in part upon a détermination
or allegation by the commerce department or commissioner that an insurance company or
township mutual company is in an unsound, impaired, or potentially unsound or impaired
condition; or (2) any stipulation, consent agreement, letter agreement, or similar document
evidencing the settlement of any proceeding commenced pursuant to an order of a type de-
scribed m clause (1), or an agreement between the department and an insurance company or
township mutual company entered in lieu of the issuance of an order of the type described in
clause (1);

(b) any correspondence or attachments relating to the data listed in this subdivision.

Subd. 6. Comprehensive health insurance data. The following data on eligible per-
sons and enrollees of the state comprehensive health insurance plan are classified as private:
all data collected or maintained by the Minnesota comprehensive health association, the
writing carrier, and the department of commerce.

The Minnesota comprehensive health association is considered a state agency for pur-
poses of this chapter.

" The Minnesota comprehensive health association may disclose data on eligible persons
and enrollees of the state comprehensive health insurance plan to conduct actuarial and re-
search studies, notwithstanding the classification of this data, if:

(1) the board authorizes the disclosure;

(2) no individual may be identified in the actuarial or research report;

(3) materials allowing an individual to be identified are returned or destroyed assoonas
they are no longer needed; and

(4) the actuarial or research organization agrees not to disclose the mformatron unless
the disclosure would be permitted under this chapter if made by the association.

Subd. 7. Classification of PPO agreement data. Data described in section 62E.13,
subdivision 11, are nonpublic data.
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Subd. 8. Release of complaint to respondent. The commissioner may provide a copy
of a complaint to the subject of the complaint when the commissioner determines that the
access is necessary in order to effectively conduct the investigation.

Subd. 9. [Repealed, 1995 ¢ 259 art 1 s 62]
- Subd. 10. [Repealed, 1995 ¢ 259 art 1 s 62]
Subd. 11. [Repealed, 1995 c 259 art 1 s 62]
Subd. 12. [Repealed, 1995 ¢ 259 art 1 s 62]
Subd. 13. [Repealed, 1995 c 259 art 1 s 62] , .
Subd. 14. [Repealed, 1995 ¢ 259 art 1 s 62] N
Subd. 15. [Repealed, 1995 ¢ 259 art 1 s 62]
Subd. 16. [Repealed, 1995 ¢ 259 art 1 s 62]
Subd. 17. [Repealed, 1995 ¢ 259 art 1 s 62]
Subd. 18. [Repealed, 1Sp1997 ¢ 3 s 47]
Subd. 19. [Repealed, 1Sp1997 ¢ 3 5 47]
Subd. 20. [Repealed, 1Sp1997 ¢ 3 s 47]
Subd. 21. [Repealed, 1Sp1997 ¢ 3 5 47]

History: 1980 ¢ 603 s 18; 1981 ¢ 311 s 39; 1982 ¢ 545 s 24; 1983 ¢ 289 5 114 subd
1: 1984 c655art 1 592; 1985 ¢c298521; 1986 c 3135 1; 1987 c 384 art2 s 1; 1990 ¢
52351;1991c16551;1994c 4005 1,2; 1994 c 618 art 2 s 1-8; 1995 ¢ 151 s 1; 1995 ¢
21451;1995¢253s1; 1996 c414artls?2

13.72 TRANSPORTATION DEPARTMENT DATA.

Subdivision 1. Estimates for construction projects. An estimate of the cost of a
construction project of the Minnesota department of transportation prepared by department
employees is nonpubhc data and is not available to the public from the time of final design
until the project is awarded.

Subd. 2. Rideshare data. The fo]lowmg data on participants, collected by the depan—
ment of transportation for the purpose of administering the rideshare program, are classified
as private pursuant to section 13.02, subdivision 12: residential address and phone number;
beginning and ending work hours; current mode of commuting to and from work; and type of
rideshare service information requested.

Subd. 3. [Repealed, 1988 ¢ 544 5 27; 1988 ¢ 670 s 14]

Subd. 4. Metor carrier accident data. All data submitted to the department of trans-
portation in the form of motor vehicle carrier accident reports, except the portions of the re-
port forms in which the carrier and the driver provide their version of the accident, are classi-
fied as nonpublic data with regard to data not on individuals, and private data with regard to
data on individuals.

Subd. 5. Motor carrier accident version data. Those portions of the motor vehicle
carrier accident report forms, that motor vehicle carriers are required to submit to the depart-
ment of transportation, that contain the carrier’s and driver’s version of the accident are clas-
sified as protected nonpublic data with regard to data not on individuals, and confidential
data with regard to data on individuals.

Subd. 6. Complaint data. Names of complainants, complaint letters and other unsolic-
ited data furnished to the department of transportation by a person other than the data subject
or department employee, which provide information that a person who is subject to chapter
221 or rules adopted under that chapter may not be in compliance with those requirements,
are classified as confidential data or protected nonpublic data.

Subd. 7. Public investigative data. The following data created, collected, or main-
tained about persons subject to chapter 221 and rules adopted under that chapter are public:
data contained in inspection and compliance forms and data contained in audit reports that
are not prepared under contract to the federal highway administration.

Subd. 8. Motor carrier operating data. The following data submitted by Minnesota
intrastate motor carriers to the department of transportation are nonpublic data: all payroll
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reports including wages, hours, or miles worked, hours earned, employee benefit data, and
terminal and route—specific operating data including percentage of revenues paid to agent
operated terminals, line~haul load factors, pickup and delivery (PUD) activity, and peddle
driver activity.

History: 1981 ¢ 209 s 1; 1981 ¢ 311 5 39; 1982 ¢ 545 5 20,24; 1985 ¢ 298 5 22-24;
1989 ¢ 318 5 1,2; 1991 ¢ 3395 2; 1993 ¢ 351 5 14 «

13.73 [Repealed, 1985 c 298 s 45] -

13.74 ENVIRONMENTAL QUALITY DATA. *

The following data collected and maintained by the environmental quality board are
classified as private data pursuant to section 13.02, subdivision 12: the names and addresses
of individuals who submitted information and letters concerning personal health problems
associated with transmission lines.

History: 1984 ¢ 436 s 30

13.75 BUREAU OF MEDJIATION SERVICES DATA.

Subdivision 1. Representation data. Authorization signatures or cards furnished in
support of a petition filed or election conducted under sections 179.16, 179.18 to 179.25, and
179A.12, and all ballots, prior to the time of tabulation, are classified as protected nonpublic
data with regard to data not on individuals pursuant to section 13.02, subdivision 13, and as
confidential data on individuals with regard to data on individuals pursuant to section 13.02,
subdivision 3.

Subd. 2. Mediation data. All data received or maintained by the commissioner or staff
of the bureau of mediation services during the course of providing mediation services to the
parties to alabor dispute under the provisions of chapter 179 are classified as protected non-
public data with regard to data not on individuals, pursuant to section 13.02, subdivision 13,
and as confidential data on individuals pursuant to section 13.02, subdivision 3, except to the
extent the commissioner of the bureau of mediation services determines such data are neces-
sary to fulfill the requirements of section 179A.16, or to identify the general nature of or par-
ties to a labor dispute.

History: 1984 c 436 s 31; 1986 ¢ 444; 1987 ¢ 186 5 15; 1987 c 384 art 2 s 1; 1989 ¢
209art2s3 '

13.76 DEPARTMENT OF TRADE AND ECONOMIC DEVELOPMENT DATA.

Subdivision 1. Development loan data. All financial information on individuals and
business entities including, but not limited to, credit reports, financial statements, and net
worth calculations, that are contained in an application received by the department of trade
and economic development in its administration of the certified state development loan pro-
gram are classified as private data with regard to data on individuals, and as nonpublic data
with regard to data not on individuals until the application is approved.

Subd. 2. Financial incentive data. Data collected by the department of trade and eco-
nomic'development relating to financial incentives offered by private businesses and orga-
nizations, other than state government, to companies for locating thelr proposed business op-
erations in Minnesota are classified as nonpublic data.

Subd. 3. Businesses seeking state incentives. N otw1thstand1ng subdivision 1, any
business seeking $250,000 or more in financial assistance from the state of Minnesota in the
form of grants, loans, or tax incentives shall make available for public inspection its audited
financial statements for the three most recent years. These statements shall include all in-
formation that would be required by the United States Securities and Exchange Commussion
prior to any public stock offering. This subdivision does not apply to financial assistance
sought from the iron range resources and rehabilitation board or from a political subdivision
of the state, including home rule charter and statutory cities, towns, counties, and all agen-
cies, commissions, and councils established under chapter 473, as well as any authority or
agency of such a political subdivision.

History: 1985 ¢ 298 5 25; 1987 ¢ 312 art 1 s 26 subd 2; 1987 ¢ 351 s 17; 1989 ¢
3515 10; 1992 ¢ 5925 3
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13.761 INDIAN AFFAIRS COUNCIL DATA. :

All financial information on individuals and business entities including, but not limited
to, credit reports, financial statements, and net worth calculations, that are contained in ap-
plicationis received by the Indian affairs council in its administration of the Indian business
development loan program are classified as private data with regard to data on individuals
and as nonpublic data with regard to data not on individuals.

History: 1985 ¢ 298 s 26

,

13.77 AGRICULTURAL RESOURCE LOAN BOARD DATA

Subdivision 1. Nonpublic data. Financial information concernmg business persons re-
ceived or prepared by the agriculture resource loan guaranty board in connection with ap-
plications for loan guarantees pursuant to Laws 1984, chapter 502, article 10, sections 1 to
12, 1nclud1ng, but not limited to, credit repotts, financial statements, and net worth calcula-
tions, is classified as nonpublic data. ;

Subd. 2. Private data. Financial information concermng 1nd1v1duals recelved or pre-
pared by the agriculture resource loan guaranty board in connection with applications for
loan guarantees pursuant to Laws 1984, chapter 502, article 10, sections 1 to 12, including,
butnot limited to, credit reports, f1nan01a1 statements, and net worth calculations i is classified
as private data.

. History: 1985 ¢ 298 s 27

13.771 HARMFUL SUBSTANCE INJURY COMPENSATION BOARD DATA

The followmg data onindividuals ﬁhng claims for compensation with the harmful sub-
stance injury compensation board for injury from harmful substances are classified as confi-
dential while the claim is being investigated and private after a decision is made by the board
about the claim: the name, address, and all other information that may identify an individual
filing a claim; all medical datd provided to the board by the claimant or prov1ders of health
care to the claimant, including reports of physical examinations, mental heaith treatment,
hospital care, physical therapy, laboratory testing, X-ray studies, and prescriptions; and all
financial data provided to the board by the claimant or the claimant’s employer, insurance
carrier, or other prov1der of benefits, including state or federal tax forms, W—2 forms, salary
records, records of insurance payments, unemployment or disability benefits.

History: 1987 ¢ 351 5 18; 1989¢ 325578 |

13.78 MINNESOTA EXPORT AUTHORITY DATA.

Financial information concerning business persons received or prepared by the export
authority in connection with applications for financial assistance pursuant to section
1161.9673, including, but not limited to, credit reports, financial statements, net worth cal-
culations, income and expense projections, and proposed terms of trade and foreign risk cov-
erage, isclassified as nonpublic data ifi it is data noton anindividual and as pnvate dataifitis
data on an individual.

Hlstory 1985 ¢ 298 5 28; ]987 c 396 art 10s 8

13.79 DEPARTMEN T OF LABOR AND INDUSTRY DATA.

Data that identify complaining employees and that appear on complaint forms received
by the department of labor and industry concerning alleged violations of the Fair Labor Stan-
dards Act, section 181.75 or 18 1.9641 are classified as private data.

Hlstory 1985 ¢ 298 5 29; 1995 ¢ 259 art I s ]7

13.791 REHABILITATION DATA.

"Subdivision 1. General. Unless the data is summary data or is otherwise classified by
statute or federal law, all data collected and maintained by the department of labor and indus-
try or the department of economic security that pertain to individuals applymg for or receiv-
ing rehabilitation services is private data on individuals.

Copyright © 1998 Revisor of Statutes, State of Minnesota. All Rights Reserved.



MINNESOTA STATUTES 1998

13.791 GOVERNMENT DATA PRACTICES 324

Subd. 2. Harmful data. Medical, psychological, or other rehabilitation data deter-
mined to be harmful to the individual by either the commissioner of labor and industry or the
commissioner of economic security shall not be released directly to the individual but must
be provided through the individual’s legal representative, a physician, or a psychological
practitioner.

Subd. 3. Data on blind vendors. The commissioner of economic security may release
the name, business address, and business telephone number of an individual licensed under
section 248.07, subdivision 8. The state committee of blind vendors organized in accordance
with Code of Federal Regulations, title 34, section 395.14, has access to private data in the
department of economic security on an individual licensed under section 248.07, subd1v1s1on
8, to the extent necessary to complete its duties.

History: 1986 ¢ 337 5 2; 1988 ¢ 670 s 3; 1989 ¢ 86 s 1,2; 1991 ¢ 255 5 19; 1992 ¢
464 art1s3; 1993 c13art1s1l; 1994c 48351

13.792 PRIVATE DONOR GIFT DATA.

The following data maintained by the Minnesota zoological garden, the University of
Minnesota, the Minnesota state colleges and universities, and any related entity subject to
chapter 13 are classified as private or nonpubhc

(1) research information about prospects and doors gathered to aid in determining ap-
propriateness of solicitation and level of gift request;

(2) specific data in prospect lists that would identify prospects to be solicited, dollar
amounts to be requested, and name of solicitor;

(3) portions of solicitation letters and proposals that identify the prospect being solic-
ited and the dollar amount being requested;

(4) letters, pledge cards, and other responses received from donors regarding prospec-
tive gifts in response to solicitations;

(5) portions of thank—you letters and other gift acknowledgment communications that
would 1dentify the name of the donor and the specific amount of the gift, pledge, or pledge
payment;

(6) donor financial or estate planning information, or portions of memoranda, letters, or
other documents commenting on any donor’s financial circumstances; and

(7) data detailing dates of gifts, payment schedule of gifts, form of gifts, and specific gift
amounts made by donors.

Names of donors and gift ranges are public data.

History: 1988 ¢ 670 s 4; 1993 ¢ 351 s 15; 1996 ¢ 395 s 18

13.793 NATURAL RESOURCES MINERAL DATA.

Subdivision 1. Nonpublic data. Except as provided in subdivision 2, the following data
received and maintained by the commissioner of natural resources are nonpublic data:

(1) a letter or other documentation from a person that is supplied to the commissioner
before a public lease sale of metallic or other minerals for the purpose of making suggestions
or recommendations about which state lands may be offered for public lease sale;

(2) a written report or other documentation of private analyses of a state—owned or con-
trolled drill core that is public data and is under the custody of the commissioner; or

(3) exploration data received by the commissioner under the terms of a state mineral
lease.

Subd. 2. Data become public. (a) Data under subdivision 1, clause (1), become public
data three years after the date the lease sale was held or, if not held, within three years after the
date the lease sale was scheduled to be held. Except as provided in paragraph (b), data under
subdivision 1, clause (2), become public data one year after receipt by the commissioner. Ex-
cept as provided in paragraph (c) or as otherwise provided for bylaw, data under subdivision
1, clause (3), become public data upon termination of the state mineral lease under which the
data were gathered.

(b) If data under subdivision 1, clause (2), relate to pnvate land that is under mmeral
lease to the person submitting the data, and the mineral lease is in force at the time the data are
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submitted, the data become public data only after the mineral lease is no longer in force. The
person submitting the data that relate to private land that is under mineral lease shall provide
to the commissioner at the time the data are submitted and annually thereafter, in a format
designated by the commissioner, satisfactory evidence that the mineral lease is in effect. If, in
agiven year, satisfactory evidence that the mineral lease is still in effect is not provided to the
commissioner before the anniversary date of receipt of the data by the commissioner, the data
immediately become public data. )

(c) If data under subdivision 1, clause (3), are nonpublic data under the prov151ons of
section 1031.605, subdivision 4, clause (c), the data become public data pursuant to the provi-
sions of section 1031.605, subdivision 4, clauses (c) and (d).

History: 1989 ¢ 182 s 1; 1991 ¢ 2285 1; 1995¢c 259 art 1 5 18
13.794 [Renumbered 13.392]

DATA MAINTAINED BY
CRIMINAL JUSTICE AGENCIES

13.80 DOMESTIC ABUSE DATA.

All government data on individuals which s collected, created, received or maintained
by police departments, sheriffs’ offices or clerks of court pursuant to the Domestic Abuse
Act, section 518B.01, are classified as confidential data, pursuant to section 13.02, subdivi-
sion 3, until atemporary court order made pursuant to subdivision 5 or 7 of section 518B.01 is
executed or served upon the data subject who is the respondent to the action.

History: 1981 ¢ 311 5 23,39; 1982 ¢ 545 s 24
13.81 [Repealed, 1985 c 298 s 45]

13.82 COMPREHENSIVE LAW ENFORCEMENT DATA.

Subdivision 1. Application. This section shall apply to agencies which carry on a law
enforcement function, including but not limited to municipal police departments, county
sheriff departments, fire departments, the bureau of criminal apprehension, the Minnesota
state patrol, the board of peace officer standards and training, the department of commerce,
and the department of labor and industry fraud investigation unit, the program integrity sec-
tion of, and county human service agency client and provider fraud prevention and control
units operated or supervised by the department of human'services.

Subd. 2. Arrest data. The following data created or collected by law enforcement agen-
cies which documents any actions taken by them to cite, arrest, incarcerate or otherwise sub-
stantially deprive an adult 1nd1v1dua1 of liberty shall be public at all times in the originating
agency:

(a) Time, date and place of the action;

(b) Any resistance encountered by the agency;

(c) Any pursuit engaged in by the agency;

(d) Whether any weapons were used by the agency or other individual;

(e) The charge, arrest or search warrants, or other legal basis for the action;

(f) The identities of the agencies, units within the agen01es and individual persons tak-
ing the action;

(g) Whether and where the individual 1s being held in custody or is being incarcerated
by the agency;

(h) The date, time and legal basis for any transfer of custody and the identity of the
agency or person who received custody;

(i) The date, time and legal basis for any release from custody or incarceration;

() The name, age, sex and last known address of an adult person or the age and sex of
any juvenile person cited, arrested, incarcerated or otherwise substantially deprived of liber-
ty;

(k) Whether the agency employed wiretaps or other eavesdroppmg techmques unless
the release of this specific data would jeopardize an ongoing investigation;
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(I) The manner in which the agencies received the information that led to the arrest and
the names of individuals who supplied the information unless the identities of those mdrvrdu-
als qualify for protection under subdivision 10; and

(m) Response or incident report number. '

' Subd. 3. Request for service data. The following data created or collected by lawen-
forcement agencies which documents requests by the public for law enforcement services
shall be public government data:

(a) The nature of the request or the activity complained of; : ’

' (b) The name and address of the individual making the request unless the identity of the
individual qualifies for protection under subdivision 10;

(c) The time and date of the request or complaint; and

(d) The response initiated and the response or incident report number.

Subd. 3a. Audio recording of 911 call. The audio recording of a call placed to a 911
system for the purpose of requesting service from a law enforcement, fire, or medical agency
is private data onindividuals with respect to the individual making the call, except that a writ-
ten transcript of the audio recording is public, unless it reveals the identity of an individual
otherwise protected under subdivision 10. A transcript shall be prepared upon request. The
personrequesting the transcript shall pay the actual cost of transcribing the call, in addition to
any other applicable costs provided under section 13.03, subdivision 3. The audio recording
maybe disseminated to law enforcement agencies for investigative purposes. The audio re-
cording may be used for public safety and emergency medical services training purposes.

Subd. 3b. Domestic abuse data. The written police report required by section 629.341,
subdivision 4, of an alleged incident described in section 629.341, subdivision 1, and arrest
data, request for service data, and response or incident data described in subdivision 2, 3, or 4
that arise out of this type of incident or out of an alleged violation of an order for protection
must be released upon request atno cost to an organization designated by the Minnesota cen-
ter for crime victims services, the department of corrections, or the department of public
safety as prov1d1n g services to victims of domestic abuse. The executive director or the com-
missioner of the appropriate state agency shall develop written criteria for thrs designation in
consultation with the battered women’s advisory council. *

Subd. 4. Response or incident data The followrng data ‘created or collected by law
enforcement agencies which documents the agency’s response to a request for service in-
cluding, but not limited to, responses to traffic accidents, or which describes actions taken by
the agency on its own initiative shall be pubhc government data:

~ (a) date, time and place of the actron .

(b) agencies, units of agencres and individual agency personnel participating in the ac-

tion unless the identities of agency personnel quahfy for protection under subdivision 10;

(c) any resistance encountered by the agency;

(d) any pursuit engaged in by the agency; |

(e) whether any weapons were used by the agency or other 1nd1v1duals
(f) a brief factual reconstruction of events associated with the action; .

(g) names and addresses of witnesses to the agency action or the incident unless the
identity of any witness qualifies for protection under subdivision 10; .,

(h) names and addresses of any victims or casualties unless the identities of those indi-
viduals qualify for protection under subdivision 10;

(i) the name and location of the health care facility to which victims or casualties were
taken;

(j) response or incident report number

(k) dates of birth of the parties.involved in a trafﬁc accident;
(1) whether the parties involved were wearing seat belts; and
(m) the alcohol concentration of each driver.

Subd. 5. Criminal investigative data, Except for the data deﬁned in subd1v1s1ons 2, 3
and 4, investigative data collected or created by a law enforcement agency in order to prepare
a case against a person, whether known or unknown, for the commission of a crime or other
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offense for which the agency has primary investigative responsibility is confidential or pro-
tected nonpublic.-while the investigation is active. Inactive investigative data is public unless
the release of the data would jeopardize another ongoing investigation or would reveal the
identity of individuals protected under subdivision 10. Photographs which are part of inac-
tive investigative files and which are clearly offensive to common sensibilities are classified
as private or nonpublic data, provided that the existence of the photographs shall be disclosed
to any person requesting access to the inactive investigative file. An investigation becomes
inactive upon the: occurrence of. any of the following events: -,

(a) a de01s1on by the agency or appropriate prosecutorial authority - not to pursue the
case;

b) exprratlon of the time to bring a charge or file a complaint under the apphcable stat-
ute of limitations, or 30 years after the commission of the offense, whlchever comes earliest;
or

(c) exhaustion of or explratlon of all nghts of appeal by a person conv1cted on the bas1s
of the investigative data. o

Any investigative data presented as ev1dence in court shall be pubhc Data determined
to be inactive under clause (a) may becomeactive 1f the agency or approprlate prosecutorlal
authority decides to renew the investigation. ,

During the time when an investigation is active,-any. person may bring an action in the
district court located in the county where the data is being maintained to authorize disclosure
of investigative data. The court may-order that all or part of the data relating to a particular
investigation be released to the public or to the person bringing the action. In making the de-
termination as to whether investigative data shall be disclosed, the court shall consider
whether the benefit to the person bringing the action or to the public outweighs any harm to
the public, to the agency or to any person identified in the data. The data in dispute shall be
examined by the court in camera.

Subd. 5a. Child abuse identity data. Actrve or inactive 1nvest1gat1ve data that 1dent1fy
avictim of child abuse or neglect reported under section 626.556 are private data on individ-
uals. Active or inactive investigative data that identify a reporter, of child abuse or neglect
under section 626.556 are confidential data on individuals, unless the subject of the report

compels disclosure under section 626.556, subdivision 11.

Subd. 5b. Inactlve child abuse data. Investigative data that become inactive under
subdivision 5; clause (a) or (b), dnd that relate to the alleged abuse or neglect of a child by a
person responsible for the child’s care, as defined in section 626 556, subdivision 2, are pri-
vate data.

Subd. Sc. Vulnerable adult identity data. Active or inactive investigative data that
identify a victim of vulnerabie adult maltreatment under section 626.557 are private data on
individuals. Active or inactive investigative data that identify a reporter of vulnerable adult
maltreatment under section 626.557 are private data on individuals. '

Subd. 5d. Inactive vulnerable adult maltreatment data. Investigative data that be-
comes inactive under subdivision 5, paragraph (a) or (b), and thatrelate to the alleged mal-
treatment of a vulnerable adult by a carégiver or facility are private data on‘individuals.

Subd. 5¢. Name change data. Data on court records'relating to'name changes under
section 259.10, subdivision 2, whichis held by a law enforcement agency is confidential data
on an individual while an investigation is active and is private data on an individual when the
investigation becomes inactive.

Subd. 6. Access to data for crime victims. On receipt of a written request, the prosecut-
ing authority shall release investigative data collected by a law enforcement agency to the
victim of a criminal act or alleged criminal act or to the victim’s legal representative unless
the release to the individual subject of the data would be proh1b1ted under section 13.391 or
the prosecuting authority reasonably believes: ,

(2) that the release of that data will interfere with the investigation; or

(b) that the request is prompted by a desire on the part of the requester to engage in un-
lawful activities.

Subd. 7. Withholding public data. A law enforcement agency may temporarily with-
hold response or incident data from public access if the agency reasonably believes that pub-
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lic access would be likely to endanger.the physical safety of anindividual or cause a perpetra-
tor to flee, evade detection or destroy evidence. In'such instances, the agency shall, upon the
request of any person, provide a statement which explains the necessity for its.action. Any
person may apply to a district court for an order requiring the agency torelease the data being
withheld. If the court determines that the agency’s action is not reasonable, it shall order the
release of the data and may award costs and attorney’s fees to the person who. sought the or-
der. The data in dispute shall be examined by the court in camera.

Subd. 8. Public benefit data. Any law enforcement agency may make any data classr—
fied as confidential orprotected nonpublic pursuant to subdivision 5 accessible to any per-
son, agency, or the public if the agency determines that the access will aid the law enforce-
ment process, promote public safety, or dispel widespread rumor or unrest.

Subd. 9. Public access. When data is classified as public under this section, a law en-
forcement agency shall not be required to make the actual physical data available to the pub-
lic if it is not administratively feasible to segregate the public data from the confidential.
However, the agency must make the information described as public data available to the
public in a reasonable manner. When investigative data becomes inactive, as described in
subdivision 5, the actual physical data associated with that investigation, including the public
data, shall be available for public access.

+Subd. 10. Protection of identities. A law enforcement agency or a law enforcement
dispatching agency working under direction of a law enforcement agency shall withhold
public access to data on individuals to protect the identity of individuals in the following cir-
cumstances:

(a) when access to the data would reveal the identity of an undercover law enforcement
officer, as provided in section 13.43, subdivision 5;

(b) when access to the data would reveal the identity of a victim or alleged v1ct1m of
criminal sexual conduct or of a violation of section 617.246, subdivision 2;

(c) when access to the data would reveal the identity of a paid or unpaid informant being
used by the agency if the agency reasonably determines that revealing the identity of the in-
formant would threaten the personal safety of the 1nformant

(d) when access to the data would reveal the identity of a victim of or witness to a crnne
if the victim or witness specifically requests not to be identified pubhcly, unless the agency
reasonably determines that revealing the identity of the victim or w1tness would not threaten
the personal safety or property of the individual;

(e) when access to the data would reveal the identity of a deceased person whose body
was unlawfully removed from a cemetery in which it was interred; -

(£) when access to the data would reveal the identity of a person who placed a call to a
911 system or the identity or telephone number of a service subscriber whose phone is used to
place a call to the 911 system and: (1) the agency determines that revealing the identity may
threaten the personal safety or property of any person; or (2) the object of the call is to receive
help in a mental health emergency. For the purposes of this paragraph, a voice recording of a
call placed to the 911 system is deemed to reveal the identity of the caller;

(g) when access to the data would reveal the identity of a juvenile witness and the
agency reasonably determines that the subject matter of the investigation justifies protectmg
the identity of the witness; or

(h) when access to the data would reveal the identity of a mandated reporter under sec-
tions 626.556 and 626.557.

Data concerning individuals whose identities are protected by this subdivision are pri-
vate data about those individuals. Law enforcement agencies shall establish proceduresito
acquire the data and make the decisions necessary to protect the 1dent1ty of individuals de-
scribed in clauses (c), (d), (f), and (g).

Subd. 11. Data retention. Nothing in this section shall require law enforcement agen-
cies to create, collect or maintain data which is not required to be created, collected or main-
tained by any other applicable rule or statute.

Subd. 12. Data in arrest warrant indices. Data in arrest warrant indices are classified
as confidential data until the defendant has been taken into custody, served with a warrant, or
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appears before the court, except when the law enforcement agency determines that the public
purpose is served by making the information public.

Subd. 13. Property data. Data that uniquely describe stolen, lost, confiscated, orrecov-
ered property are classified as either private data on mdrvrduals or nonpublic data depending
on the content of the not public data.

Subd. 14. Reward program data. To the extent that the release of program data would
reveal the identity of an informant or-adversely. affect the integrity of the fund, financial rec-
ords of a program that pays rewards to informants are protected nonpublic data in the case of
data not on individuals or confidential data in the case of data on individuals.

Subd. 14a. Data on registered criminal offenders. Data described in section 243.166
shall be classified as described in that section.

* Subd. 14b. Data in missing children bulletins. Data described in'section 299C.54 shall
be classified as, described in that section. |

Subd. 15. Exchanges of mformatron Nothing in this chapter proh1b1ts the exchange of
information by law enforcement agencres provided the exchanged information is pertinent
and necessary to the requesting agency in initiating, furthering, or. completrng an investiga-
tion, except not public personnel data.

Subd. 16. Deliberative processes. Data that reflect dehberatlve processes orinvestiga-
tive techniques of law enforcement agencies are confidential data on individuals or protected
nonpublic data; provided that information, reports, or memoranda that have been adopted as
the final opinion or justification for a decision of alaw enforcement agency are public data.

Subd. 17. Booking photographs. (a) For purposes of this subdivision, “booking
photograph” means a photograph or electronically produced image taken by law enforce-
ment for identification purposes in connection with the arrest of a person.

(b) Except as otherwise provided in this subdivision, a booking photograph is public
data. A law enforcement agency may temporarily withhold access to a booking photograph if
the agency-determines that access will adversely affect an active investigation.

Subd. 18. Pawnshop data. Data that would reveal the identity of persons who are cus-
tomers of a licensed pawnbroker or secondhand goods dealer are private data on individuals.
Data descnblng the property in a regulated transaction with a licensed pawnbroker or sec-
ondhand goods dealer are public.

History: 1979 ¢ 328 s 21; 1981 ¢ 311 5 36,39; 1982 ¢ 545 5 24; 1982 ¢ 558 5 1;
1984 ¢ 552 5 2; 1985 ¢ 298 s 30-36; 1986 ¢ 444, 1988 c 625 s 1; 1989 ¢ 177 s 1; 1989 ¢
351512,13;1990c 402 s 1; 1991 ¢ 285 s 1,2; 1991 ¢ 3195 9,10; 1993 ¢ 351 s 16-18;
1994 c 618 art1s14,15; 1994 c 636 art4 5 3; 1995¢ 229 art 3s 1-3; 1995c 231 art2 s’
2;1995¢c25%art 1 s ]9—23 art4s3 1996c440 art] §16,17; 1997 ¢ 85 art5s1;
I998c371 s4

t

13.83 MEDICAL EXAMINER DATA.

Subdivision 1. Definition. As used in this section, “medical examiner data” means data
relating to deceased individuals and the manner and circumstances of their death which is
created, collected, used or maintained by a county coroner or medical examiner in the fulfill-
ment of official duties pursuant to chapter 390, or any other general or local law on county
coroners or medical examiners.

Subd. 2. Public data. Unless specifically classified otherwise by state statute or federal
law, the following'data created or collected by a medical examiner or coroner on a deceased
individual is public: name of the deceased; date of birth; date of death; address; sex; race;
citizenship; height; weight; hair color; eye color; build; complexion; age, if known, or
approximate age; identifying marks; scars and amputations; a description of the decedent’s
clothing; marital status; location of death including name of hospital where applicable; name
of spouse; whether or not the decedent ever served in the armed forces of the United States;
occupation; business; father’s name (also birth name, if different); mother’s name (also birth
name, if different); birthplace; birthplace of parents; cause of death; causes of cause of death;
whether an autopsy was performed and if so, whether it was conclusive; date and place of
injury, if applicable, including work place; how injury occurred; whether death was caused
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by accident, suicide, homicide, or was of undetermined cause; certification of attendance by
physician; physician’s name and address; certification by coroner or medical examiner;
name and signature of coroner or medical examiner; type of disposition of body; burial place
name and location, if applicable; date of burial, cremation or removal; funeral home name
and address; and name of local register or funeral director. ,

Subd. 3. Unidentified individual; public data. A county coroner or medical examiner
unable during an'investigation to 1dent1fy a deceased individual, may release to the public
any relevant data which would assist in ascertalmng identity.

.. Subd. 4. Investlgatlve data, Data created or collected by a county coroner or med1cal
examiner which is part of an active investigation mandated by chapter 390, or any other gen-
eral or local law relating to coroners or medical exammers is confidential data or protected
nonpublic data, until the completion of the coroner’s or medical examiner’s final summary of
findings but may be disclosed to a state or federal agency charged by law with investigating
the death of the deceased individual about whom the medical examinér or coroner has medi-
cal examiner data. Upon‘comipletion of the coroner’s or medical examiner’s final summary
of findings; the data collected in the investigation and the final summary of it‘are private or
nonpublic data. However, if the final summary and the death certificate indicate the manner
of death is homicide, undetermined, or pending investigation 'and'there is an active law en-
forcement investigation, within the meaning of section 13.82, subdivision 5, relating to the
death of the deceased individual, the data remain confidential or protected nonpublic. Upon
review by the county attorney of the jurisdiction in which the law enforcement investigation
is active, the data may be released to persons described in subdivision8 if the county attorney
determines release would not impede the ongoing investigation. When the law enforcement
investigation becomes inactive, the data are private or nonpublic data. Nothing in this subdi-
vision shall be construed to make not public the data elements identified in subdivision 2 at
any point in the investigation or thereafter.

Subd. 5. Other data. All other medical examiner data on deceased individuals are non-
public and shall not be disclosed except: . ' .

M pursuant {6 the provrsrons of chapter 390, orany other general or local law on county
coroners or medical examiners;

(2) to a state or federal agency charged by law with investigating the death of the de-
ceased individual about whom the medical examiner or coroner has medical examiner data;
or

3) pursuant to a valid court order. ‘

Subd. 6. Other data. Unless a statute spec1ﬁcally provrdes adifferent c1ass1ﬁcatlon all
other data created or collected by a county coroner or medical examiner that is not data on
deceased individuals or the manner and circumstances of their death is public pursuant to
section 13. 03

Ve

Subd. 7. Court review. Any person may petition the drstnct court located in the county
where medical examiner data is being maintained to authorize disclosure of nonpublic, pro-
tected nonpublic, or confidential medical examiner data. The petitioner shall notify the med-
ical examiner or coroner. The court may notify other interested persons and require their
presence at a hearing. A hearing may be held immediately if the parties agree, and in any
event shall be held as soon as practicable. After examining the datain camera, the court may
order disclosure of the data if it determines that disclosure. would be in the public interest.

Subd. 8. Access to nonpublic data, The data made nonpublic by this section are acces-
sible'to the physician who attended the decedent at the time of death, the legal representative
of the decedent’s estate and to the decedent’s surviving spouse, parents, children, and sib-
lings and their legal representatlves

¢

Subd. 9. Change in classification. Data classrﬁed as nonpubhc protected nonpublic,
or confidential by th1s section shall be classified as pubhc 30 years after the date of death of
the decedent.
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Subd. 10.. Classification of certain medical examiner'and coroner data. Data de-
scribed in sections 383B.225, subdivision 6, 390.11, subd1v1s1on 7, and 390.32, subdivision
6, shall be classified as described therein.

History: 1981 ¢ 311 s 24,39; 1982 ¢ 545 5 24; 1985 ¢ 298's 37; 1986 ¢ 444, 1987 ¢
495 1;1989c 1755 2; I990c573s13—17 ]991 c319s 1]—]3 1995c29s] 2; 1995c
259art1s24 o

13.84 COURT SERVICES DATA. T

' - Subdivision 1. Definition. As used in this section “court services data” means data that
are created, collected, used or maintained by a court services department, parole or probation
authority, correctional agency, or by an-agent-designated by the court to perform studies or
other duties and that are on individuals who are or were defendants, parolees or probationers
of a municipal, district or county court, participants in diversion programs, petitioners or re-
spondents to-a family court,.or juveniles adjudicated delinquent-and committed, detained
prior to a court hearing or hearings, or found to be dependent or neglected and placed under
the supervision of the court. ) .

Subd. 2. General. Unless the data is summary data ora statute, 1nclud1ng sectlons
609.115 and 257.70, spec1f1ca11y prov1des a dlfferent classification, the following court ser-
vices data are classified as private pursuant to section 13.02, subdiyision 12:

(a) Court services data on individuals gathered at the requeést of a mumc1pal district or
county court to determine the need for any treatment, rehabilitation, counseling, or any other
need of a defendant, parolee, probationer; or participant in a diversion pro gram, and used by
the court to assist in assigning an appropnate sentence or other disposition in a case;

(b) Court services data on petitioners or respondents to a family court gathered at the
request of the court for purposes of, but notlimited to, individual, family, marriage, chemical
dependency and marriage dissolution adjustment counseling, including recommendations to
the court as to the custody of minor children in marriage dissolution cases;

(c) Court services data on individuals gathered by psychologists in the course of provid-
ing the court orits staff with psychological evaluations or in the course of counseling individ-
ual clients referred by the court for the purpose of assisting them with personal conflicts or
difficulties.

Subd. 3. Third party information. Whenever, in the course of gathering the private
data specified above, a psychologist, probation officer or other agent of the court is directed
by the court to obtain data on individual defendants, parolees, probationers, or petitioners or
respondents in a family court, and the source of that data provides the data only upon the
condition of its being held confidential, that data and the identity of the source shall be confi-
dential data on individuals, pursuant to section 13.02, subdivision 3.

. Subd. 4. Probation data. Progress reports and other reports and recommendations pro-
vided at the request of the court by parole or probation officers for the purpose of determining
the appropriate legal action or disposition regarding an individual on probation are confiden-
tial data on individuals.

Subd. 5. Dlsclosure anate or conﬁdennal court serv1ces data shall not be disclosed
except:

(a) Pursuant to section 13.05;

(b) Pursuant to a statute specifically authorizing dlsclosure of court services data;

(c) With the written permission of the source of confidential data;

(d) To the court services department, parole or probation authority or correctional
agency having statutorily granted supervision over the individual subject of the data;

(e) Pursuant to subdivision 5a; or

(f) Pursuant to a valid court order.

Subd. 5a. Public benefit data. (a) The responsible authonty orits des1gnee ofa parole
or probation authority or correctional agency may release pnvate or confidential court ser-
vices data related to:

(1) criminal acts to any law enforcernent agency, if necessary for law enforcement pur-
poses; and .
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(2) criminal acts or delinquent acts to the victims of criminal or delinquent acts to the
extent that the data are necessary for the victim to assert the victim’s legal right to restitution.

(b) A parole or probation authority, a correctional agency, or agencies that provide
correctional services under contract to a correctional agency may release to a law enforce-
ment agency the following data on defendants, parolees, or probationers: current address,
dates of entrance to and departure from agency programs, and dates and times of any ab-
sences, both authorized and unauthorized, from a correctional program.

(c) The responsible authority or its designee of a juvenile correctional agency may re-
lease private or confidential court services data to a victim of a delinquent act to the extent the
data are necessary to enable the victim to assert the victim’s right to request notice of release
under section 611A.06. The data that may be released include only the name, home address,
and placement site of a juvenile who has beensplaced in a juvenile correctional facility as a
result of a delinquent act.

Subd. 6. Public data. The following court services data on adult individuals is public:

(a) name, age, sex, occupation and the faét that an individual is a parolee, probatloner or
participant in a diversion program, and if so, at what location;

(b) the offense for which the individual was placed under supervision;

(c) the dates supervrslon began and ended and the duration of supervision;

(d) court services data which was public in a court or other agency which originated the
data;

(e) arrestand detentron orders orders for parole or probation revocation and the reasons
for revocation;

(f) the conditions of parole, probation or participation and the extent to which those
conditions have been or are being met;

(g) identities of agencies, units within agencies and individuals providing supervision;
and

(h) the legal basis for any change in supervision and the date, time and locations
associated with the change.

Subd. 7. Limitation. Nothing in this section shall limit public access to data made pub-
lic by section 13.82.

Subd. 8. Child abuse data; release to'child protective services. A court services
agency may release private or confidential data on an active case involving assessment or
investigation of actions that are defined as sexual abuse, physical abuse, or neglect under sec-
tion 626.556 to a local welfare agency if:

(1) the local welfare agency has an active case involving acommon client or clients who
are the subject of the data; and

(2) the data are necessary for the local welfare agency to effectively process the
agency’s case, including investigating or perfonmng other duties relating to the case re-
quired by law.

Court services data disclosed under this subdivision may be used only for purposes of
the active case described in clause (1) and may not be further disclosed to any other person or

agency, except as authorized by law.

History: 1981 ¢ 311 5 39; 1982 ¢ 545 5 18,24; 1985 ¢ 298 5 38,39; 1988 ¢ 670 5 5,6;
1989 ¢ 2785 1; 1990 ¢ 573 5 18; 1990 ¢ 5795 1; 1991 ¢ 319 5 14; 1994 c 618 art 1 5 16

13.85 CORRECTIONS AND DETENTION DATA.

Subdivision 1. Definition. As used in this section, “corrections and detention data”
means data on individuals created, collected, used or maintained because of their lawful con-
finement or detainment in state reformatories, prisons and correctional facilities, municipal
or county jails, lockups work houses, work farms and all other correctional and detention
facilities.

Subd. 2. Prlvate data. Unless the data are summary data or arrest data, or a statute spe-
cifically provides a different classification, corrections and detention data on individuals are
classified as private pursuant to section 13.02, subdivision 12, to the extent that the release of
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the data would either (a) disclose medical, psychological, or financial information, or per-
sonal information not related to their lawful confinement or detainment or (b) endanger an
individual’s life.

Subd. 3. Confidential data. Corrections and detention data are confidential, pursuant
to section 13.02, subdivision 3, to the extent that release of the data would: (a) endanger an
individual’s life, (b) endanger the effectiveness of an investigation authorized by statute and
relating to the enforcement of rules orlaw, (c) identify a confidential mformant or (d) clearly
endanger the security of any institution or its-population.

Subd. 4. Public data. After any presentation to a court, any data made private or confi-
dential by this section shall be public to the extent reflected in court records.

Subd. 5. Public benefit data. The responsible authority or its designee of any agency
that maintains corrections and detention data may release private or confidential corrections
and detention data to any law enforcement agency, if necessary for law enforcement pur-
poses, or to the victim of a criminal act where the data are necessary for the victim to assert
the victim’s legal right to restitution.

History: 1981 ¢ 311 5 39; 1982 ¢ 545 5 17,24;-1988 ¢ 670 5 7; 1998 ¢ 3715 5

13.86 INVESTIGATIVE DETENTION DATA.

Subdivision 1. Definition. As used in this section, “investigative detention data” means
government data created, collected, used or maintained by the state correctional facilities,
municipal or,county.jails,-lockups, work houses, work farms and other correctional and
detention facilities which: (a) if revealed, would disclose the identity of an informant who
provided information about suspected illegal activities, and (b) if revealed, is likely to sub-
ject the informant to physical reprisals by others. '

Subd. 2. General. Investigative detention data is confidential and shall not be d1sclosed
except:

(a) Pursuant to section 13.05 or any other statute;

_ (b) Pursuant to a valid court order; or

* (c) To a party named in a civil or criminal proceeding, whether administrative or yudi-
cial, to the extent required by the relevant rules of civil.or criminal procedure. -

* " History: 1979 ¢ 102 s 13; 1980 ¢ 603 s 22; 1981 ¢ 311 5 39; 1982 ¢ 545 5 24

13.861 SECURITY SERVICE DATA.

Subdivision 1. Definitions. As used in this section:

(a) “Security service” means an-organization that provides security services to a state
agency or pohtlcal subdivision as a part of the governmental entity or under contract to it.
Security service does not include a law enforcement agency.

(b) “Security service data” means all data collected, created, 'or maintained by a security
service for the purpose of providing security services.

Subd. 2. Classification. Security service data that are similar to the data described as
request for service data and response or incident data in section 13.82, subdivisions 3 and 4,
are public. If personnel of a security service make a citizen’s arrest, then any security service
data that are similar to the data described as arrest data in section 13.82, subdivision 2, are
public. If a security service participates in but does not make an arrest it shall, upon request,
provide data that identify the arresting law enforcement agency. All other security service
data are security information pursuant to section 13.37.

History: 71993 ¢ 351 s 19

13.87 CRIMINAL HISTORY DATA.

Subdivision 1. Definition. For purposes of this section, “criminal hlstory data” means
all data maintained in criminal history records compiled by the bureau of criminal apprehen-
sion and disseminated through the criminal justice information system, including, but not
limited to fingerprints, photographs, identification data, arrest data, prosecution data, crimi-
nal court data, custody and supervision data.
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Subd. 2. Classification. Criminal history data maintained by agencies, political subdi-
visions and statewide systems are classified as private, pursuant to section 13.02, subdivision
12, except that data created, collected, or maintained by the bureau of criminal apprehension
thatidentify anindividual who was convicted of a crime and the offense of which the individ-
ual was convicted are public data for 15 years following the discharge of the sentence im-
posed for the offense.

The bureau of criminal apprehension shall provide to the public at the central office of
the bureau the ability to inspect in person, at no charge, through a computer monitor the crim-
inal conviction data classified as public under this subdivision.

Subd. 3. Limitation. Nothing in this section shall limit pubhc access to data made pub-
lic by section 13.82.

History: 1981 ¢ 311 s 39; 1982 ¢ 545 5 16,24; 1993 ¢ 1715 2;1993 c 326 art 11 s 1

13.88 COMMUNITY DISPUTE RESOLUTION CENTER DATA.

The guidelines shall provide that all files relating to a case in a community dispute reso-
lution program are to be classified as private data on individuals, pursuant to section 13.02,
subdivision 12, with the following exceptions:

(1) When a party to the case has been formally charged with a criminal offense, the data
are to be classified as public data on individuals, pursuant to section 13.02, subdivision 15.

(2) Data relating to suspected neglect or physical or sexual abuse of children or mal-
treatment of vulnerable adults are to be subject to the reporting requirements of sections
626.556°and 626.557.

History: 1984 c 654 art 2 5 39; 1995c¢ 229 art 4 s 2

13.89 DISSEMINATION OF DATA TO PROTECTION AND ADVOCACY SYS-
TEMS.

Subdivision 1. Mental retardation. Data on clients and residents of facilities or pro-
grams licensed pursuant to sections 144.50to 144.58,245A.01 to 245A.16, and 252.28, sub-
division 2, may be disseminated to the protection and advocacy system established in this
state pursuant to Part C of Public Law Number 98-527 to protect the legal and human rights
of persons with mental retardation or otherrelated conditions who live in residential facilities
or programs for these persons if:

(1) the protection and advocacy system receives a complaint by or on behalf of that per-
son; and

(2) the person does not have a legal guardian or the state or a designee of the state is the
legal guardian of the person.

Subd. 2. Mental illness or emotional impairment. Data on an individual who has sig-
nificant mental illness or emotional impairment and who is an inpatient or resident in a facil-
ity rendering care or treatment may be disseminated to the protection and advocacy system
established in this state pursuant to Public Law Number 99-319 to protect the rights of men-
tally ill individuals if:

(1) the protection and advocacy system receives a complaint by or on behalf of the per-
son or there is probable cause to believe that the person has been subjected to abuse or ne-
glect, as defined in Public Law Number 99-319; ‘

(2) the person is by reason of a mental or physical condition unable to authorize the sys-
tem to have access to data; and

(3) the person does not have a legal guardian or the state is the legal guardian of the per-
son.

History: 1985 ¢ 298 5 42; 1987 ¢ 236 s 1; 1989 ¢ 209 art 2 s 1; 1995 c 259 art I s
25

13.90 JUDICIARY EXEMPT.

- Subdivision 1. Definition. For purposes of this section, “judiciary” means any office,
officer, department, division, board, commission, committee, or agency of the courts of this
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state, whether or not of record, including but not'limited to the board of law examiners, the
lawyer’s professional responsibility board, the board of judicial standards, the lawyer’s trust
account board, the state law library, the state court administrator’s office, the d1stnct court
administrator’s office, and the office of the court administrator.

* Subd. 2. Exemption. The judiciary is not governed by this chapter. Access to data ofthe
judiciary is governed by rules adopted by the supreme court.

History: 1985 ¢ 298 s 44; 1Sp1986 ¢ 3 art 1 5 82; 1995 ¢ 259 art 1 s 26

LAWS CLASSIFYING GOVERNMENT DATA
CODIFIED OUTSIDE CHAPTER 13

13. 99 OTHER GOVERNMENT DATA PROVISIONS

Subdivision 1. Provisions coded in-other chapters. The laws. enumerated in this sec-
tion are codified outside-of this chapter and classify government data as other than public or
place restrictions on access to government data. Except for records of the judiciary, the defi-
nitions and general provisions in sections 13.01 to 13.07 and the remedies and penalties pro-
vided in sections 13.08 and 13.09 also apply to data and records listed in this section and to
other provisions.of statute that provide access to government data and records or rights re-
garding government data similar to those established. by.section 13.04.

Subd. 2. [Repealed, 1996 ¢ 305 art 15 2] .

Subd. 3. Legislative audit data. Datarelating to an aud1t performed under sectlon 3.97
are classified under section 3.97, subdivision 11. s

Subd. 3a. State auditor data. Data relating to an audlt under chapter 6 are class1ﬁed
under section 6.715.

Subd. 4. Campaign finance and public disclosure board mformatlon Dlsclosure by
* the campalgn finance and public disclosure board of information about a. complalnt orinves-
tigation is governed by section 10A.02, subdivision 11.

Subd. 5. Ethical practlces investigation data. The record of certa1n 1nvest1gat10ns
conducted under chapter 10A is classified, and disposition of certain.information is gov-
emed by section 10A.02, subdivision 11a. .

. Subd. 5a. Campaign finance and public disclesure board oplmons A request. fora
campalgn finance and publi¢-disclosure board advisory opinion and the oplmon itself are
classified under section 10A.02, subdivision 12.

. Subd. 6. Register of ownership of bonds or certificates. Information in a register of
ownershrp of state bonds or certificates 18 classified under section 16A.672,-subdivision 11.

Subd. 6a. State debt collection data. Data on debtors received, collected; created, or
maintained by the commissioner of finance are classified under section 16D.06.

- Subd. 6b. Agriculture best management practices loan program. Data collected by
the commussioner on applicants or borrowers for the agriculture best management practlces
loan program are ‘governed by section 17.117.

Subd. 6c. Aquaculture data. Data on aquatic farrmng held by the pollutton control
agency is classified under section 17.498.

Subd. 6d. Agrlcultural producer association and commodlty handlers Access to
data filed with the commiissioner of.agriculture by agricultural producer associations and
agricultural commodity handlers is governed by section 17.694, subdivision 1. .

- Subd. 6e. Agricultural commodities promotion council. Financial information on
producers of agricultural commodities that is provided to the agricultural commodities
promotion council is governed by section 17.62. -

Subd. 7. Pesticide dealer and appllcator records. Records of pesticide dealers and
applicators inspected or copied by the commissioner of agriculture are classified under sec-
tions 18B.37, subdivision 5, and 18B.38. :

Subd. 7a. Wholesale produce dealers. Financial data submitted by a hcense apphcant
is classified under section 27.04, subdivision 2.

Subd. 7b. Meat mspectlon data: Access to information obtained by the commissioner
of agriculture under the meat inspection law is governed by section 31A.27, subdivision 3.
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Subd. 8. Dairy reports to commissioner of agriculture. Disclosure of information in
reports about da1ry production required to be filed with the commissioner of agriculture un-
der section 32.19 is governed by that section.

Subd. 8a. Dairy product data. Financial and productlon information obtained by the
commissioner of agriculture to administer chapter 32 are classified under section 32.71, sub-
division 2.

Subd. 9. Family farm security. Datareceived or prepared by the commissioner of agri-
culture regarding family farm security loans are classified in section 41.63.

Subd. 10. Rural finance authority. Certain data received or prepared by the rural fi-
nance authority are classified pursuant to section 41B.211.

Subd. 11. World trade center. Certain data received or developed by the governing
board of the Minnesota world trade center corporation are classified in section 44A.08.

Subd. 11a. Certain data received by commissioner of commerce. Certain data re-
ceived because of the participation of the commissioner of commerce in various organiza-
tions are classified under section 45.012.

Subd. 11b. Bank incorporators data. Financial data on individuals submitted by in-
corporators proposing to organize a bank are classified under section 46.041, subdivision 1.

Subd. 12. Commerce department data on financial institutions. The disclosure by
the commissioner of commerce of facts and information obtained in the course of examining
financial institutions and in relation to complaints filed with the commissioner is governed
by section 46.07, subdivisions 2 and 3.

Subd. 12a. Electronic financial terminal data. Information obtained by the commis-
sioner of commerce in the course of verifying electronic financial terminal equipment is clas-
sified under section 47.66. :

Subd. 13. [Repealed, 1997 ¢ 157 s 72] . ,

Subd. 13a. Licensed currency exchanges. Financial information in annual reports
submitted to the commissioner of commerce by currency exchanges is classified in section
53A.081, subdivision 4.

Subd. 14. Examination of insurance companies. Information obtained by the com-
missioner of commerce in the course of supervising or examining insurance companies is
classified under section 60A.03, subdivision 9. An examination report of a domestic or for-
eign insurance company prepared by the commissioner 1s classified pursuant to sectlon
60A.031, subdivision 4.

Subd. 14a. Surplus lines insurer data. Repons and recommendatlons on the financial
condition of eligible surplus lines insurers submitted to the commissioner of commerce are
classified under section 60A.208, subdivision 7.

Subd. 14b. Material transaction reports. Reports required to be filed by insurers re-
garding certain material transactions are classified under section 60A.135, subdivision 4.

Subd. 14c. Risk-based capital data. Risk—based capital reports and related reports,
data, and orders maintained by the commissioner of commerce are classified under section
60A.67.

Subd. 15. Insurance company information. Data received by the department of com-
merce under section 60A.93 are classified as provided by that-section.

Subd. 15a. Viatical settlements data. Viatical settlements data provided to the com-
missioner of commerce are classified under section 60A.968, subdivision 2.

Subd. 16. Proceeding and records in summary proceedings against insurers. Ac-
cess to proceedings and records of summary proceedings by the commissioner of commerce
against insurers and judicial review of such proceedings is governed by section 60B.14, sub-
divisions 1, 2, and 3.

. Subd. 17. Insurance Guaranty Association. The commissioner may share data with
the board of the Minnesota Insurance Guaranty Association as provided by section 60C.14,
subdivision 2.

Subd. 17a. HMO financial statements. Unaudited financial statements submitted to
the commissioner by a health maintenance organization are classified under section 62D.08,
subdivision 6.
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* Subd. 17b.,Insurer financial condition data. Recommendations on 'the financial
condition of an insurer submitted to the commissioner of commerce by the insurance guaran-
ty association are classified under section 60C.15. )

Subd. 18. Various insurance data. Disclosure of information obtained by the commis-
sioner of commerce under section 60D.18, 60D.19, or 6OD 20 is governed by section
60D.22.

Subd 18a. Insurer supervision data Dataon msurers superv1sed by the comrmss1oner
of commerce under chapter 60G are classified under section 60G.03, subdivision 1. .

Subd. 18b Insurance agent termmatron .Access to data on insurance agent termrna-
tions held by the comrmssroner of. commerce is governed by section 60K.10.

Subd. 18c. Assoclatlon data Certam data submitted to the commissioner of commerce
by a life and health guaranty association are classified under section 61B.28, subdiyision 2.
.. _Subd. 18d. Selicitor or agent data. Data relating to suspension or revocation of asolic-
1tor s or agent s license are class1ﬁed under section 62C 17, subdivision 4.

) "'Subd. 19. HMO examlnatlons Data obtained by the commissioner of health in the
course of an'examination of the affdirs of a health malntenance orgamzatron are class1ﬁed
under section 62D.14, subdivisionis 1 and 4. ™

Subd. 19a. Health technology data. Data obtained by the health technology advrsory
committee about a specific technology aré class1ﬁed under sect1on 62J 152, subdivision 7.

Subd. 19b. Provider conflicts of interest, Certam datain transmon 1 plans submltted by
providers to comply w1th sectron 62J 23 subdivision 2 on conﬂrcts of 1nterest are class1ﬁed
under that section.© ' ,

Subd. 19c. Health data and research initiatives. Data collected by the comrmss1oner
of health for data and research initiatives are classified under section 621.321, subd1v1s1on 5.
Data collected for purposes of sections 62J.301 to 62).42 that 1dent1fy patlents or pr0v1ders
are classified under section 62J.321, subdivision 5.

Subd. 19d. Health carrier data. Data réceived by the commissioner from' health carri-
ers under chapter 62L are classified under section 62L..10, subdivision 3. =" ! .

Subd. 19¢. Small employer reinsurance association data. Patient identifying data
held by the reinsurance-association are classified under section'62L..16, subdivision 6.

Subd. 19f. Legal service plan solicitor or agent data. Information containéd in a re-
quest by a legal service plan-for termination of'a sohcrtor s or agent s 11cense 1s class1ﬁed
under section 62G.20, subdivision 3. * - r , : v

Subd. 19g. [Repealed, 1998 c 254 art 1 s 3] PR )
. Subd..19h. Health care cost containment. Data required to be subrmtted under health
care cost containment provisions are classified by sections' 62J.321, subdivision 5 and
62].452, subdivision 2. e

-Subd. 19i. Health data institute. Health data 1nst1tute data are class1ﬁed under sectron
62J.452, subdivision 2.- AL SN Sro

Subd. 19;. Essentlal community provrder Dataon appllcatrons for de81gnatlon asan
~ essential community provider are classified under. section 62Q.19; subdivision 2. .

‘Subd.. 19k. Preferred provider agreements. Tlie terms and conditions of:certain pre-
ferred provider agreements are classified in'section 62E.13, subdivision'11.. * »* v

Subd. 191. Minnesota risk adjustment association. Data privacy issues concerning
the Minnesota risk adjustment association are governed by section 62Q.03, subdivision 9.

"' Subd. 19m. Data held by office of health care consumer assistance, advocacy, and
. information. Consumer complaint data collected or maintained by the office of health care
consumer assistance, advocacy, and information under sectlons 62J.77 and'62J.80 are classr-
fied under section 62J.79, subdivision 4: ( "

. Subd. 20. Auto theft data. The sharing of data on auto thefts between law enforcement‘
and prosecutors and insurers is governed by section 65B.82. LT

Subd. 20a. Insurance contract data. Certain insurance contract data held by the com-
missioner of commerce are classified under section 72A:20, subdivision 15.

. Subd. 20b. Health claims appeals. Documents that are part of an appeal from denial of
health care coverage for experimental treatment are classified under section 72A.327. . -
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Subd. 20c. Self-insurers advisory committee. Data received by the self-insurers’ ad-
visory committee from the commissioner is classified under section’79A.02, subdivision 2.

Subd. 21. Self-insurers’ security fund. Disclosure of certaindata recelved by the self—
msurers security is governed by 'section 79A.09, subdivision 4.

""Subd. 21a. Mineral data. Data submitted in applying for a permit for mmeral deposrt
evaluation and asaresultof exploratlon are classrﬁed under sect10n 1031 605 subd1v1s1ons 2
and 4. T ‘

Subd. 21b. Transfer station data Data received by a county or d1str1ct from a transfer
station under section 115A.84, subdivision 5, are'classified under that section.

Subd. 2lc. Customer lists. Customer lists provided to counties or crtles by sol1d waste
collectorsare classified under section 115A.93, subdivisior 5 "

~ 'Subd. 21d. [Repealed, 1997 c 7 art1s1] ‘

Subd. 21e. Exclusion of waste materials. Data included i ina document submltted by a
transfer station under section 115A. 84 subd1v1s1on 5,is class1ﬁed under that subd1v1s1on

Subd. 22. Environmental response. Certam data obtamed by the pollutlon control
agency from a person who may be responsible fora release are class1fied in section 1 15B. 17,
subdivision 5. .

'Subd23. Hazardous waste generators Data exchanged between the pollutron con-
trol agency and the department of reveniie under sections 115B 24 and 116 075 subdivision
2, are classified under section 115B.24, subd1V1s10n 5 .

Subd. 24. Solid waste records. (@) Records of solid waste fa01ht1es recelved inspected,
or copied by a county pursuant to section 115A.882 are classified pursuant to section
l15A 882, subd1v1s1on 3.

(b) Customer lists prov1ded to countles or c1t1es by solid waste collectors are class1ﬁed
under section 115A.93. .

Subd. 24a. [Repealed, 1997 ¢ 7 art 1s2] , | - o

Subd. 24b. Petroleum tank release. Certain data in connection w1th a petroleum tank
release are classified under section 115C.03, subdivision 8. ;

Subd. 24c. Toxic pollution prevention: plans. Toxic pollutlon preventron plans are
classified under section 115D.09. v .

:Subd. 25..Hazardous waste generators. Information prov1ded by hazardous waste
generators under section 473.151 and for whlch conﬁdentrahty is clalmed is govemed by
section 116.075, subdivision 2.

.+ -Subd.26. Pollution control agency tests Trade secret mformatlon made avallable by
applicants for certain-projects- of the pollutlon control agency is class1ﬁed under section
116.54. - S

.Subd. 27. Low-level radioactive: waste Certain data given to the po]lutlon control
agency by persons' who generate, transport, or drspose of low—level radroactrve waste are
classified under.section 116C.840. Non e

Subd. 27a. Minnesota Technology, Inc: Data on a tape of a closed board meetmg of
Minnesota Technology, Inc. are classified undersection 1160.03, subdivision'6..Certain data
disclosed to the board or employees of Minnesota Technology, Inc. are classified under sec-

. tlon 1160.03, subdivision 7. - Sl BT W

Subd. 27b. Airlines data. Spemﬁed data about an airline subrmtted mrconnectlon with
state financing of certain aircraft maintenance facilities are class1ﬁed under section 116R.02,
subdivision 3. Cora : .

. Subd.i27c. anesota Busmess Fmance, Inc. Varrous data held by anesota Busr-
ness Finance, Inc. are classified under section 116S.02, subdivision 8.

* ~ Subd. 27d. Learning readiness program. Data on a child part1c1pat1ng ina learmng
readiness program are classified under section 124D.15, subdivision 9.

Subd. 27¢. Developmental screening. Data collected in early ch11dhood developmen—
tal screemng programs are classified under section 121A.18.

¢ Subd. 27f. Teacher license reporting. Data on certain teacher dlscharges and fes1gna-
tions reported under section 122A.20 are classified under that section. - ’ :
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Subd. 28. Student financial aid. Data collected.and used by the higher education ser-
vices-office on applicants for financial assistance are classified under section. 136A.162.

Subd. 28a. Higher education services office. Financial records submitted by schools
registering with the higher education services office are classified under section 136A.64.

Subd. 28b. Nursing home residents. Access to certain data on assessments of care and
services to nursing home residents is governed by section 144.0721, subdivision 2.

Subd. 29. Restrictions on access to archives records. Limitations on access to records
transferred to the state archives are provided in section 138.17, subdivision Ic.

Subd. 29a. Parents’ social security number; birth certificate. Parents’ social securi-
ty numbers provided for a child’s birth certificate are classified under section 144.215, subdi-
vision 4.

Subd. 29b. Public health studies. Data held by the commissioner of health in connec-
tion with public health studies are classified under section 144.053.

Subd. 29c. Rural hospital grants. Financial data on individual hospitals under the rural
hospital grant program are classified under section 144.147, subdivision 5.

Subd. 30. Foundling registration. The report of the finding of an infant of unknown
parentage is classified under, section 144.216, subdivision 2.

Subd. 31. New certificate of birth. In circumstances in which a new certificate of birth
may be issued under section 144.218, the original certificate of birth is classified as provided
in that section. . _

Subd. 31a. Vital records. Physical access to vital records is governed by section
144.225, subdivision 1.

" * Subd. 32. Birth certificate of child of unmarrled parents Access to the birth certifi-
cate of a child whose parents were not ‘married to each other when the child was conceived or
born is governed by sections 144.225, subdivision 2, and 257.73.

Subd. 33. Human leukocyte antigen type registry. Data identifying a person and the
person’s human leukocyte antigen type which is maintained by a government enuty are clas-
sified under section 144.336, subdivision 1.

Subd. 34. Health threat procedures. Data in a health directive issued by the commis-
sioner of health or a board of health are classified in section 144.4186.

Subd. 35. Certainhealth inspections. Disclosure of certain data received by the com-
missioner of health under sections 144.50 to 144.56 is governed by section 144.58.

Subd. 35a. Public hospital meetings. Data from a closed meeting of a public hosp1ta1
are classified under section 144.581, subdivision 5.

Subd. 35b. Epidemiologic data. Epidemiolo g1c data that 1dent1fy 1nd1v1dua1s are clas-
sified under section 144.6581.

Subd. 35¢. Traumatic injury data. Data on individuals with a brain or spinal injury
collected by the commissioner of health are classified under section 144.665.

Subd. 36. Cancer surveillance system. Data on individuals collected by the cancer sur-
veillance system are classified pursuant to section 144.69. :

Subd. 37. Medical malpractice claims reports. Reports of medical malpractice claims
submitted by an insurer to the commissioner of health under section 144.693 are classified as
provided in section 144.693, subdivision 1.

‘Subd. 38. Health test results. Health test results obtained under chapter 144 are classi-
fied under section 144.768. -

Subd. 38a. Ambulance service data. Data required to be reported by ambulance ser-
vices under section 144E.17, subdivision 1, are classified under that section. -

Subd. 38b. Lead exposure data. Data on individuals exposed to lead in their residences
are classified under sections 144.9502, subdivision 9, and 144.9504, subdivision 2.

Subd. 39. Home care services. Certain data from providers of home care services given
to the commissioner of health -are classified under.sections 144A.46, subdivision 5, and
144A.47. .

Subd. 39a. [Repealed, 1996 ¢ 305 art 1 s 6].

Subd. 40. Terminated pregnancnes Disclosure of reports of tenmnated pregnan01es
made to the commissioner of health is governed by section 145.413, subdivision 1.
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Subd. 41. Review orgamzatlon data. Disclosure of data and information acquired by a
review organization as defined in section 145.61, subdivision 5, is governed by section
145.64. P

Subd. 42. Famlly planmng grants Inforrnatlon gathered under section 145.925 is
classified under section 145.925, subdivision 6.

Subd. 42a. Board of medical practice. Data held by the board of medical practice in
connection with disciplinary matters are classified under sections 147.01, subdivision 4, and
147.091, subdivision 6.

Subd. 42b. Report of violations. Certain reportsof v1olat10ns submitted to the board of
medical practice are classified under section 147.121.

Subd. 43. Physician investigation records. Patient medical records pr0v1ded to the
board of medical practice under section 147.131 are classified under that section.

Subd. 44. Record of physician dlsc1plmary action. The administrative record of any
disciplinary action taken by the board of medical practice under sections 147.01 to 147.22 is
sealed upon judicial review as provided in section 147.151. Certain data relating to sexual
misconduct are classified under sections 147.092 and 147.01.

Subd. 45. Chlropractlc review records. Data of the board of chiropractic examiners
and the peer review committee are c1a331ﬁed under sectlons 148.10, subd1v1s1on 1, and
148.106, subdivision' 10.

Subd. 46. Disciplinary action against nurses. Data obtained under section 148.261,
subdivision 5, by the board of nursing are classified under that subdivision.

Subd. 47. Medical records obtained by board of nursing. Medical records of a patlent
cared for by a nurse who is under review by the board of nursing are classified under sections
148.191, subdivision 2, and 148.265.

Subd. 48. Records of nurse dlsaplmary action. The administrative records of any dis-
ciplinary, action taken by the board of nursing under sections 148.171 to 148. 285 are sealed
upon judicial review as provided in section 148.266.

Subd. 48a. Licensee residence addresses. Residence addresses of certain professional
licensees are classified under section 148B.04, subdivision 6. )

Subd. 49. Client, licensee, and reporting of violations records obtained by boards
on mental health and social work. Client records obtained by a board conducting an inves-
tigation under chapter 148B are classified by section 148B.09. Certain licensing data and
data in reports of violations under chapter 148B are classified by sections 148B.04 and
148B.08.

Subd. 50. Records of secial work disciplinary actlon The administrative records of
disciplinary action taken by the board of social work are classified under section 148B.285.

Subd. 51. Social work and mental health boards. Certain data obtained by licensing
boards under chapter 148B are classified under section 148B.175, subdivisions 2 and 5.

Subd. 52. Records of unlicensed mental health practitioner disciplinary actions.
The administrative records of disciplinary action taken by the commissioner of health pur-
suant to sections 148B.60 to 148B.71 are sealed upon judicial review as provided in section
148B.65.

Subd. 52a. Mortuary science data. (a) Data on investigations and disciplinary actions
by the commissioner of health are classified under section 149A.04, subdivision 5.

(b) Data on individuals in annual reports required of certain funeral establishments are
classified under section 149A.97, subdivision 11.-

Subd. 52b. Unlicensed mental health practitioners. Certain data in connection with
the investigation of an unlicensed mental health practitioner are classified under. section
148B.66, subdivision 2.

Subd. 53. Board of dentistry. Data obtamed by the board of dentlstry under section
150A.08, subdivision 6, are classified as provided in that subdivision. Data obtained under
section 150A.081 are classified under that section.

Subd. 53a. Controlled substance convictions. Data on certain convictions for con-
trolled substances offenses may be expunged under section 152.18, subdivision 3.
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* Subd. 53b. Veterinary records. Veterinary records on clients when a veterinarian is un-
derinvestigation are classified under section 156.082. Records on the veterinarian are classi-
fied under section 156.125. .

Subd. 54. Motor vehicle registration. Various data on motor vehicle registrations are
classified under sections 168.345 and 168.346.

Subd. 54a. Chemical use assessment. A report of an assessment conducted in connec-
tion with a conviction for driving wh11e intoxicated is classified under section 169.126, sub-
division 2._ . ' :

Subd. 54b. Driver’s license cancellations. Access to data on individuals whose driv-
er’s licenses have been canceled is governed by section 171.043.

Subd. 55. Driver’s license photograph or image. Photographs or electronically pro-
duced images taken by the commissioner of public safety for drivers’ licenses are class1ﬁed
under section 171.07, subdivision la.

Subd. 56. Driver’s license address. The residence address of certam individuals pro-
vided to the commissioner of public safety in drivers’ license applications is class1f1ed under
section 171.12, subdivision. 7. ,

Subd. 56a. Driver’s license cancellation due to blmdness Data on a visual examina-

tion performed for purposes of driver’s license cancellahon are classified under section
171.32, subdivision 3. «

Subd. 57. Accident report. Release of accident reports prov1ded to the department of
public safety under section 169.09 is governed by section 169.09, subdivision 13.

Subd. 57a. Special transportatlon service prov1der Certain data relating to alleged
violations by special transportation service. prov1ders is govemed under section 174.30, sub-
division 9. .

Subd. 57b. Special transportanon service; ambulance service. Datarelating to a per-
son’s physical condition or medical treatment gathered by the commissioner of transporta-
tion or the commissioner of health in an investigation of an alleged violation by a special
transportation service provider, is governed by section 174.315.

Subd. 58. Reporters to labor and industry. Disclosure of the names of certain persons
supplying information to the department of labor and mdustry is proh1b1ted by sections
175.24 and 175.27.

Subd. 58a. Workers’ compensation medical data. Access to medlcal data in connec-
tion with a workers’ compensation claim is governed by section 176.138.

Subd. 58b. Workers’ compensation coverage. Access to the identity of anyone report-
ing that an employer may not have workers’ compensation insurance is governed by section
176.184, subdivision 5.

Subd. 59. Report of death or injury to labor and industry. Access to areport of work-
er-injury or death during the course of employment filed by an employer under section
176.231 is governed by sections 176.231, subdivisions 8 and 9, and 176.234.

Subd. 59a. Employee drug and alcohol tests. Results of employee drug and alcohol
tests are classified under section 181.954, subdivision 2.

Subd. 59b. Identity of employees making complaints. The disclosure of the 1dent1ty
of employees making certain complaints is governed by section 181.932, subdivision 2.

Subd. 60. Occupational safety and health. Certain data gathered or prepared by the
commissioner of labor and industry as part of occupational safety and health inspections are
classified under sections 182.659, subdivision 8, and 182.668, subdivision 2.

-Subd. 61. Employee drug and alcohol test results. Test results and other information
acquired in the drug and alcohol testing process, with respect to public sector employees and
applicants, are classified by section 181.954, subdivision 2, and access to them is governed
by section 181.954, subdivision 3.

Subd. 62. Certain veterans benefits. Access to files pertaining to claims for certain
veterans benefits is governed by section 196.08.

Subd. 63. Veterans service officers. Data maintained by veterans service officers are
classified under section 197.603.

Copyright © 1998 Revisor of Statutes, State of Minnesota. All Rights Reserved.



MINNESOTA STATUTES 1998

13.99 GOVERNMENT DATA PRACTICES 342

Subd. 63a. Registered voter lists. Accessto reglstered voter listsis govemed by section
201.091.

Subd. 64. Health licensing boards. Data held by health licensing boards are classified
under sections 214:10, subdivision 8, and 214.25, subdivision 1.

Subd. 64a. Combined boards data. Data held by licensing boards partrcrpatrng ina
health professional services program are classified under sections 214.34 and 214.35.

Subd. 65. Commissioner of public service. Certain energy data maintained by the
commissioner of public service are classified under section 216C.17, subdivision 4.

Subd. 65a. Energy conservation investment loan. Data contained in applications for
energy conservation investment loans, including supporting technical documentation, is
governed by section 216C.37, subdivisions 3a and 3b.

Subd. 65b. Transporting hazardous material or waste; permit applrcatron Data
submitted under section 221.0355, subdivision 9, and received by the commissioner of trans-
portation on applications for permits to transport hazardous material or hazardous waste are
classified under section 221.0355; subdivision 9. r

Subd. 65¢. Rail carrier data. Certain data submitted to the commissioner of transporta-
tion and the attorney general by acquiring and divesting rail carriers are classified under sec-
tion 222.86, subdivision 3.

Subd. 65d. Grain buyer licensee data. Financial data submitted to the commissioner
by grain buyer’s license applicants are classified under section 223.17, subdivision 6.

Subd. 65¢. Predatory offenders. Data provided under section 243.166, subdivision 7,
are classified under that section.

Subd. 66. Mental health records. Disclosure of the names and addresses of persons
receiving mental health services is governed by section 245.467, subdivision 6.

Subd. 67. Children receiving mental health services. Disclosure of identities of chil-
dren receiving mental health services under sections 245.487 to 245.4887, and the identities
of their families, is governed by section 245.4876, subdivision 7.

Subd. 68. Mental health clinics and centers. Data collected by mental health clinics
and centers approved by the commissioner of human services are classified under section
245.69, subdivision 2.

Subd. 68a. Ombudsman for mental health and retardatron Access by the ombuds-
man for mental health and mental retardation to private data on individuals'is provided under
section 245.94, subdivision 1. ‘

Subd. 69. State hospital patients. Contents of, and access to, records of state hospital
patients required to be kept by the commissioner of human services are governed by section
246.13.

Subd. 70. Chemical dependency service agreements. Certain data received by the
commissioner of human services from chemical dependency programs are classified under
section 246.64, subdivision 4. oo A

Subd. 71. [Repealed, 1995 c 186 s 7]

Subd. 72. Prepetition screening. Prepetition screening investigations for judicial com-
mitments are classified as private under section 253B.07, subdivision 1, paragraph (b).

Subd. 73. Subject of research; recipients of alcohol or drug abuse treatment. Ac-
cess to records of individuals who are the subject of research or who receive information,
assessment, or treatment concerning alcohol or drug abuse is governed by section 254A.09.

Subd. 74. Child mortality review panel. Data practices of the commissioner of hurhan
services as part of the child mortalrty review panel are governed by section 256.01, subd1v1—
sion 12.

Subd. 74a. Technology assistance review panel. Data maintained by the technology
assistance review panel under section 256.9691, subdivision 6, are classified under that sec-
tion. .

Subd. 74b. Medical assistance cost reports. Medical records of medical assistance re-
cipients obtained by the commissioner of human services for purposes of section 256B 27,
subdivision 5, are classified under that section. o
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- Subd. 74c. Ombudsman on agmg Data held by the ombudsman on agmg are classi-
fied under section 256.9744.- - .

Subd. 75. Records of artificial insemination. Access to records held by a court or other
agency concermng artificial insemination performed on a married woman with: her hus-
band’s consent is governed by section 257.56, subdivision 1.

Subd. 76. Parentage action records. Inspection of records in parentage actions held by
the court, the commissioner of human services, or elsewhere is governed by section 257.70.

Subd. 76a. Name changes of protected witnesses and victims. Court records of name
changes of participants in a witness and victim protection program are governed by section
259.10, subdivision 2. Subd. 76b. Fathers’ adoption registry. Data in

Subd. 77. Commissioner’s records of adoption. Records of adoption held by the com-
missioner of human services are classified, and access to them is governed by section 259.79,
subdivisions 1 and 3.

. Subd. 78. Adoption records. Various adoption records are cla551ﬁed under section
259.53, subdivision 1. Access to the original birth certificate of a person who has been
adopted is governed by section 259.89.

Subd. 79. Peace officers, court services, and corrections records of juveniles. In-
spection and maintenance of juvenile records held by police and the commissioner of correc-
tions and disclosure to school officials of court services data.on juveniles adJudlcated delin-
quent are ‘governied by section 260.161.

Subd. 79a. Court records. Court records of dlsposmons involving placement outs1de
this state are classified under section 260.195, subdivision 6.

Subd 80. Commissioner of economic security. Data maintained by the commissioner
of economic security are classified under section 268.19,

Subd. 81. Transitional housing data. Certain data collected used, or mamtamed by
the recipient of a grant to pr0v1de transitional housing are classified under sectron 268 38,
subdivision 9.

Subd. 8la. Wage subsrdy program Data on 1nd1v1duals collected under section
268.552, subdivision 7, are classified under that subdivision.

Subd. 81b. Minnesota youth program. Data on individuals under the Minnesota youth
program are classified undér section 268.561, subdivision 7.

Subd. 82. Emergency JObS program. Data maintained by the commissioner of eco-
nomic security for the emergency jobs program are class1ﬁed under sectlon 268.673, subdl-
vision 5.

Subd. 83. Vocational rehabilitation data. Disclosure of data obtained by the commis-
sioner of economic security regarding the vocational rehabilitation of an injured or disabled
employee is governed by section 268A.05. '

Subd. 84. Revenue Recapture Act. Data maintained by the commissioner of revenue
under the Revenue Recapture Act are classified under section'270A.11.

Subd. 85. Tax data; classification and disclosure. Classification and disclosure of tax
data created, collected, or maintained by the department of revenue under chapter 290, 290A,
291, or 297A are governed by chapter 270B.

Subd. 85a. Certificate of value. Data in a real estate'certificate of value filed with the
county auditor is classified under section 272.115, subdivision 1. :

Subd. 86. Homestead applications. The classification and disclosure of certain in-
formation collected to determine homestead classification is governed by section 273. 124
subdivision 13.

Subd. 86a. Political contribution refund. Certain political contribution refund data in
the revenue department are classified under section 290.06, subdivision 23. '

Subd. 86b. Gross earnings taxes. Certain patient data provided to the department of
revenue under chapter 295 are classified under section 295.57, subdivision 2. °

Subd. 87. Motor vehicle registrar data. Disclosure of certain information obtained by
motor vehicle registrars is governed by section 297B.12.

. Subd. 88. Marijuana and controlled substance tax information. Disclosure of in-
formation obtained under chapter 297D is governed by section 297D.13, subdivisions 1 to 3.

Copyright © 1998 Revisor of Statutes, State of Minnesota. All Rights Reserved.



MINNESOTA STATUTES 1998

13.99 GOVERNMENT DATA PRACTICES 344

Subd. 89. Mineral rights filings. Data filed pursuant to section 298.48 with the com-
missioner of revenue by owners or lessees of mineral rights are classified under section
298.48, subdivision 4..

Subd. 89a. Criminal alert network. Data on private sector members of the crlmmal
alert network are classified under section 299A.61, subdivision 2.

' Subd. 90. Undercover buy fund. Records relating to applications for grants under sec-
tion 299C.065 are classified under section 299C.065,-subdivision 4.

Subd. 90a. Criminal justice information network. Data collected by the criminal jus-
tice data communications network are classified under section 299C.46, subdivision 5.

Subd. 90b. Criminal gang investigative data system. Data in the criminal gang inves-
tigative data system are classified in section 299C.091. ’

Subd. 91. Arson investigation. Data maintained as part of arson investigations are gov-
erned by sections 299F.055 and 299F.056.

Subd. 91a. Hazardous substance emergency. Data collected by a fire department un-
der sections 299F.091 to 299F.099 are classified under sections 299F.095 and 299F. 096 sub-
division 1.

Subd. 92. Office of pipeline safety. Data obtained by the director of the office of pipe-
line safety are classified under section 2997.13.

Subd. 92a. Gambling enforcement investigative data. Data provided to the director
of the division of alcohol and gambling enforcement by a governmental entity located out-
side Minnesota for use iri an authorized investigation, audit, or background check are gov-
erned by section 2991..03, subdivision 11.

‘Subd. 92b. Data on videotape consumers. Personally identifiable information on vid-
eotape consumers received by law enforcement agencies 1s class1ﬁed under section 3251.02,
subdivision 2.

Subd. 92c. Sports bookmaking tax. Disclosure of facts contained in a sports bookmak-
1ng tax return is prohibited by section 297E.03, subdivision 8.

Subd. 92d. ‘Lottery prize winner. Certain data on a lottery pnze winner 4re classified
under section 349A.08, subdivision 9.

Subd. 92e. Professional corporations or firms. Access to records of a profess1onal
firm held by a licensing board under section 319B.11 is governed by that section.

Subd. 92f. Private detective license. Certain data on applicants for licensure as private
detectives are classified under section 326.3382, subdivision 3. .

Subd. 92g. Lottery prize winner. Certain data on lottery prize winners are classified
under section 349A.08, subdivision 9. .

Subd. 93. Human rights concnllatlon efforts. Disclosure of information concerning
efforts in a partlcular case to resolve a charge through education conference, concﬂlamon
and persuasion is governed by section 363.06, subdivision 6.

Subd. 94. Human rights department investigative data. Access to human rights de-
partment investigative data by persons other than department employees is governed by sec-
tion 363.061.

Subd. 94a. Property tax abatement. Cextam data in an apphcatlon for property tax
abatement are classified under section 375.192, subdivision 2.

Subd. 95. Records of closed county board meetings. Records of Hennepin county
board meetings permitted to be closed under section 383B.217, subdivision 7 are classified
under that subdivision. .

Subd. 95a. Medical examiner investigations. Certain data on deceased persons col-
lected or created by the Hennepin county medical examiner are classified under section
383B.225.

Subd. 96. Inquest data. Certain data collected or created in the course of a coroner’s or
medical examiner’s inquest are classified undersections 390.11, subdivision 7, and 390.32,
subdivision 6.

Subd. 96a. Selid waste collector. Data obtained in an audit of a solid waste collector
under section 400.08, subdivision 4, are classified under that subdivision.
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-Subd. 96b. 911 emergency telephone service. Public utility data and names, addresses,
and telephone numbers provided to a 911 system under section 403.07, subdivisions 3 and 4,
are classified under those subdivisions.

Subd. 96¢. Public facilities authority. Financial information received or prepared bya
public facilities authority are classified under section 446A.11, subdivision 11.

* Subd. 96d. Housing finance agency. Financial information regarding a housing fi-
nance agency loan or grant recipient are classified under section 462A.:065. :
* Subd. 97. [Repealed, 1996 ¢ 471 art 7 s:34] o L

+ Subd. 97a. Economic development data. Access to preliminary mformatlon sub-
mltted to the commissioner of trade and economic development under sections 469.142 to
469.151 or sections 469.152 to 469.165 is limited under section 469.154, subdivision 2.

- 'Subd. 98: Municipal self-insurer claims. Disclosure of information about individual
clalms filed by the employees of amunicipality Wthh isa self—msurer is governed by section
471.617, subdivision 5. e ;

Subd. 98a. Arena acquisition. Certam data in connection with a decision whether to
acquire a sports arena.are classified under section 473.598, subdivision 4.

Subd. 98b. Metropolitan airports commission: Certain airline data submitted to the
metropolitan airports commission in connection with the issuance of revenue bonds are clas-
sified under section 473.6671, subdivision3. -

Subd. 99. Metropolitan solid waste landfill fee. Information obtained from the opera-
tor of a mixed municipal solid waste disposal facility under section 473.843 is class1ﬁed un-
der section 473.843, subdivision 4.

Subd. 100. Municipal obligation register data. Informatlon contained in a reg1ster
with respect to the ownership of certain municipal obhgatlons is classified under section
475.55, subdivision 6.

Subd. 100a. Child support attorneys Certain data prov1ded by an applicant or recipi-
ent of child support enforcement services are classified under section 518.255.

Subd. 101. Child custody proceedings. Court records of child custody proceedings
may be sealed as provided in section 518.168.

‘Subd. 101a. Custody mediation. Child custody or visitation medlatlon records are
class1ﬁed under section 518.619, subdivision 5:

Subd. 101b. International will registration. Information on the execution of interna-
tional wills is classified under section 524.2-1010, subdivision 1.

Subd. 101c. Domestic abuse petitioner’s residence. Court records on the location or
residence of a petitioner in a domestic abuse proceeding are governed by section 518B.01,
subdivision 3b.

Subd. 101d. Child support parties. Certain data regarding the locatlon of parties in
connection with child support proceedings are governed by sections 256.87, subdivision 8;
257.70; and 518.005, subdivision 5. Certain data regarding the suspension of licenses of per-
sons owing child support are governed by section 518.551, subdivision 13a, and certain data
on newly hired employees maintained by the pubhc authority for support enforcement are
governed by section 256.998.

Subd. 102. Farmer-lender mediation. Data on debtors and creditors under the Farm-
er-Lender Mediation Act are classified under section 583.29.

Subd. 103. Sources of presentence investigation reports. Disclosure of confidential
sources in presentence investigation reports is governed by section 609.115, subdivision 4.

Subd. 104. Use of motor vehicle to patronize prostitutes. Use of amotor vehicle in the
commission of an offense under section 609.324 is noted on the offender’s driving records
and the notation is classified pursuant to section 609.324, subdivision 5.

Subd. 105. Sexual assault crime victims. Data on sexual assault victims are governed
by section 609.3471.

Subd. 105a. Data for assessment of offenders. Access to data for the purpose of amen-
tal health assessment of a convicted harassment offender is governed by section 609.749,
subdivision 6.
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Subd. 106. Financial disclosure for public defender services. Disclosure of financial
information provided by a defendant seeking public defender serv1ces is governed by section
611.17.

Subd. 107. Crime victim notice of release. Data on crime victims who request notrce
of an offender’s release are classified under section 611A.06.

Subd. 107a. Sex offender HIV tests. Results of HIV.tests of sex offenders under sec-
tion 611A.19, subdivision 2, are classified under that section.

Subd. 108. Battered women. Data on battered women mamtamed by grantees for
emergency shelter and support services for battered women are governed by section
611A.32, subdivision 5.

Subd. 109. Crime victim clalms for reparatlons Clalms and supportlng documents
filed by crime victims seeking reparations are classified under section 611A.57, subdivision
6.

Subd. 110. Crime victim ombudsman Data maintained by the crime victim ombuds-
man are classified under section 611A.74, subdivision 2. :

Subd. 110a. Child abuse wdeotapes Accessto child abuse videotapes prepared as part
of an investigation or evaluation is governed.by sections 13.391:and 611A.90.

Subd. 111. Reports of gunshot wounds. Disclosure of the name of a person making a
report under section 626.52, subdivision 2, is governed by section 626.53. '

Subd. 112. Child abuse report records. Data contained in child abuse report records
are classified under section 626.556. : e

Subd. 113. Vulnerable adult report records. Data containedin vulnerable adult report
records are classified under section 626.557, subdivision 12b. -

Subd. 113a. Child protection team. Data acquired by a case consultation committee or
subcommittee of a child protection team are classified by section 626.558, subdivision3.

Subd. 114. Peace officer dlsc1plme procedures. Access by an officer under investiga-
tion to the mnvestigating agency’s 1nvestrgat1ve report on the ofﬁcer is govemed by sectron
626.89, subdivision 6. 1

Subd. 115. Health data mstltute data Data created, collected received, maintained,
or disseminated by the Minnesota health data institute established under section 62J.451 are
classified under section 62] 452; access to and d1sclosure of such data are governed by sec-
tion 62J.452. . . T

History: 1991 ¢ 106s 6; 1992 c 511 art 7s -1;-1992 c569 s4;1993c13art 15 12;
1993¢c6551;1993¢177s1;1993¢c240s51; 1993 c326art2s1; 1993 c345art 3 s
18; 1993 ¢ 351 s 20-22; 1994 c 483 s 1; 1994 ¢ 5895 1; 1994 c616s 1; 1994 c 618 art 1
s17;art2 s 9-64; 1994 c 632 art2s10; art3s17; 1994 c 636 art4s4; 1995¢c 1425 1;
1995 ¢ 1555 1,2; 1995 c 1865 8; 1995 c 212 art 35 59; 1995 c 229 art4 s 3; 1995 ¢ 234
art 55 1;1995¢259art 1 s27; art4s4; art5s 1-51; 1996 ¢ 305 art 1 s 3-5; 1996 ¢
334s51; 1996 c 408 art9s 1; 1996 c 4155 1; 1996 c 440 art 1 s 18; art 2 s 1-14; 1996 ¢
471 art7s1; 1997 c7 artls 3; 1997 c22art2s1,8; 1997 c 66 579; 1997 c 129 art 2 s
15,1997 c 193 5 1; 1997 ¢ 199 s 14, 1997 ¢ 202 art 2 s 63; 1997 ¢ 203 art 6 s 2; 1997 ¢
21551; 1997 ¢ 2185 1; 1997 ¢ 239 art 85 1; 1Sp1997 ¢ 3 5 8-18; 1998 ¢ 397 art 11 5 3
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