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311 GOVERNMENT DATA PRACTICES 13.02 

GENERAL REQUIREMENTS 

13.01 GOVERNMENT DATA. 
Subdivision 1. Applicability. All state agencies, political subdivisions and state

wide systems shall be governed by this chapter. 
Subd. 2. Citation. This chapter may be cited as the "Minnesota government data 

practices act." 
Subd. 3. Scope. This chapter regulates the collection, creation, storage, mainte

nance, dissemination, and access to government data in state agencies, statewide sys
tems, and political subdivisions. It establishes a presumption that government data are 
public and are accessible by the public for both inspection and copying unless there is 
federal law, a state statute, or a temporary classification of data that provides that cer
tain data are not public. 

History: 7979c328s 1; 1981 c311s 1,39; lSpl981 c4art Is4,5; 1982c545s24; 
1991c 319 si 

13.02 COLLECTION, SECURITY, AND DISSEMINATION OF RECORDS; DEF
INITIONS. 

Subdivision 1. Applicability. As used in this chapter, the terms defined in this sec
tion have the meanings given them. 

Subd. 2. Commissioner. "Commissioner" means the commissioner of the depart
ment of administration. 

Subd. 3. Confidential data on individuals. "Confidential data on individuals" 
means data which is made not public by statute or federal law applicable to the data 
and is inaccessible to the individual subject of that data. 

Subd. 4. Data not on individuals. "Data not on individuals" means all government 
data which is not data on individuals. 

Subd. 5. Data on individuals. "Data on individuals" means all government data in 
which any individual is or can be identified as the subject of that data, unless the 
appearance of the name or other identifying data can be clearly demonstrated to be only 
incidental to the data and the data are not accessed by the name or other identifying 
data of any individual. 

Subd. 6. Designee. "Designee" means any person designated by a responsible 
authority to be in charge of individual files or systems containing government data and 
to receive and comply with requests for government data. 

Subd. 7. Government data. "Government data" means all data collected, created, 
received, maintained or disseminated by any state agency, political subdivision, or 
statewide system regardless of its physical form, storage media or conditions of use. 

Subd. 8. Individual. "Individual" means a natural person. In the case of a minor 
or an individual adjudged mentally incompetent, "individual" includes a parent or 
guardian or an individual acting as a parent or guardian in the absence of a parent or 
guardian, except that the responsible authority shall withhold data from parents or 
guardians, or individuals acting as parents or guardians in the absence of parents or 
guardians, upon request by the minor if the responsible authority determines that with
holding the data would be in the best interest of the minor. 

Subd. 8a. Not public data. "Not public data" means any government data which 
is classified by statute, federal law, or temporary classification as confidential, private, 
nonpublic, or protected nonpublic. 

Subd. 9. Nonpublic data. "Nonpublic data" means data not on individuals that is 
made by statute or federal law applicable to the data: (a) not accessible to the public; 
and (b) accessible to the subject, if any, of the data. 

Subd. 10. Person. "Person" means any individual, partnership, corporation, asso
ciation, business trust, or a legal representative of an organization. 

Subd. 11. Political subdivision. "Political subdivision" means any county, statu-
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13.02 GOVERNMENT DATA PRACTICES 312 

tory or home rule charter city, school district, special district and any board, commis
sion, district or authority created pursuant to law, local ordinance or charter provision. 
It includes any nonprofit corporation which is a community action agency organized 
pursuant to the economic opportunity act of 1964 (Public Law Number 88-452) as 
amended, to qualify for public funds, or any nonprofit social service agency which per
forms services under contract to any political subdivision, statewide system or state 
agency, to the extent that the nonprofit social service agency or nonprofit corporation 
collects, stores, disseminates, and uses data on individuals because of a contractual 
relationship with state agencies, political subdivisions or statewide systems. 

Subd. 12. Private data on individuals. "Private data on individuals" means data 
which is made by statute or federal law applicable to the data: (a) not public; and (b) 
accessible to the individual subject of that data. 

Subd. 13. Protected nonpublic data. "Protected nonpublic data" means data not on 
individuals which is made by statute or federal law applicable to the data (a) not pub
lic and (b) not accessible to the subject of the data. 

Subd. 14. Public data not on individuals. "Public data not on individuals" means 
data which is accessible to the public pursuant to section 13.03. 

Subd. IS. Public data on individuals. "Public data on individuals" means data 
which is accessible to the public in accordance with the provisions of section 13.03. 

Subd. 16. Responsible authority. "Responsible authority" in a state agency or 
statewide system means the state official designated by law or by the commissioner as 
the individual responsible for the collection, use and dissemination of any set of data 
on individuals, government data, or summary data. "Responsible authority" in any 
political subdivision means the individual designated by the governing body of that 
political subdivision as the individual responsible for the collection, use, and dissemi
nation of any set of data on individuals, government data, or summary data, unless oth
erwise provided by state law. 

Subd. 17. State agency. "State agency" means the state, the University of Minne
sota, and any office, officer, department, division, bureau, board, commission, author
ity, district or agency of the state. 

Subd. 18. Statewide system. "Statewide system" includes any record keeping sys
tem in which government data is collected, stored, disseminated and used by means 
of a system common to one or more state agencies or more than one of its political sub
divisions or any combination of state agencies and political subdivisions. 

Subd. 19. Summary data. "Summary data" means statistical records and reports 
derived from data on individuals but in which individuals are not identified and from 
which neither their identities nor any other characteristic that could uniquely identify 
an individual is ascertainable. 

History: 1974 c479s 1; 1975 c 401 s 1; 1976 c 239 s 2; 1976 c 283 s 1-5; 1977 c 375 
s 1-5; 1978 c 790 s 1; 1979 c 328 s 2-6; 1980 c 603 s 1-6; 1980 c 618 s 25; 1981 c 311 s 
2-6,39; 1982 c 545 s 1,24; 1984 c 436 s 1; 1989 c 351 s 2 

13.03 ACCESS TO GOVERNMENT DATA. 
Subdivision 1. Public data. All government data collected, created, received, main

tained or disseminated by a state agency, political subdivision, or statewide system 
shall be public unless classified by statute, or temporary classification pursuant to sec
tion 13.06, or federal law, as nonpublic or protected nonpublic, or with respect to data 
on individuals, as private or confidential. The responsible authority in every state 
agency, political subdivision and statewide system shall keep records containing gov
ernment data in such an arrangement and condition as to make them easily accessible 
for convenient use. Photographic, photostatic, microphotographic, or microfilmed rec
ords shall be considered as accessible for convenient use regardless of the size of such 
records. 

Subd. 2. Procedures. The responsible authority in every state agency, political sub
division, and statewide system shall establish procedures, consistent with this chapter, 
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to insure that requests for government data are received and complied with in an appro
priate and prompt manner. Full convenience and comprehensive accessibility shall be 
allowed to researchers including historians, genealogists and other scholars to carry out 
extensive research and complete copying of all records containing government data 
except as otherwise expressly provided by law. 

A responsible authority may designate one or more designees. 
Subd. 3. Request for access to data. Upon request to a responsible authority or des

ignee, a person shall be permitted to inspect and copy public government data at rea
sonable times and places, and, upon request, shall be informed of the data's meaning. 
If a person requests access for the purpose of inspection, the responsible authority may 
not assess a charge or require the requesting person to pay a fee to inspect data. The 
responsible authority or designee shall provide copies of public data upon request. If 
a person requests copies or electronic transmittal of the data to the person, the responsi
ble authority may require the requesting person to pay the actual costs of searching for 
and retrieving government data, including the cost of employee time, and for making, 
certifying, compiling, and electronically transmitting the copies of the data or the data, 
but may not charge for separating public from not public data. If the responsible 
authority or designee is not able to provide copies at the time a request is made, copies 
shall be supplied as soon as reasonably possible. 

When a request under this subdivision involves any person's receipt of copies of 
public government data that has commercial value and is a substantial and discrete por
tion of or an entire formula, pattern, compilation, program, device, method, technique, 
process, database, or system developed with a significant expenditure of public funds 
by the agency, the responsible authority may charge a reasonable fee for the informa
tion in addition to the costs of making, certifying, and compiling the copies. Any fee 
charged must be clearly demonstrated by the agency to relate to the actual development 
costs of the information. The responsible authority, upon the request of any person, 
shall provide sufficient documentation to explain and justify the fee being charged. 

If the responsible authority or designee determines that the requested data is classi
fied so as to deny the requesting person access, the responsible authority or designee 
shall inform the requesting person of the determination either orally at the time of the 
request, or in writing as soon after that time as possible, and shall cite the specific statu
tory section, temporary classification, or specific provision of federal law on which the 
determination is based. Upon the request of any person denied access to data, the 
responsible authority or designee shall certify in writing that the request has been 
denied and cite the specific statutory section, temporary classification, or specific provi
sion of federal law upon which the denial was based. 

Subd. 4. Change in classification of data, (a) The classification of data in the pos
session of an agency shall change if it is required to do so to comply with either judicial 
or administrative rules pertaining to the conduct of legal actions or with a specific stat
ute applicable to the data in the possession of the disseminating or receiving agency. 

(b) If data on individuals is classified as both private and confidential by this chap
ter, or any other statute or federal law, the data is private. 

(c) To the extent that government data is disseminated to state agencies, political 
subdivisions, or statewide systems by another state agency, political subdivision, or 
statewide system, the data disseminated shall have the same classification in the hands 
of the agency receiving it as it had in the hands of the entity providing it. 

Subd. 5. Copyright or patent of computer program. Nothing in this chapter or any 
other statute shall be construed to prevent a state agency, statewide system, or political 
subdivision from acquiring a copyright or patent for a computer software program or 
components of a program created by that government agency. In the event that a gov
ernment agency does acquire a patent or copyright to a computer software program or 
component of a program, the data shall be treated as trade secret information pursuant 
to section 13.37. 

Subd. 6. Discoverability of not public data. If a state agency, political subdivision, 
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or statewide system opposes discovery of government data or release of data pursuant 
to court order on the grounds that the data are classified as not public, the party that 
seeks access to the data may bring before the appropriate presiding judicial officer, arbi
trator, or administrative law judge an action to compel discovery or an action in the 
nature of an action to compel discovery. 

The presiding officer shall first decide whether the data are discoverable or releas-
able pursuant to the rules of evidence and of criminal, civil, or administrative proce
dure appropriate to the action. 

If the data are discoverable the presiding officer shall decide whether the benefit 
to the party seeking access to the data outweighs any harm to the confidentiality inter
ests of the agency maintaining the data, or of any person who has provided the data 
or who is the subject of the data, or to the privacy interest of an individual identified 
in the data. In making the decision, the presiding officer shall consider whether notice 
to the subject of the data is warranted and, if warranted, what type of notice must be 
given. The presiding officer may fashion and issue any protective orders necessary to 
assure proper handling of the data by the parties. 

Subd. 7. Data transferred to archives. When government data that is classified as 
not public by this chapter or any other statute, including private data on decedents and 
confidential data on decedents, is physically transferred to the state archives, the data 
shall no longer be classified as not public and access to and use of the data shall be gov
erned by section 138.17. 

Subd. 8. Change to classification of data not on individuals. Except for security 
information, nonpublic and protected nonpublic data shall become public either ten 
years after the creation of the data by the government agency or ten years after the data 
was received or collected by any governmental agency unless the responsible authority 
for the originating or custodial agency for the data reasonably determines that, if the 
data were made available to the public or to the data subject, the harm to the public 
or to a data subject would outweigh the benefit to the public or to the data subject. If 
the responsible authority denies access to the data, the person denied access may chal
lenge the denial by bringing an action in district court seeking release of the data. The 
action shall be brought in the district court located in the county where the data are 
being maintained, or, in the case of data maintained by a state agency, in any county. 
The data in dispute shall be examined by the court in camera. In deciding whether or 
not to release the data, the court shall consider the benefits and harms in the same man
ner as set forth above. The court shall make a written statement of findings in support 
of its decision. 

Subd. 9. Effect of changes in classification of data. Unless otherwise expressly pro
vided by a particular statute, the classification of data is determined by the law applica
ble to the data at the time a request for access to the data is made, regardless of the 
data's classification at the time it was collected, created, or received. 

Subd. 10. Costs for providing copies of data. Money collected by a responsible 
authority in a state agency for the actual cost to the agency of providing copies or elec
tronic transmittal of government data is appropriated to the agency and added to the 
appropriations from which the costs were paid. 

Subd. 11. Treatment of data classified as not public; public meetings. Not public 
data may be discussed at a meeting open to the public to the extent provided in section 
471.705, subdivision Id. 

History: 1979c328s 7; 1980c603s 7; 1981 c311 s39; !Spl981 c4art Is6; 1982 
c 545 s 2,24; 1984 c 436 s 2-4; 1985 c 298 s 1-4; 1987 c 351 s 1; 1990 c 573 s 1; 1991 c 
319 s 2; 1991 c 345 art 1 s 44; 1992 c 569 s 1,2; 1994 c 618 art 1 s 1,2 

13.04 RIGHTS OF SUBJECTS OF DATA. 
Subdivision 1. Type of data. The rights of individuals on whom the data is stored 

or to be stored shall be as set forth in this section. 
Subd. 2. Information required to be given individual. An individual asked to supply 
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private or confidential data concerning the individual shall be informed of: (a) the pur
pose and intended use of the requested data within the collecting state agency, political 
subdivision, or statewide system; (b) whether the individual may refuse or is legally 
required to supply the requested data; (c) any known consequence arising from supply
ing or refusing to supply private or confidential data; and (d) the identity of other per
sons or entities authorized by state or federal law to receive the data. This requirement 
shall not apply when an individual is asked to supply investigative data, pursuant to 
section 13.82, subdivision S, to a law enforcement officer. 

Subd. 3. Access to data by individual. Upon request to a responsible authority, an 
individual shall be informed whether the individual is the subject of stored data on 
individuals, and whether it is classified as public, private or confidential. Upon further 
request, an individual who is the subject of stored private or public data on individuals 
shall be shown the data without any charge and, if desired, shall be informed of the con
tent and meaning of that data. After an individual has been shown the private data and 
informed of its meaning, the data need not be disclosed to that individual for six 
months thereafter unless a dispute or action pursuant to this section is pending or addi
tional data on the individual has been collected or created. The responsible authority 
shall provide copies of the private or public data upon request by the individual subject 
of the data. The responsible authority may require the requesting person to pay the 
actual costs of making, certifying, and compiling the copies. 

The responsible authority shall comply immediately, if possible, with any request 
made pursuant to this subdivision, or within five days of the date of the request, exclud
ing Saturdays, Sundays and legal holidays, if immediate compliance is not possible. If 
unable to comply with the request within that time, the responsible authority shall so 
inform the individual, and may have an additional five days within which to comply 
with the request, excluding Saturdays, Sundays and legal holidays. 

Subd. 4. Procedure when data is not accurate or complete, (a) An individual subject 
of the data may contest the accuracy or completeness of public or private data. To exer
cise this right, an individual shall notify in writing the responsible authority describing 
the nature of the disagreement. The responsible authority shall within 30 days either: 
(1) correct the data found to be inaccurate or incomplete and attempt to notify past 
recipients of inaccurate or incomplete data, including recipients named by the individ
ual; or (2) notify the individual that the authority believes the data to be correct. Data 
in dispute shall be disclosed only if the individual's statement of disagreement is 
included with the disclosed data. 

The determination of the responsible authority may be appealed pursuant to the 
provisions of the administrative procedure act relating to contested cases. Upon receipt 
of an appeal by an individual, the commissioner shall, before issuing the order and 
notice of a contested case hearing required by chapter 14, try to resolve the dispute 
through education, conference, conciliation, or persuasion. If the parties consent, the 
commissioner may refer the matter to mediation. Following these efforts, the commis
sioner shall dismiss the appeal or issue the order and notice of hearing. 

(b) Data on individuals that have been successfully challenged by an individual 
must be completed, corrected, or destroyed by a state agency, political subdivision, or 
statewide system without regard to the requirements of section 138.17. 

After completing, correcting, or destroying successfully challenged data, a state 
agency, political subdivision, or statewide system may retain a copy of the commis
sioner of administration's order issued under chapter 14 or, if no order were issued, 
a summary of the dispute between the parties that does not contain any particulars of 
the successfully challenged data. 

Subd. 5. Education records; child with a disability. Nothing in this chapter shall be 
construed as limiting the frequency of inspection of the educational records of a child 
with a disability by the child's parent or guardian or by the child upon the child reach
ing the age of majority. An agency or institution may not charge a fee to search for or 
to retrieve the educational records. An agency or institution that receives a request for 
copies of the educational records of a child with a disability may charge a fee that 
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reflects the costs of reproducing the records except when to do so would impair the abil
ity of the child's parent or guardian, or the child who has reached the age of majority, 
to exercise their right to inspect and review those records. 

History: 1974 c 479 s 4; 1975 c 401 s 4; 1977 c 375 s 7; 1980 c 603 s 12; 1981 c 311 
s 9,39; 1982 c 545 s 4,24; 1984 c 436 s 5; lSp!985 c 14 art 1 s 3; 1986 c 444; 1987 c 351 
s 2; 1988 c 670 s 1; 1994 c 647 art 3 s 1 

13.05 DUTIES OF RESPONSIBLE AUTHORITY. 
Subdivision 1. Public document of data categories. The responsible authority shall 

prepare a public document containing the authority's name, title and address, and a 
description of each category of record, file, or process relating to private or confidential 
data on individuals maintained by the authority's state agency, statewide system, or 
political subdivision. Forms used to collect private and confidential data shall be 
included in the public document. Beginning August 1, 1977 and annually thereafter, 
the responsible authority shall update the public document and make any changes nec
essary to maintain the accuracy of the document. The document shall be available from 
the responsible authority to the public in accordance with the provisions of sections 
13.03 and 15.17. 

Subd. 2. Copies to commissioner. The commissioner may require responsible 
authorities to submit copies of the public document required in subdivision 1, and may 
request additional information relevant to data collection practices, policies and proce
dures. 

Subd. 3. General standards for collection and storage. Collection and storage of all 
data on individuals and the use and dissemination of private and confidential data on 
individuals shall be limited to that necessary for the administration and management 
of programs specifically authorized by the legislature or local governing body or man
dated by the federal government. 

Subd. 4. Limitations on collection and use of data. Private or confidential data on 
an individual shall not be collected, stored, used, or disseminated by political subdivi
sions, statewide systems, or state agencies for any purposes other than those stated to 
the individual at the time of collection in accordance with section 13.04, except as pro
vided in this subdivision. 

(a) Data collected prior to August 1,1975, and which have not been treated as pub
lic data, may be used, stored, and disseminated for the purposes for which the data was 
originally collected or for purposes which are specifically approved by the commis
sioner as necessary to public health, safety, or welfare. 

(b) Private or confidential data may be used and disseminated to individuals or 
agencies specifically authorized access to that data by state, local, or federal law enacted 
or promulgated after the collection of the data. 

(c) Private or confidential data may be used and disseminated to individuals or 
agencies subsequent to the collection of the data when the responsible authority main
taining the data has requested approval for a new or different use or dissemination of 
the data and that request has been specifically approved by the commissioner as neces
sary to carry out a function assigned by law. 

(d) Private data may be used by and disseminated to any person or agency if the 
individual subject or subjects of the data have given their informed consent. Whether 
a data subject has given informed consent shall be determined by rules of the commis
sioner. Informed consent shall not be deemed to have been given by an individual sub
ject of the data by the signing of any statement authorizing any person or agency to 
disclose information about the individual to an insurer or its authorized representative, 
unless the statement is: 

(1) in plain language; 
(2) dated; 
(3) specific in designating the particular persons or agencies the data subject is 

authorizing to disclose information about the data subject; 

                           
MINNESOTA STATUTES 1994

Copyright © 1994 by the Office of the Revisor of Statutes, State of Minnesota. All Rights Reserved.
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(4) specific as to the nature of the information the subject is authorizing to be dis
closed; 

(5) specific as to the persons or agencies to whom the subject is authorizing infor
mation to be disclosed; 

(6) specific as to the purpose or purposes for which the information may be used. 
by any of the parties named in clause (5), both at the time of the disclosure and at any 
time in the future; 

(7) specific as to its expiration date which should be within a reasonable period 
of time, not to exceed one year except in the case of authorizations given in connection 
with applications for life insurance or noncancelable or guaranteed renewable health 
insurance and identified as such, two years after the date of the policy. 

The responsible authority may require a person requesting copies of data under 
this paragraph to pay the actual costs of making, certifying, and compiling the copies. 

(e) Private or confidential data on an individual may be discussed at a meeting 
open to the public to the extent provided in section 471.70S, subdivision Id. 

Subd. 5. Data protection. The responsible authority shall (1) establish procedures 
to assure that all data on individuals is accurate, complete, and current for the purposes 
for which it was collected; and (2) establish appropriate security safeguards for all rec
ords containing data on individuals. 

Subd. 6. Contracts. Except as provided in section 13.46, subdivision 5, in any con
tract between a governmental unit subject to this chapter and any person, when the con
tract requires that data on individuals be made available to the contracting parties by 
the governmental unit, that data shall be administered consistent with this chapter. A 
contracting party shall maintain the data on individuals which it received according 
to the statutory provisions applicable to the data. 

Subd. 7. Preparation of summary data. The use of summary data derived from pri
vate or confidential data on individuals under the jurisdiction of one or more responsi
ble authorities is permitted. Unless classified pursuant to section 13.06, another statute, 
or federal law, summary data is public. The responsible authority shall prepare sum
mary data from private or confidential data on individuals upon the request of any per
son if the request is in writing and the cost of preparing the summary data is borne by 
the requesting person. The responsible authority may delegate the power to prepare 
summary data (1) to the administrative officer responsible for any central repository 
of summary data; or (2) to a person outside of its agency if the person's purpose is set 
forth, in writing, and the person agrees not to disclose, and the agency reasonably deter
mines that the access will not compromise private or confidential data on individuals. 

Subd. 8. Publication of access procedures. The responsible authority shall prepare 
a public document setting forth in writing the rights of the data subject pursuant to sec
tion 13.04 and the specific proceduresin effect in the state agency, statewide system or 
political subdivision for access by the data subject to public or private data on individu
als. 

Subd. 9. Intergovernmental access of data. A responsible authority shall allow 
another responsible authority access to data classified as not public only when the 
access is authorized or required by statute or federal law. An agency that supplies gov
ernment data under this subdivision may require the requesting agency to pay the 
actual cost of supplying the data. 

Subd. 10. International dissemination. No state agency or political subdivision 
shall transfer or disseminate any private or confidential data on individuals to the pri
vate international organization known as Interpol, except through the Interpol-United 
States National Central Bureau, United States Department of Justice. 

History: 1974 c 479 s 2; 1975 c 401 s 2; 1976 c 239 s 3; 1976 c 283 s 6,7; 1978 c 790 
s3; 1979c328s8; 1981 c311s 7,39; lSpl981 c4art Is 7; 1982c545s24; 1984c436 
s 6-9; 1986 c 444; 1987 c 351 s 3; 1992 c 569 s 3; 1994 c 618 art 1 s 3 
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13.06 TEMPORARY CLASSIFICATION. 
Subdivision 1. Application to commissioner. Notwithstanding the provisions of sec

tion 13.03, the responsible authority of a state agency, political subdivision, or state
wide system may apply to the commissioner for permission to classify data or types of 
data on individuals as private or confidential, or data not on individuals as nonpublic 
or protected nonpublic, for its own use and for the use of other similar agencies, politi
cal subdivisions, or statewide systems on a temporary basis until a proposed statute can 
be acted upon by the legislature. The application for temporary classification is public. 

Upon the filing of an application for temporary classification, the data which is the 
subject of the application shall be deemed to be classified as set forth in the application 
for a period of 45 days, or until the application is disapproved, rejected, or granted by 
the commissioner, whichever is earlier. 

If the commissioner determines that an application has been submitted for pur
poses not consistent with this section, the commissioner may immediately reject the 
application, give notice of that rejection to the applicant, and return the application. 
When the applicant receives the notice of rejection from the commissioner, the data 
which was the subject of the application shall have the classification it had before the 
application was submitted to the commissioner. 

Subd. 2. Contents of application for private or confidential data. An application for 
temporary classification of data on individuals shall include and the applicant shall 
have the burden of clearly establishing that no statute currently exists which either 
allows or forbids classification as private or confidential; and either 

(a) That data similar to that for which the temporary classification is sought has 
been treated as either private or confidential by other state agencies or political subdivi
sions, and by the public; or 

(b) That a compelling need exists for immediate temporary classification, which 
if not granted could adversely affect the public interest or the health, safety, well being 
or reputation of the data subject. 

Subd. 3. Contents of application for nonpublic or nonpublic protected data. An 
application for temporary classification of government data not on individuals shall 
include and the applicant shall have the burden of clearly establishing that no statute 
currently exists which either allows or forbids classification as nonpublic or protected 
nonpublic; and either 

(a) That data similar to that for which the temporary classification is sought has 
been treated as nonpublic or protected nonpublic by other state agencies or political 
subdivisions, and by the public; or 

(b) Public access to the data would render unworkable a program authorized by 
law; or 

(c) That a compelling need exists for immediate temporary classification, which 
if not granted could adversely affect the health, safety or welfare of the public. 

Subd. 4. Procedure when classification affects others. If the commissioner deter
mines that an application for temporary classification involves data which would rea
sonably be classified in the same manner by all agencies, political subdivisions, or 
statewide systems similar to the one which made the application, the commissioner 
may approve or disapprove the classification for data of the kind which is the subject 
of the application for the use of all agencies, political subdivisions, or statewide systems 
similar to the applicant. On deeming this approach advisable, the commissioner shall 
provide notice of the proposed action by publication in the state register and by notifi
cation to the intergovernmental information systems advisory council, within ten days 
of receiving the application. Within 30 days after publication in the state register and 
notification to the council, an affected agency, political subdivision, the public, or state
wide system may submit comments on the commissioner's proposal. The commis
sioner shall consider any comments received when granting or denying a classification 
for data of the kind which is the subject of the application, for the use of all agencies, 
political subdivisions, or statewide systems similar to the applicant. Within 45 days 
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after the close of the period for submitting comment, the commissioner shall grant or 
disapprove the application. Applications processed under this subdivision shall be 
either approved or disapproved by the commissioner within 90 days of the receipt of 
the application. For purposes of subdivision 1, the data which is the subject of the clas
sification shall be deemed to be classified as set forth in the application for a period of 
90 days, or until the application is disapproved or granted by die commissioner, which
ever is earlier. If requested in the application, or determined to be necessary by the 
commissioner, the data in the application shall be so classified for all agencies, political 
subdivisions, or statewide systems similar to the applicant until the application is dis
approved or granted by the commissioner, whichever is earlier. Proceedings after the 
grant or disapproval shall be governed by the provisions of subdivision 3. 

Subd. 5. Determination. The commissioner shall either grant or disapprove the 
application for temporary classification within 45 days after it is filed. On disapproving 
an application, the commissioner shall set forth in detail reasons for the disapproval, 
and shall include a statement of belief as to what classification is appropriate for the 
data which is the subject of the application. Twenty days after the date of the commis
sioner's disapproval of an application, the data which is the subject of the application 
shall become public data, unless the responsible authority submits an amended applica
tion for temporary classification which requests the classification deemed appropriate 
by the commissioner in the statement of disapproval or which sets forth additional 
information relating to the original proposed classification. Upon the filing of an 
amended application, the data which is the subject of the amended application shall 
be deemed to be classified as set forth in the amended application for a period of 20 
days or until the amended application is granted or disapproved by the commissioner, 
whichever is earlier. The commissioner shall either grant or disapprove the amended 
application within 20 days after it is filed. Five working days after the date of the com
missioner's disapproval of the amended application, the data which is the subject of 
the application shall become public data. No more than one amended application may 
be submitted for any single file or system. 

If the commissioner grants an application for temporary classification, it shall 
become effective immediately, and the complete record relating to the application shall 
be submitted to the attorney general, who shall review the classification as to form and 
legality. Within 25 days, the attorney general shall approve the classification, disap
prove a classification as confidential but approve a classification as private, or disap
prove the classification. If the attorney general disapproves a classification, the data 
which is the subject of the classification shall become public data five working days after 
the date of the attorney general's disapproval. 

Subd. 6. Expiration of temporary classification. A temporary classification granted 
under this section shall expire ten days after the end of the second complete regular leg
islative session that follows the commissioner's granting of the temporary classifica
tion. 

Subd. 7. Legislative consideration of temporary classifications. On or before Janu
ary 15 of each year, the commissioner shall submit all temporary classifications in effect 
on January 1 in bill form to the legislature. 

History: 7976 c 283 s 8; 1977 c 375 s 6; 1978 c 790 s 2; 1979 c 328 s 9-13; 1980 c 
603 s 8-11; 1981 c 311 s 8,39; 1982 c 545 s 3,24; 1984 c 436 s 10,11; 1986 c 444 

13.07 DUTIES OF THE COMMISSIONER. 
The commissioner shall with the advice of the intergovernmental information ser

vices advisory council promulgate rules, in accordance with the rulemaking procedures 
in the administrative procedures act which shall apply to state agencies, statewide sys
tems and political subdivisions to implement the enforcement and administration of 
this chapter. The rules shall not affect section 13.04, relating to rights of subjects of 
data. Prior to the adoption of rules authorized by this section the commissioner shall 
give notice to all state agencies and political subdivisions in the same manner and in 
addition to other parties as required by section 14.06 of the date and place of hearing, 
enclosing a copy of the rules to be adopted. 

History: 7975c271 s 6; 1975 c401 s 7; 1981 c311 s39; lSpl981 c4art Is 11; 1982 
c 424 s 130; 1982 c 545 s 24; 1985 c 248 s 70 
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13.072 OPINIONS BY THE COMMISSIONER. 
Subdivision 1. Opinion; when required, (a) Upon request of a state agency, state

wide system, or political subdivision, the commissioner may give a written opinion on 
any question relating to public access to government data, rights of subjects of data, 
or classification of data under this chapter or other Minnesota statutes governing gov
ernment data practices. Upon request of any person who disagrees with a determina
tion regarding data practices made by a state agency, statewide system, or political 
subdivision, the commissioner may give a written opinion regarding the person's rights 
as a subject of government data or right to have access to government data. If the com
missioner determines that no opinion will be issued, the commissioner shall give the 
state agency, statewide system, political subdivision, or person requesting the opinion 
notice of the decision not to issue the opinion within five days of receipt of the request. 
If this notice is not given, the commissioner shall issue an opinion within 20 days of 
receipt of the request. For good cause and upon written notice to the person requesting 
the opinion, the commissioner may extend this deadline for one additional 30-day 
period. The notice must state the reason for extending the deadline. The state agency, 
statewide system, or political subdivision must be provided a reasonable opportunity 
to explain the reasons for its decision regarding the data. The commissioner or the state 
agency, statewide system, or political subdivision may choose to give notice to the sub
ject of the data concerning the dispute regarding the data. 

(b) This section does not apply to a question involving the exercise of a discretion
ary power specifically granted by statute to a responsible authority to withhold or grant 
access to government data in a manner different than the data's general statutory classi
fication. 

(c) A written opinion issued by the attorney general shall take precedence over an 
opinion issued by the commissioner under this section. 

Subd. 2. Effect. Opinions issued by the commissioner under this section are not 
binding on the state agency, statewide system, or political subdivision whose data is the 
subject of the opinion, but must be given deference by a court in a proceeding involving 
the data. The commissioner shall arrange for public dissemination of opinions issued 
under this section. This section does not preclude a person from bringing any other 
action under this chapter or other law in addition to or instead of requesting a written 
opinion. A state agency, statewide system, political subdivision, or person that acts in 
conformity with a written opinion of the commissioner is not liable for compensatory 
or exemplary damages or awards of attorneys fees in actions under section 13.08 or for 
a penalty under section 13.09. 

Subd. 3. Fee. A state agency, statewide system, or political subdivision that 
requests an opinion must pay a fee of $200 for each request. 

History: 1993 c 192 s 38 
NOTE: The repeal of this section by Laws 1993, chapter 192, section 110, is effective August 1, 1995. 

13.08 CIVIL REMEDIES. 
Subdivision 1. Action for damages. Notwithstanding section 466.03, a political 

subdivision, responsible authority, statewide system, or state agency which violates any 
provision of this chapter is liable to a person or representative of a decedent who suffers 
any damage as a result of the violation, and the person damaged or a representative in 
the case of private data on decedents or confidential data on decedents may bring an 
action against the political subdivision, responsible authority, statewide system or state 
agency to cover any damages sustained, plus costs and reasonable attorney fees. In the 
case of a willful violation, the political subdivision, statewide system or state agency 
shall, in addition, be liable to exemplary damages of not less than $ 100, nor more than 
$ 10,000 for each violation. The state is deemed to have waived any immunity to a cause 
of action brought under this chapter. 

Subd. 2. Injunction. A political subdivision, responsible authority, statewide sys
tem or state agency which violates or proposes to violate this chapter may be enjoined 
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by the district court. The court may make any order or judgment as may be necessary 
to prevent the use or employment by any person of any practices which violate this 
chapter. 

Subd. 3. Venue. An action filed pursuant to this section may be commenced in the 
county in which the individual alleging damage or seeking relief resides, or in the 
county wherein the political subdivision exists, or, in the case of the state, any county. 

Subd. 4. Action to compel compliance. In addition to the remedies provided in sub
divisions 1 to 3 or any other law, any aggrieved person may bring an action in district 
court to compel compliance with this chapter and may recover costs and disburse
ments, including reasonable attorney's fees, as determined by the court. If the court 
determines that an action brought under this subdivision is frivolous and without merit 
and a basis in fact, it may award reasonable costs and attorney fees to the responsible 
authority. The matter shall be heard as soon as possible. In an action involving a request 
for government data under section 13.03 or 13.04, the court may inspect in camera the 
government data in dispute, but shall conduct its hearing in public and in a manner 
that protects the security of data classified as not public. 

Subd. 5. Immunity from liability. A state agency, statewide system, political subdi
vision, or person that releases not public data pursuant to an order under section 13.03, 
subdivision 6 is immune from civil and criminal liability. 

Subd. 6. Immunity from liability; personnel settlement. No cause of action may 
arise as a result of the release of data contained in a termination or personnel settlement 
agreement if the data were not public data as defined in section 13.02, at the time the 
agreement was executed but become public data under a law enacted after execution. 

History: 1974 c 479 s 5; 1975 c 401 s 5; 1976 c 239 s 4,5; 1979 c 328 s 14; 1980 c 
603 s 13; 1981 c 311 s 39; lSpl981 c 4 art Is 8-10; 1982 c 545 s 24; 1985 c 298 s 5,6; 
1986 c 444; 1991 c 319 s 30 

13.09 PENALTIES. 
Any person who willfully violates the provisions of this chapter or any rules 

adopted under this chapter is guilty of a misdemeanor. Willful violation of this chapter 
by any public employee constitutes just cause for suspension without pay or dismissal 
of" the public employee. 

History: 1974 c 479 s 6; 1975 c 401 s 6; 1976 c 239 s 6; 1981 c 311 s 39; 1982 c 545 
s 24; 1985 c 298 s 7 

13.10 DATA ON DECEDENTS. 
Subdivision 1. Definitions. As used in this chapter: 
(a) "Confidential data on decedents" means data which, prior to the death of the 

data subject, were classified by statute, federal law, or temporary classification as confi
dential data. 

(b) "Private data on decedents" means data which, prior to the death of the data 
subject, were classified by statute, federal law, or temporary classification as private 
data. 

(c) "Representative of the decedent" means the personal representative of the 
estate of the decedent during the period of administration, or if no personal representa
tive has been appointed or after discharge, the surviving spouse, any child of the dece
dent, or, if there is no surviving spouse or children, the parents of the decedent. 

Subd. 2. Classification of data on decedents. Upon the death of the data subject, 
private data and confidential data shall become, respectively, private data on decedents 
and confidential data on decedents. Private data on decedents and confidential data on 
decedents shall become public when ten years have elapsed from the actual or pre
sumed death of the individual and 30 years have elapsed from the creation of the data. 
For purposes of this subdivision, an individual is presumed to be dead if either 90 years 
elapsed since the creation of the data or 90 years have elapsed since the individual's 
birth, whichever is earlier, except that an individual is not presumed to be dead if read
ily available data indicate that the individual is still living. 

                           
MINNESOTA STATUTES 1994

Copyright © 1994 by the Office of the Revisor of Statutes, State of Minnesota. All Rights Reserved.
                                                                                



13.10 GOVERNMENT DATA PRACTICES 322 

Subd. 3. Rights. Rights conferred by this chapter on individuals who are the sub
jects of private or confidential data shall, in the case of private data on decedents or 
confidential data on decedents, be exercised by the representative of the decedent. Non
public data concerning a decedent, created or collected after death, are accessible by 
the representative of the decedent. Nothing in this section may be construed to prevent 
access to appropriate data by a trustee appointed in a wrongful death action. 

Subd. 4. Court review. Any person may bring an action in the district court located 
in the county where the data is being maintained or, in the case of data maintained by 
a state agency, in any county, to authorize release of private data on decedents or confi
dential data on decedents. Individuals clearly identified in the data or the representa
tive of the decedent may be given notice if doing so does not cause an undue delay in 
hearing the matter and, in any event, shall have standing in the court action. The 
responsible authority for the data being sought or any interested person may provide 
information regarding the possible harm or benefit from granting the request. The data 
in dispute shall be examined by the court in camera. The court may order all or part 
of the data to be released to the public or to the person bringing the action. In deciding 
whether or not to release the data, the court shall consider whether the harm to the sur
viving spouse, children, or next of kin of the decedent, the harm to any other individual 
identified in the data, or the harm to the public outweighs the benefit to the person 
bringing the action or the benefit of the public. The court shall make a written statement 
of findings in support of its decision. 

Subd. S. Adoption records. Notwithstanding any provision of this chapter, adop
tion records shall be treated as provided in sections 259.21 to 2S9.89. 

Subd. 6. Retention of data. Nothing in this section may be construed to require 
retention of government data, including private data on decedents or confidential data 
on decedents, for periods of time other than those established by the procedures pro
vided in section 138.17, or any other statute. 

History: 7955 c 298 s 8; 1986 c 444; 1989 c 351 s 3; 1990 c 573 s 2; 1994 c 631 s 31 

DATA MAINTAINED BY STATE 
STATE AGENCIES AND POLITICAL SUBDIVISIONS 

13.30 ATTORNEYS. 
Notwithstanding the provisions of this chapter and section 15.17, the use, collec

tion, storage, and dissemination of data by an attorney acting in a professional capacity 
for the state, a state agency or a political subdivision shall be governed by statutes, rules, 
and professional standards concerning discovery, production of documents, introduc
tion of evidence, and professional responsibility; provided that this section shall not 
be construed to affect the applicability of any statute, other than this chapter and sec
tion 15.17, which specifically requires or prohibits disclosure of specific information 
by the attorney, nor shall this section be construed to relieve any responsible authority, 
other than the attorney, from duties and responsibilities pursuant to this chapter and 
section 15.17. 

History: 1979 c 328 s 19; 1981 c 311 s 39; 1982 c 545 s 24; 1986 c 444 

13.31 BENEFIT DATA. 
Subdivision 1. Definition. As used in this section, "benefit data" means data on 

individuals collected or created because an individual seeks information about becom
ing, is, or was an applicant for or a recipient of benefits or services provided under vari
ous housing, home ownership, and rehabilitation and community action agency 
programs administered by state agencies, political subdivisions, or statewide systems. 
Benefit data does not include welfare data which shall be administered in accordance -
with section 13.46. 

Subd. 2. Public data. The names and addresses of applicants for and recipients of 
benefits, aid, or assistance through programs administered by any political subdivision, 
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state agency, or statewide system that are intended to assist with the purchase of hous
ing or other real property are classified as public data on individuals. 

Subd. 3. Private data. Unless otherwise provided by law, all other benefit data is 
private data on individuals, and shall not be disclosed except pursuant to court order 
or to an agent of the state agency, political subdivision, or statewide system, including 
appropriate law enforcement personnel, who are acting in an investigation or prosecu
tion of a criminal or civil proceeding relating to the administration of a program 
described in subdivision 1. 

History: 1981 c 311 s 29,39; 1982 c 545 s 24; 1984 c 436 s 12,13 

13.32 EDUCATIONAL DATA. 
Subdivision 1. Definitions. As used in this section: 
(a) "Educational data" means data on individuals maintained by a public educa

tional agency or institution or by a person acting for the agency or institution which 
relates to a student. 

Records of instructional personnel which are in the sole possession of the maker 
thereof and are not accessible or revealed to any other individual except a substitute 
teacher, and are destroyed at the end of the school year, shall not be deemed to be gov
ernment data. 

Records of a law enforcement unit of a public educational agency or institution 
which are maintained apart from education data and are maintained solely for law 
enforcement purposes, and are not disclosed to individuals other than law enforcement 
officials of the jurisdiction are not educational data; provided, that education records 
maintained by the educational agency or institution are not disclosed to the personnel 
of the law enforcement unit. The University of Minnesota police department is a law 
enforcement agency for purposes of section 13.82 and other sections of Minnesota Stat
utes dealing with law enforcement records. Records of organizations providing securi
ty services to a public educational agency or institution must be administered consis
tent with section 13.861. 

Records relating to a student who is employed by a public educational agency or 
institution which are made and maintained in the normal course of business, relate 
exclusively to the individual in that individual's capacity as an employee, and are not 
available for use for any other purpose are classified pursuant to section 13.43. 

(b) "Student" means an individual currently or formerly enrolled or registered, 
applicants for enrollment or registration at a public educational agency or institution, 
or individuals who receive shared time educational services from a public agency or 
institution. 

(c) "Substitute teacher" means an individual who performs on a temporary basis 
the duties of the individual who made the record, but does not include an individual 
who permanently succeeds to the position of the maker of the record. 

Subd. 2. Student health data. Health data concerning students, including but not 
limited to, data concerning immunizations, notations of special physical or mental 
problems and records of school nurses; and pupil census data, including but not limited 
to, emergency information, family information and data concerning parents shall be 
considered educational data. Access by parents to student health data shall be pursuant 
to section 13.02, subdivision 8. 

Subd. 3. Private data; when disclosure is permitted. Except as provided in subdivi
sion 5, educational data is private data on individuals and shall not be disclosed except 
as follows: 

(a) Pursuant to section 13.0S; 
(b) Pursuant to a valid court order; 
(c) Pursuant to a statute specifically authorizing access to the private data; 
(d) To disclose information in health and safety emergencies pursuant to the pro

visions of United States Code, title 20, section 1232g(b)(l)(I) and Code of Federal Reg
ulations, title 34, section 99.36 which are in effect on July 1, 1993; 
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(e) Pursuant to the provisions of United States Code, title 20, sections 1232g(b)( 1), 
(b)(4)(A), (b)(4)(B), (b)(1)(B), (b)(3) and Code of Federal Regulations, title 34, sections 
99.31, 99.32, 99.33, 99.34, and 99.35 which are in effect on July 1, 1993; 

(f) To appropriate health authorities to the extent necessary to administer immu
nization programs and for bona fide epidemiologic investigations which the commis
sioner of health determines are necessary to prevent disease or disability to individuals 
in the public educational agency or institution in which the investigation is being con
ducted; 

(g) When disclosure is required for institutions that participate in a program under 
title IV of the Higher Education Act, United States Code, title 20, chapter 1092, in 
effect on July 1, 1993; or 

(h) To the appropriate school district officials to the extent necessary under subdi
vision 6, annually to indicate the extent and content of remedial instruction, including 
the results of assessment testing and academic performance at a post-secondary institu
tion during the previous academic year by a student who graduated from a Minnesota 
school district within two years before receiving the remedial instruction. 

Subd. 4. Student's access to private data. A student shall not have the right of access 
to private data provided in section 13.04, subdivision 3, as to financial records and 
statements of the student's parents or any information contained therein. 

Subd. 5. Directory information. Information designated as directory information 
pursuant to the provisions of United States Code, title 20, section 1232g and Code of 
Federal Regulations, title 34, section 99.37 which are in effect on July 1, 1993, is pub
lic data on individuals. 

Subd. 6. Admissions forms; remedial instruction, (a) Minnesota post-secondary 
education institutions, for purposes of reporting and research, may collect on the 
1986-1987 admissions form, and disseminate to any public educational agency or insti
tution the following data on individuals: student sex, ethnic background, age, and dis
abilities. The data shall not be required of any individual and shall not be used for pur
poses of determining the person's admission to an institution. 

(b) A school district that receives information under subdivision 3, paragraph (h) 
from a post-secondary institution about an identifiable student shall maintain the data 
as educational data and use that data to conduct studies to improve instruction. Pub
lic post-secondary systems annually shall provide summary data to the department of 
education indicating the extent and content of the remedial instruction received in each 
system during the prior academic year by, and the results of assessment testing and the 
academic performance of, students who graduated from a Minnesota school district 
within two years before receiving the remedial instruction. The department shall evalu
ate the data and annually report its findings to the education committees of the legisla
ture. 

(c) This section supersedes any inconsistent provision of law. 
Subd. 7. Uses of data. School officials who receive data on juveniles, as authorized 

under section 260.161, may use and share that data within the school district or educa
tional entity as necessary to protect persons and property or to address the educational 
and other needs of students. 

History: 7979 c 328 s 18; 1980 c 603 s 26; 1981 c 311 s 14,39; 1982 c 545 s 24; 1984 
c 436 s 14; 1985 c 298 s 9,10; 1986 c 444; 1989 c 351 s 4,5; 1993 c 13 art 1 s 9,10; 1993 
c 351 s 2-4; 1994 c 618 art 1 s 4; 1994 c 636 art 4 s 1 

13.33 ELECTED OFFICIALS; CORRESPONDENCE; PRIVATE DATA. 
Correspondence between individuals and elected officials is private data on indi

viduals, but may be made public by either the sender or the recipient. 
History: 7979 c 328 s 22; 1981 c311s 39; 1982 c 545 s 24 
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13.34 EXAMINATION DATA. 
Data consisting solely of testing or examination materials, or scoring keys used 

solely to determine individual qualifications for appointment or promotion in public 
service, or used to administer a licensing examination, or academic examination, the 
disclosure of which would compromise the objectivity or fairness of the testing or 
examination process are classified as nonpublic, except pursuant to court order. Com
pleted versions of personnel, licensing, or academic examinations shall be accessible 
to the individual who completed the examination, unless the responsible authority 
determines that access would compromise the objectivity, fairness, or integrity of the 
examination process. Notwithstanding section 13.04, the responsible authority shall 
not be required to provide copies of completed examinations or answer keys to any 
individual who has completed an examination. 

History: 79*0 c 603 s 14; 1981 c 311 s 10,39; 1982 c 545 s 24 

13.35 FEDERAL CONTRACTS DATA. 
To the extent that a federal agency requires it as a condition for contracting with 

a state agency or political subdivision, all government data collected and maintained 
by the state agency or political subdivision because that agency contracts with the fed
eral agency are classified as either private or nonpublic depending on whether the data 
are data on individuals or data not on individuals.. 

History: 1980 c 603 s 19; 1981 c 311 s 39; 1982 c 545 s 24 

13.36 FIREARMS DATA. 
All data pertaining to the purchase or transfer of firearms and applications for per

mits to carry firearms which are collected by state agencies, political subdivisions or 
statewide systems pursuant to sections 624.712 to 624.719 are classified as private, pur
suant to section 13.02, subdivision 12. 

History: 1981 c 311 s 20,39; 1982 c 545 s 24; 1987 c 384 art 2 s 1 

13.37 GENERAL NONPUBLIC DATA. 
Subdivision 1. Definitions. As used in this section, the following terms have the 

meanings given them. 
(a) "Security information" means government data the disclosure of which would 

be likely to substantially jeopardize the security of information, possessions, individu
als or property against theft, tampering, improper use, attempted escape, illegal disclo
sure, trespass, or physical injury. "Security information" includes crime prevention 
block maps and lists of volunteers who participate in community crime prevention pro
grams and their home addresses and telephone numbers. 

(b) "Trade secret information" means government data, including a formula, pat
tern, compilation, program, device, method, technique or process (1) that was supplied 
by the affected individual or organization, (2) that is the subject of efforts by the indi
vidual or organization that are reasonable under the circumstances to maintain its 
secrecy, and (3) that derives independent economic value, actual or potential, from not 
being generally known to, and not being readily ascertainable by proper means by, other 
persons who can obtain economic value from its disclosure or use. 

(c) "Labor relations information" means management positions on economic and 
noneconomic items that have not been presented during the collective bargaining pro
cess or interest arbitration, including information specifically collected or created to 
prepare the management position. 

Subd. 2. Classification. The following government data is classified as nonpublic 
data with regard to data not on individuals, pursuant to section 13.02, subdivision 9, 
and as private data with regard to data on individuals, pursuant to section 13.02, subdi
vision 12: Security information; trade secret information; sealed absentee ballots prior 
to opening .by an election judge; sealed bids, including the number of bids received, 
prior to the opening of the bids; and labor relations information, provided that specific 
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labor relations information which relates to a specific labor organization is classified 
as protected nonpublic data pursuant to section 13.02, subdivision 13. 

Subd. 3. Data dissemination. Crime prevention block maps and names, home ad
dresses, and telephone numbers of volunteers who participate in community crime pre
vention programs may be disseminated to volunteers participating in crime prevention 
programs. 

History: 7950 c 603 s 15; 1981 c311s 11,39; 1982 c 545 s 24; 1984 c 436 s 15; 1985 
c 248 s 4; 1990 c 573 s 3,4 

13.38 HEALTH DATA. 
Subdivision 1. Definitions. As used in this section: 
(a) "Commissioner" means the commissioner of health. 
(b) "Health data" means data on individuals created, collected, received, or main

tained by the department of health, political subdivisions, or statewide systems relating 
to the identification, description, prevention, and control of disease or as part of an epi
demiologic investigation the commissioner designates as necessary to analyze, 
describe, or protect the public health. 

Subd. 2. Data on individuals, (a) Health data are private data on individuals. Not
withstanding section 13.05, subdivision 9, health data may not be disclosed except as 
provided in this subdivision and section 13.04. 

(b) The commissioner or a local board of health as defined in section 145 A.02, sub
division 2, may disclose health data to the data subject's physician as necessary to 
locate or identify a case, carrier, or suspect case, to establish a diagnosis, to provide 
treatment, to identify persons at risk of illness, or to conduct an epidemiologic investi
gation. 

(c) With the approval of the commissioner, health data may be disclosed to the 
extent necessary to assist the commissioner to locate or identify a case, carrier, or sus
pect case, to alert persons who may be threatened by illness as evidenced by epidemio
logic data, to control or prevent the spread of serious disease, or to diminish an 
imminent threat to the public health. 

Subd. 3. Health summary data. Summary data derived from data collected under 
section 145.413 may be provided under section 13.05, subdivision 7. 

Subd. 4. Transition plans. Transition plans that are submitted to the commis
sioner of health by health care providers as required by section 62J.23, subdivision 2, 
are classified as private data on individuals or nonpublic data not on individuals. 

History: 1981 c 311 s 31,39; 1982 c 545 s 24; 1987 c 309 s 24; 1987 c 351 s 4; 1994 
c 618 art 1 s 5 

13.39 INVESTIGATIVE DATA. 
Subdivision 1. Definitions. A "pending civil legal action" includes but is not lim

ited to judicial, administrative or arbitration proceedings. Whether a civil legal action 
is pending shall be determined by the chief attorney acting for the state agency, political 
subdivision or statewide system. 

Subd. 2. Civil actions, (a) Except as provided in paragraph (b), data collected by 
state agencies, political subdivisions, or statewide systems as part of an active investiga
tion undertaken for the purpose of the commencement or defense of a pending civil 
legal action, or which are retained in anticipation of a pending civil legal action, are 
classified as protected nonpublic data pursuant to section 13.02, subdivision 13, in the 
case of data not on individuals and confidential pursuant to section 13.02, subdivision 
3, in the case of data on individuals. Any agency, political subdivision, or statewide sys
tem may make any data classified as confidential or protected nonpublic pursuant to 
this subdivision accessible to any person, agency or the public if the agency, political 
subdivision, or statewide system determines that the access will aid the law enforce
ment process, promote public health or safety or dispel widespread rumor or unrest. 
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(b) A complainant has access to a statement provided by the complainant to a state 
agency, statewide system, or political subdivision under paragraph (a). 

Subd. 2a. Disclosure of data. During the time when a civil legal action is deter
mined to be pending under subdivision 1, any person may bring an action in the district 
court in the county where the data is maintained to obtain disclosure of data classified 
as confidential or protected nonpublic under subdivision 2. The court may order that 
all or part of the data be released to the public or to the person bringing the action. In 
making the determination whether data shall be disclosed, the court shall consider 
whether the benefit to the person bringing the action or to the public outweighs any 
harm to the public, the agency, or any person identified in the data. The data in dispute 
shall be examined by the court in camera. 

Subd. 3. Inactive investigative data. Inactive civil investigative data are public, 
unless the release of the data would jeopardize another pending civil legal action, and 
except for those portions of a civil investigative file that are classified as not public data 
by this chapter or other law. Any civil investigative data presented as evidence in court 
or made part of a court record shall be public. Civil investigative data become inactive 
upon the occurrence of any of the following events: 

(1) a decision by the state agency, political subdivision, or statewide system or by 
the chief attorney acting for the state agency, political subdivision, or statewide system 
not to pursue the civil action; 

(2) expiration of the time to file a complaint under the statute of limitations or 
agreement applicable to the civil action; or 

(3) exhaustion of or expiration of rights of appeal by either party to the civil action. 
Data determined to be inactive under clause (1) may become active if the state 

agency, political subdivision, statewide system, or its attorney decides to renew the civil 
action. 

History: 1981 c311s 22,39; 1982 c 545 s 11,24; 1985 c 298 s 11; 1987 c 351 s 5; 1994 
c 618 art 1 s 6,7 

13.40 LIBRARY AND HISTORICAL DATA. 
Subdivision 1. Records subject to this chapter, (a) For purposes of this section, "his

torical records repository" means an archives or manuscript repository operated by any 
state agency, statewide system, or political subdivision whose purpose is to collect and 
maintain data to further the history of a geographic or subject area. The term does not 
include the state archives as defined in section 138.17, subdivision 1, clause (5). 

(b) Data collected, maintained, used, or disseminated by a library or historical rec
ords repository operated by any state agency, political subdivision, or statewide system 
shall be administered in accordance with the provisions of this chapter. 

Subd. 2. Private data; library borrowers. The following data maintained by a 
library are private data on individuals and may not be disclosed for other than library 
purposes except pursuant to a court order: 

(1) data that link a library patron's name with materials requested or borrowed by 
the patron or that link a patron's name with a specific subject about which the patron 
has requested information or materials; or 

(2) data in applications for borrower cards, other than the name of the borrower. 
Subd. 3. Nongovernmental data. Data held in the custody of a historical records 

repository that were not originally created, received, maintained, or disseminated by 
a state agency, statewide system, or political subdivision are not government data. 
These data are accessible to the public unless: 

(1) the data are contributed by private persons under an agreement that restricts 
access, to the extent of any lawful limitation; or 

(2) access would significantly endanger the physical or organizational integrity of 
the data. 

History: 1980 c 603 s 21; 1981 c 311 s 39; 1982 c 545 s 6,24; 1991 c 319 s 3; 1992 
c 499 art 10 s 1 
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13.41 LICENSING DATA. 
Subdivision 1. Definition. As used in this section "licensing agency" means any 

board, department or agency of this state which is given the statutory authority to issue 
professional or other types of licenses, except the various agencies primarily adminis
tered by the commissioner of human services. Data pertaining to persons or agencies 
licensed or registered under authority of the commissioner of human services shall be 
administered pursuant to section 13.46, subdivision 4. 

Subd. 2. Private data, (a) The following data collected, created or maintained by 
any licensing agency are classified as private, pursuant to section 13.02, subdivision 12: 
data, other than their names and designated addresses, submitted by applicants for 
licenses; the identity of complainants who have made reports concerning licensees or 
applicants which appear in inactive complaint data unless the complainant consents 
to the disclosure; the nature or content of unsubstantiated complaints when the infor
mation is not maintained in anticipation of legal action; the identity of patients whose 
medical records are received by any health licensing agency for purposes of review or 
in anticipation of a contested matter; inactive investigative data relating to violations 
of statutes or rules; and the record of any disciplinary proceeding except as limited by 
subdivision 4. 

(b) An applicant for a license shall designate on the application a residence or busi
ness address at which the applicant can be contacted in connection with the license 
application. 

Subd. 2a. Board of peace officer standards and training. The following government 
data of the board of peace officer standards and training are private data: 

(1) home addresses of licensees and applicants for licenses; and 
(2) data that identify the state agency, statewide system, or political subdivision 

that employs a licensed peace officer. 
The board may disseminate private data on applicants and licensees as is necessary 

to administer law enforcement licensure. 
Subd. 3. Confidential data. The following data collected, created or maintained by 

any licensing agency are classified as confidential, pursuant to section 13.02, subdivi
sion 3: active investigative data relating to the investigation of complaints against any 
licensee. 

Subd. 4. Public data. Licensing agency minutes, application data on licensees, 
orders for hearing, findings of fact, conclusions of law and specification of the final dis
ciplinary action contained in the record of the disciplinary action are classified as pub
lic, pursuant to section 13.02, subdivision IS. The entire record concerning the disci
plinary proceeding is public data pursuant to section 13.02, subdivision IS, in those 
instances where there is a public hearing concerning the disciplinary action. If the 
licensee and the licensing agency agree to resolve a complaint without a hearing, the 
agreement and the specific reasons for the agreement are public data. The license num
bers, the license status, and continuing education records issued or maintained by the 
board of peace officer standards and training are classified as public data, pursuant to 
section 13.02, subdivision IS. 

Subd. S. Releasing data. Any licensing agency may make any data classified as pri
vate or confidential pursuant to this section accessible to an appropriate person or 
agency if the licensing agency determines that failure to make the data accessible is 
likely to create a clear and present danger to public health or safety. 

History: 1981 c 311 s 27,39; 1982 c 545 s 12-14,24; 1984 c 436 s 16; 1984 c 654 art 
5 s 58; 1987 c 351 s 6; 1990 c 573 s 5; 1993 c 351 s 5; 1994 c 618 art 1 s 8 

13.42 MEDICAL DATA. 
Subdivision 1. Definition. As used in this section: (a) "Directory information" 

means name of the patient, date admitted, general condition, and date released, 
(b) "Medical data" means data collected because an individual was or is a patient 
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or client of a hospital, nursing home, medical center, clinic, health or nursing agency 
operated by a state agency or political subdivision including business and financial rec
ords, data provided by private health care facilities, and data provided by or about rela
tives of the individual. 

Subd. 2. Public hospitals; directory information. If a person is a patient in a hospi
tal operated by a state agency or political subdivision pursuant to legal commitment, 
directory information is public data. If a person is a patient other than pursuant to com
mitment in a hospital controlled by a state agency or political subdivision, directory 
information is public data unless the patient requests otherwise, in which case it is pri
vate data on individuals. 

Directory information about an emergency patient who is unable to communicate 
which is public under this subdivision shall not be released until a reasonable effort is 
made to notify the next of kin. Although an individual has requested that directory 
information be private, the hospital may release directory information to a law enforce
ment agency pursuant to a lawful investigation pertaining to that individual. 

Subd. 3. Classification of medical data. Unless the data is summary data or a stat
ute specifically provides a different classification, medical data are private but are avail
able only to the subject of the data as provided in section 144.33S, and shall not be 
disclosed to others except: 

(a) Pursuant to section 13.05; 
(b) Pursuant to a valid court order; 
(c) To administer federal funds or programs; 
(d) To the surviving spouse, parents, children, and siblings of a deceased patient 

or client or, if there are no surviving spouse, parents, children, or siblings, to the surviv
ing heirs of the nearest degree of kindred; 

(e) To communicate a patient's or client's condition to a family member or other 
appropriate person in accordance with acceptable medical practice, unless the patient 
or client directs otherwise; or 

(f) As otherwise required by law. 
History: 7979 c 328 s 16; 1980 c 603 s 27,28; 1981 c 311 s 16,39; 1982 c 545 s 24; 

1989 c 175 si 

13.43 PERSONNEL DATA. 
Subdivision 1. Definition. As used in this section, "personnel data" means data on 

individuals collected because the individual is or was an employee of or an applicant 
for employment by, performs services on a voluntary basis for, or acts as an indepen
dent contractor with a state agency, statewide system or political subdivision or is a 
member of or an applicant for an advisory board or commission. 

Subd. 2. Public data, (a) Except for employees described in subdivision S, the fol
lowing personnel data on current and former employees, volunteers, and independent 
contractors of a state agency, statewide system, or political subdivision and members 
of advisory boards or commissions is public: name; actual gross salary; salary range; 
contract fees; actual gross pension; the value and nature of employer paid fringe bene
fits; the basis for and the amount of any added remuneration, including expense reim
bursement, in addition to salary; job title; job description; education and training 
background; previous work experience; date of first and last employment; the existence 
and status of any complaints or charges against the employee, whether or not the com
plaint or charge resulted in a disciplinary action; the final disposition of any discipli
nary action together with the specific reasons for the action and data documenting the 
basis of the action, excluding data that would identify confidential sources who are 
employees of the public body; the terms of any agreement settling any dispute arising 
out of the employment relationship; work location; a work telephone number; badge 
number; honors and awards received; payroll time sheets or other comparable data that 
are only used to account for employee's work time for payroll purposes, except to the 
extent that release of time sheet data would reveal the employee's reasons for the use 
of sick or other medical leave or other not public data; and city and county of residence. 
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(b) For purposes of this subdivision, a final disposition occurs when the state 
agency, statewide system, or political subdivision makes its final decision about the dis
ciplinary action, regardless of the possibility of any later proceedings or court proceed
ings. In the case of arbitration proceedings arising under collective bargaining agree
ments, a final disposition occurs at the conclusion of the arbitration proceedings, or 
upon the failure of the employee to elect arbitration within the time provided by the 
collective bargaining agreement. Final disposition includes a resignation by an individ
ual when the resignation occurs after the final decision of the state agency, statewide 
system, political subdivision, or arbitrator. 

(c) The state agency, statewide system, or political subdivision may display a pho
tograph of a current or former employee to a prospective witness as part of the state 
agency's, statewide system's, or political subdivision's investigation of any complaint 
or charge against the employee. 

(d) A complainant has access to a statement provided by the complainant to a state 
agency, statewide system, or political subdivision in connection with a complaint or 
charge against an employee. 

Subd. 2a. Data disclosure by statewide pension plans. Notwithstanding any law to 
the contrary, with respect to data collected and maintained on members, survivors, and 
beneficiaries by statewide retirement systems that is classified as public data in accor
dance with subdivision 2, those retirement systems may be only required to disclose 
name, gross pension, and type of benefit awarded, except as required by sections 13.03, 
subdivisions 4 and 6; and 13.05, subdivisions 4 and 9. 

Subd. 3. Public employment. Except for applicants described in subdivision 5, the 
following personnel data on current and former applicants for employment by a state 
agency, statewide system or political subdivision or appointment to an advisory board 
or commission is public: veteran status; relevant test scores; rank on eligible list; job 
history; education and training; and work availability. Names of applicants shall be pri
vate data except when certified as eligible for appointment to a vacancy or when appli
cants are considered by the appointing authority to be finalists for a position in public 
employment. For purposes of this subdivision, "finalist" means an individual who is 
selected to be interviewed by the appointing authority prior to selection. Names and 
home addresses of applicants for appointment to and members of an advisory board 
or commission are public. 

Subd. 4. Other data. All other personnel data is private data on individuals but 
may be released pursuant to a court order. 

Subd. S. Undercover law enforcement officer. All personnel data maintained by any 
state agency, statewide system or political subdivision relating to an individual 
employed as or an applicant for employment as an undercover law enforcement officer 
is private data on individuals. 

Subd. 6. Access by labor organizations. Personnel data may be disseminated to 
labor organizations to the extent that the responsible authority determines that the dis
semination is necessary to conduct elections, notify employees of fair share fee assess
ments, and implement the provisions of chapters 179 and 179 A. Personnel data shall 
be disseminated to labor organizations and to the bureau of mediation services to the 
extent the dissemination is ordered or authorized by the commissioner of the bureau 
of mediation services. 

Subd. 7. Employee assistance data. All data created, collected or maintained by 
any state agency or political subdivision to administer employee assistance programs 
similar to the one authorized by section 16B.39, subdivision 2, are classified as private, 
pursuant to section 13.02, subdivision 12. This section shall not be interpreted to 
authorize the establishment of employee assistance programs. 

Subd. 8. Harassment data. When allegations of sexual or other types of harassment 
are made against an employee, the employee does not have access to data that would 
identify the complainant or other witnesses if the responsible authority determines that 
the employee's access to that data would: 
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(1) threaten the personal safety of the complainant or a witness; or 
(2) subject the complainant or witness to harassment. 
If a disciplinary proceeding is initiated against the employee, data on the complain

ant or witness shall be available to the employee as may be necessary for the employee 
to prepare for the proceeding. 

History: 7979 c 328 s 17; 1980 c 603 s 24,25,29; 1981 c 311 s 12,13,17,39; 1982 c 
545 s 9,10,24; 1984 c 436 s 17; 1984 c 544 s 89; 1985 c 298 s 12; 1987 c 186 s 15; 1987 
c 284 art 1 s 1; 1987 c 351 s 7; 1987 c 384 art 1 s 2; 1988 c 598 s 1; 1990 c 550 s 1; 1991 
c 319 s 4-6; 1993 c 351 s 6,7; 1994 c 618 art 1 s 9 

13.44 PROPERTY COMPLAINT DATA. 
The identities of individuals who register complaints with state agencies or politi

cal subdivisions concerning violations of state laws or local ordinances concerning the 
use of real property are classified as confidential data, pursuant to section 13.02, subdi
vision 3. 

History: 1980 c 603 s 20; 1981 c 311 s 39; 1982 c 545 s 5,24; 1984 c 436 s 18 

13.45 SALARY BENEFIT SURVEY DATA. 
Salary and personnel benefit survey data purchased from consulting firms, non

profit corporations or associations or obtained from employers with the written under
standing that the data shall not be made public which is maintained by state agencies, 
political subdivisions or statewide systems are classified as nonpublic pursuant to sec
tion 13.02, subdivision 9. 

History: 1981 c 311 s 19,39; 1982 c '545 s 24 

13.46 WELFARE DATA. 
Subdivision 1. Definitions. As used in this section: 
(a) "Individual" means an individual pursuant to section 13.02, subdivision 8, but 

does not include a vendor of services. 
(b) "Program" includes all programs for which authority is vested in a component 

of the welfare system pursuant to statute or federal law, including, but not limitedto, 
aid to families with dependent children, medical assistance, general assistance, work 
readiness, and general assistance medical care. 

(c) "Welfare system" includes the department of human services, local social ser
vices agencies, county welfare agencies, human services boards, community mental 
health center boards, state hospitals, state nursing homes, the ombudsman for mental 
health and mental retardation, and persons, agencies, institutions, organizations, and 
other entities under contract to any of the above agencies to the extent specified in the 
contract. 

(d) "Mental health data" means data on individual clients and patients of commu
nity mental health centers, established under section 245.62, mental health divisions 
of counties and other providers under contract to deliver mental health services, or the 
ombudsman for mental health and mental retardation. 

(e) "Fugitive felon" means a person who has been convicted of a felony and who 
has escaped from confinement or violated the terms of probation or parole for that 
offense. 

Subd. 2. General, (a) Unless the data is summary data or a statute specifically pro
vides a different classification, data on individuals collected, maintained, used, or dis
seminated by the welfare system is private data on individuals, and shall not be 
disclosed except: 

(1) pursuant to section 13.05; 
(2) pursuant to court order; 
(3) pursuant to a statute specifically authorizing access to the private data; 
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(4) to an agent of the welfare system, including a law enforcement person, attor
ney, or investigator acting for it in the investigation or prosecution of a criminal or civil 
proceeding relating to the administration of a program; 

(3) to personnel of the welfare system who require the data to determine eligibility, 
amount of assistance, and the need to provide services of additional programs to the 
individual; 

(6) to administer federal funds or programs; 
(7) between personnel of the welfare system working in the same program; 
(8) the amounts of cash public assistance and relief paid to welfare recipients in 

this state, including their names and social security numbers, upon request by the 
department of revenue to administer the property tax refund law, supplemental hous
ing allowance, and the income tax; 

(9) to the Minnesota department of economic security for the purpose of monitor
ing the eligibility of the data subject for reemployment insurance, for any employment 
or training program administered, supervised, or certified by that agency, or for the pur
pose of administering any rehabilitation program, whether alone or in conjunction with 
the welfare system, and to verify receipt of energy assistance for the telephone assis
tance plan; 

(10) to appropriate parties in connection with an emergency if knowledge of the 
information is necessary to protect the health or safety of the individual or other indi
viduals or persons; 

(11) data maintained by residential facilities as defined in section 24SA.02 may 
be disclosed to the protection and advocacy system established in this state pursuant 
to Part C of Public Law Number 98-527 to protect the legal and human rights of persons 
with mental retardation or other related conditions who live in residential facilities for 
these persons if the protection and advocacy system receives a complaint by or on 
behalf of that person and the person does not have a legal guardian or the state or a 
designee of the state is the legal guardian of the person; 

(12) to the county medical examiner or the county coroner for identifying or locat
ing relatives or friends of a deceased person; 

(13) data on a child support obligor who makes payments to the public agency may 
be'disclosed to the higher education coordinating board to the extent necessary to deter
mine eligibility under section 136A.121, subdivision 2, clause (S); 

(14) participant social security numbers and names collected by the telephone 
assistance program may be disclosed to the department of revenue to conduct an elec
tronic data match with the property tax refund database to determine eligibility under 
section 237.70, subdivision 4a; 

(15) the current address of a recipient of aid to families with dependent children 
may be disclosed to law enforcement officers who provide the name and social securi
ty number of the recipient and satisfactorily demonstrate that: (i) the recipient is a fugi
tive felon, including the grounds for this determination; (ii) the location or apprehen
sion of the felon is within the law enforcement officer's official duties; and (iii) the 
request is made in writing and in the proper exercise of those duties; 

(16) the current address of a recipient of general assistance, work readiness, or gen
eral assistance medical care may be disclosed to probation officers and corrections 
agents who are supervising the recipient, and to law enforcement officers who are inves
tigating the recipient in connection with a felony level offense; 

(17) information obtained from food stamp applicant or recipient households may 
be disclosed to local, state, or federal law enforcement officials, upon their written 
request, for the purpose of investigating an alleged violation of the food stamp act, in 
accordance with Code of Federal Regulations, title 7, section 272.1(c); or 

(18) data on a child support obligor who is in arrears may be disclosed for purposes 
of publishing the data pursuant to section 518.575. 

(b) Information on persons who have been treated for drug or alcohol abuse may 
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only be disclosed in accordance with the requirements of Code of Federal Regulations, 
title 42, sections 2.1 to 2.67. 

(c) Data provided to law enforcement agencies under paragraph (a), clause (IS), 
(16), or (17), or paragraph (b), are investigative data and are confidential or protected 
nonpublic while the investigation is active. The data are private after the investigation 
becomes inactive under section 13.82, subdivision S, paragraph (a) or (b). 

(d) Mental health data shall be treated as provided in subdivisions 7,8, and 9, but 
is not subject to the access provisions of subdivision 10, paragraph (b). 

Subd. 3. Investigative data. Data on persons, including data on vendors of services 
and data on licensees, that is collected, maintained, used, or disseminated by the wel
fare system in an investigation, authorized by statute and relating to the enforcement 
of rules or law, is confidential data on individuals pursuant to section 13.02, subdivi
sion 3, or protected nonpublic data not on individuals pursuant to section 13.02, subdi
vision 13, and shall not be disclosed except: 

(a) pursuant to section 13.03; 
(b) pursuant to statute or valid court order; 
(c) to a party named in a civil or criminal proceeding, administrative or judicial, 

for preparation of defense; or 
(d) to provide notices required or permitted by statute. 
The data referred to in this subdivision shall be classified as public data upon its 

submission to an administrative law judge or court in an administrative or judicial pro
ceeding. Inactive welfare investigative data shall be treated as provided in section 
13.39, subdivision 3. 

Subd. 4. Licensing data, (a) As used in this subdivision: 
(1) "licensing data" means all data collected, maintained, used, or disseminated 

by the welfare system pertaining to persons licensed or registered or who apply for licen
sure or registration or who formerly were licensed or registered under the authority of 
the commissioner of human services; 

(2) "client" means a person who is receiving services from a licensee or from an 
applicant for licensure; and 

(3) "personal and personal financial data" means social security numbers, identity 
of and letters of reference, insurance information, reports from the bureau of criminal 
apprehension, health examination reports, and social/home studies. 

(b) Except as provided in paragraph (c), the following data on current and former 
licensees are public: name, address, telephone number of licensees, licensed capacity, 
type of client preferred, variances granted, type of dwelling, name and relationship of 
other family members, previous license history, class of license, and the existence and 
status of complaints. When disciplinary action has been taken against a licensee or the 
complaint is resolved, the following data are public: the substance of the complaint, the 
findings of the investigation of the complaint, the record of informal resolution of a 
licensing violation, orders of hearing, findings of fact, conclusions of law, and specifica
tions of the final disciplinary action contained in the record of disciplinary action. 

The following data on persons subject to disqualification under section 245A.04 
in connection with a license to provide family day care for children, child care center 
services, foster care for children in the provider's home, or foster care or day care ser
vices for adults in the provider's home, are public: the nature of any disqualification 
set aside under section 24SA.04, subdivision 3b, and the reasons for setting aside the 
disqualification; and the reasons for granting any variance under section 24SA.04, sub
division 9. 

(c) The following are private data on individuals under section 13.02, subdivision 
12, or nonpublic data under section 13.02, subdivision 9: personal and personal finan
cial data on family day care program and family foster care program applicants and 
licensees and their family members who provide services under the license. 

(d) The following are private data on individuals: the identity of persons who have 
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made reports concerning licensees or applicants that appear in inactive investigative 
data, and the records of clients or employees of the licensee or applicant for licensure 
whose records are received by the licensing agency for purposes of review or in anticipa
tion of a contested matter. The names of reporters under sections 626.556 and 626.557 
may be disclosed only as provided in section 626.556, subdivision 11, or 626.557, sub
division 12. 

(e) Data classified as private, confidential, nonpublic, or protected nonpublic 
under this subdivision become public data if submitted to a court or administrative law 
judge as part of a disciplinary proceeding in which there is a public hearing concerning 
the disciplinary action. 

(0 Data generated in the course of licensing investigations that relate to an alleged 
violation of law are investigative data under subdivision 3. 

(g) Data that are not public data collected, maintained, used, or disseminated 
under this subdivision that relate to or are derived from a report as defined in section 
626.556, subdivision 2, are subject to the destruction provisions of section 626.556, 
subdivision 11. 

Subd. 5. Medical data; contracts. Data relating to the medical, psychiatric, or men
tal health of any individual, including diagnosis, progress charts, treatment received, 
case histories, and opinions of health care providers, that is collected, maintained, used, 
or disseminated by any agency to the welfare system is private data on individuals and 
will be available to the data subject, unless the private health care provider has clearly 
requested in writing that the data be withheld pursuant to section 144.335. Data on 
individuals that is collected, maintained, used, or disseminated by a private health care 
provider under contract to any agency of the welfare system is private data on individu
als, and is subject to the provisions of sections 13.02 to 13.07 and this section, except 
that the provisions of section 13.04, subdivision 3, shall not apply. Access to medical 
data referred to in this subdivision by the individual who is the subject of the data is 
subject to the provisions of section 144.335. Access to information that is maintained 
by the public authority responsible for support enforcement and that is needed to 
enforce medical support is subject to the provisions of section 518.171. 

Subd. 6. Other data. Data collected, used, maintained, or disseminated by the wel
fare system that is not data on individuals is public pursuant to section 13.03, except 
the following data: 

(a) investigative data classified by section 13.39; 
(b) welfare investigative data classified by section 13.46, subdivision 3; and 
(c) security information classified by section 13.37, subdivision 2. 
Subd. 7. Mental health center data, (a) Mental health data are private data on indi

viduals and shall not be disclosed, except: 
(1) pursuant to section 13.05, as determined by the responsible authority for the 

community mental health center, mental health division, or provider; 
(2) pursuant to court order; 
(3) pursuant to a statute specifically authorizing access to or disclosure of mental 

health data; or 
(4) with the consent of the client or patient. 
(b) An agency of the welfare system may not require an individual to consent to 

the release of mental health data as a condition for receiving services or for reimbursing 
a community mental health center, mental health division of a county, or provider 
under contract to deliver mental health services. 

Subd. 8. Access for auditing. To the extent required by state or federal law, repre
sentatives of federal, state, or local agencies shall have access to data maintained by 
public or private community mental health centers, mental health divisions of counties, 
and other providers under contract to deliver mental health services which is necessary 
to achieve the purpose of auditing. Public or private community mental health centers, 
mental health divisions of counties, and other providers under contract to deliver men-
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333 GOVERNMENT DATA PRACTICES 13.47 

tal health services shall not permit this data to identify any particular patient or client 
by name or contain any other unique personal identifier, except data provided to the 
legislative auditor. Notwithstanding any statute or rule to the contrary, and solely for 
the purposes of conducting an audit approved by the legislative audit commission in 
1988, the legislative auditor shall be given access to all data, records, and files classified 
as not public. The legislative auditor shall maintain all data collected under this subdi
vision in accordance with chapter 13 and may not disclose data that identify a patient 
or client by name or that contain any other personal identifier. 

Subd. 9. Fraud. In cases of suspected fraud, in which access to mental health data 
maintained by public or private community mental health centers or mental health 
divisions of counties and other providers under contract to deliver mental health ser
vices is necessary to a proper investigation, the county board or the appropriate pro
secutorial authority shall refer the matter to the commissioner of human services. The 
commissioner and agents of the commissioner, while maintaining the privacy rights of 
individuals and families, shall have access to mental health data to conduct an investi
gation. Upon deeming it appropriate as a result of the investigation, the commissioner 
shall refer the matter to the appropriate legal authorities and may disseminate to those 
authorities whatever mental health data are necessary to properly prosecute the case. 

Subd. 10. Responsible authority, (a) Notwithstanding any other provision of this 
chapter to the contrary, the responsible authority for each component of the welfare 
system listed in subdivision 1, clause (c), shall be as follows: 

(1) the responsible authority for the department of human services, state hospitals, 
and nursing homes is the commissioner of the department of human services; 

(2) the responsible authority of a county welfare agency is the director of the 
county welfare agency; 

(3) the responsible authority for a local social services agency, human services 
board, or community mental health center board is the chair of the board; and 

(4) the responsible authority of any person, agency, institution, organization, or 
other entity under contract to any of the components of the welfare system listed in sub
division 1, clause (c), is the person specified in the contract. 

(b) A responsible authority shall allow another responsible authority in the welfare 
system access to data classified as not public data when access is necessary for the 
administration and management of programs, or as authorized or required by statute 
or federal law. 

Subd. 11. Nursing home appraisals. Names, addresses, and other data that could 
identify nursing homes selected as part of a random sample to be appraised by the 
department of human services in its rate setting process are classified as protected non
public data until the sample has been completed. 

History: 1979 c 328 s 15; 1980 c 603 s 23; 1980 c 615 s 34; 1981 c 311 s 39; 1982 
c 545 s 8,24; 1983 c 15 s 1; 1983 c 312 art 8 s 1; 1984 c 436 s 19-24; 1984 c 579 s 1-5; 
1984 c 640 s 32; 1984 c 654 art 5 s 58; 1985 c 293 s 1,2; 1985 c 298 s 13-17; 1986 c 337 
s 1; 1986 c 444; 1987 c 333 s 22; 1987 c 351 s 8-11; 1987 c 352 s 1; 1988 c 598 s 3; 1989 
c 209 art 1 s 4; art 2 s 2; 1989 c 282 art 5 s 1; 1989 c 351 s 6; 1990 c 568 art 3 s 1; 1990 
c 573 s 6,7; 1991 c 292 art 5 s 1; 1993 c 171 s 1; 1993 c 351 s 8-10; 1994 c 483 s 1; 1994 
c 488 s 8; 1994 c 618 art 1 s 10,11; 1994 c 630 art 11 s 2; 1994 c 631 s 31; 1994 c 636 
art 4 s 2 

13.47 EMPLOYMENT AND TRAINING DATA. 
Subdivision 1. Definition, (a) "Employment and training data" means data on indi

viduals collected, maintained, used, or disseminated because an individual applies for, 
is currently enrolled in, or has been enrolled in employment and training programs 
funded with federal, state, or local resources. 

(b) "Employment and training service provider" means an administrative entity 
certified by the commissioner of economic security to deliver employment and training 
services under section 268.0122, subdivision 3, or an organization that contracts with 
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a certified administrative entity or the department of economic security to deliver 
employment and training services. 

Subd. 2. Classification. Employment and training data are private data on individ
uals. 

Subd. 3. Dissemination. Employment and training data may be disseminated: 
(a) to other employment and training service providers to coordinate the employ

ment and training services for the data subject or to determine eligibility or suitability 
for services from other programs; 

(b) to local and state welfare agencies for monitoring the eligibility of the partici
pant for assistance programs, or for any employment or training program administered 
by those agencies. 

History: 1988 c 598 s 2; 1994 c 483 si 

13.48 AWARD DATA. 
Financial data on business entities submitted to a state agency, statewide system, 

or political subdivision for the purpose of presenting awards to business entities for 
achievements in business development or performance are private data on individuals 
or nonpublic data. 

History: 1991c 319 s 7 

13.49 SOCIAL SECURITY NUMBERS. 
The social security numbers of individuals collected or maintained by a state 

agency, statewide system, or political subdivision are private data on individuals, 
except to the extent that access to the social security number is specifically authorized 
by law. 

History: 1994 c 618 art 1 s 12 

DATA MAINTAINED ONLY 
BY POLITICAL SUBDIVISIONS 

13.50 APPRAISAL DATA. 
Subdivision 1. Confidential or protected nonpublic data. Estimated or appraised 

values of individual parcels of real property which are made by personnel of die state, 
its agencies and departments, or a political subdivision or by independent appraisers 
acting for the state, its agencies and departments, or a political subdivision for the pur
pose of selling or acquiring land through purchase or condemnation are classified as 
confidential data on individuals or protected nonpublic data. 

Subd. 2. Public data. The data made confidential by the provisions of subdivision 
1 shall become public upon the occurrence of any of the following: 

(a) The negotiating parties exchange appraisals; 
(b) The data are submitted to a court appointed condemnation commissioner; 
(c) The data are presented in court in condemnation proceedings; or 
(d) The negotiating parties enter into an agreement for the purchase and sale of 

the property. 
History: 1981 c 311 s 39; 1982 c 545 s 21,24; 1983 c 143 s 1; 1987 c 351 s 12 

13.51 ASSESSOR'S DATA. 
Subdivision 1. Generally. The following data collected, created and maintained by 

political subdivisions are classified as private, pursuant to section 13.02, subdivision 
12, or nonpublic depending on the content of the specific data: 

Data contained on sales sheets received from private multiple listing service orga
nizations where the contract with the organizations requires the political subdivision 
to refrain from making the data available to the public. 
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Subd. 2. Income property assessment data. The following data collected by political 
subdivisions from individuals or business entities concerning income properties are 
classified as private or nonpublic data pursuant to section 13.02, subdivisions 9 and 
12: 

(a) detailed income and expense figures for the current year plus the previous three 
years; 

(b) average vacancy factors for the previous three years; 
(c) verified net rentable areas or net usable areas, whichever is appropriate; 
(d) anticipated income and expenses for the current year; 
(e) projected vacancy factor for the current year; and 
(f) lease information. 
Subd. 3. Data on income of individuals. Income information on individuals col

lected and maintained by political subdivisions to determine eligibility of property for 
classification 4c under section 273.13, subdivision 23, paragraph (c), is private data on 
individuals as defined in section 13.02, subdivision 12. 

History: 1981 c 311 s 30,39; 1982 c 545 s 15,24; 1991 c 291 art 1 s 1,2 

13.511 LODGING TAX DATA. 
Data, other than basic taxpayer identification data, collected from taxpayers under 

a lodging tax ordinance are nonpublic. 
History: 1990 c 573 s 8 

13.52 DEFERRED ASSESSMENT DATA. 
Any data, collected by political subdivisions pursuant to section 435.193, which 

indicate the amount or location of cash or other valuables kept in the homes of appli
cants for deferred assessment, are private data pursuant to section 13.02, subdivision 
12. 

History: 1980 c 603 s 16; 1981 c 311 s 39; 1982 c 545 s 24 

13.521 TRANSPORTATION SERVICE DATA. 
Personal, medical, financial, familial, or locational information data pertaining to 

applicants for or users of services providing transportation for the disabled or elderly, 
with the exception of the name of the applicant or user of the service, are private. 

History: 7990 c 573 s 9 

13.528 HENNEPIN COUNTY FOSTER CARE REVIEW TEAM; DATA ACCESS. 
The foster care policy redesign commission and the foster care review team created 

by the Hennepin county board of commissioners to review the foster care system shall 
have access to not public data as defined in Minnesota Statutes, section 13.02, subdivi
sion 8a, as provided in this section. The commission and the team shall have access 
to not public data on foster care cases. Access is limited to records created, collected, 
or maintained by any local social services agency that provided services to a child or 
a child's family during the five years immediately preceding any out-of-home place
ment of the child and continuing throughout the period of the placement until the child 
was returned to the custody of a parent, adopted, or otherwise was no longer the subject 
of a case plan developed by a county social service agency. A county social service 
agency shall provide the not public data described in this section to the foster care 
review team or the foster care policy redesign commissioner upon request. 

Not public data received by the foster care review team or the foster care policy 
redesign commission maintains the same classification in the possession of the team 
or commission as it had in the possession of the entity providing the data. Not public 
data received under this section shall be returned to the entity providing it upon com
pletion of the work of the foster care policy redesign commission and the foster care 
review team. 

History: 799i c 351 s 39 
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13.53 FOSTER CARE DATA. 
The following data collected, created and maintained by a community action 

agency in a study of the impact of foster care policies on families are classified as confi
dential data, pursuant to section 13.02, subdivision 3: names of persons interviewed; 
foster care placement plans obtained from other public and private agencies; and all 
information gathered during interviews with study participants. 

History: 1981 c 311 s 28,39; 1982 c 545 s 24 

13.531 FARM ASSISTANCE DATA. 
The following data collected and maintained by counties that provide assistance 

to individual farmers who are experiencing economic or emotional distress are classi
fied as private data: financial history, including listings of assets and debts, and personal 
and emotional status information. 

History: 7957 c 351 s 13 

13.54 HOUSING AGENCY DATA. 
Subdivision 1. Definition. For purposes of this section "housing agency" means the 

public housing agency or housing and redevelopment authority of a political subdivi
sion. 

Subd. 2. Confidential data. The following data on individuals maintained by the 
housing agency are classified as confidential data, pursuant to section 13.02, subdivi
sion 3: correspondence between the agency and the agency's attorney containing data 
collected as part of an active investigation undertaken for the purpose of the com
mencement or defense of potential or actual litigation, including but not limited to: 
referrals to the office of the inspector general or other prosecuting agencies for possible 
prosecution for fraud; initiation of lease terminations and unlawful detainer actions; 
admission denial hearings concerning prospective tenants; commencement of actions 
against independent contractors of the agency; and tenant grievance hearings. 

Subd. 3. Protected nonpublic data. The following data not on individuals main
tained by the housing agency are classified as protected nonpublic data, pursuant to sec
tion 13.02, subdivision 13: correspondence between the agency and the agency's 
attorney containing data collected as part of an active-investigation undertaken for the 
purpose of the commencement or defense of potential or actual litigation, including but 
not limited to, referrals to the office of the inspector general or other prosecuting bod
ies or agencies for possible prosecution for fraud and commencement of actions against 
independent contractors of the agency. 

Subd. 4. Nonpublic data. The following data not on individuals maintained by the 
housing agency are classified as nonpublic data, pursuant to section 13.02, subdivision 
9: all data pertaining to negotiations with property owners regarding the purchase of 
property. With the exception of the housing agency's evaluation of properties not pur
chased, all other negotiation data shall be public at the time of the closing of the prop
erty sale. 

Subd. S. Private data on individuals. Income information on individuals collected 
and maintained by a housing agency to determine eligibility of property for classifica
tion 4c under section 273.13, subdivision 25, paragraph (c), is private data on individu
als as defined in section 13.02, subdivision 12. The data may be disclosed to the county 
and local assessors responsible for determining eligibility of the property for classifica
tion 4c. 

History: 1981 c 311 s 32,39; 1982 c 545 s 24; 1991 c 291 art 1 s 3 

13.55 CONVENTION CENTER DATA. 
Subdivision 1. Not public classification. The following data received, created, or 

maintained by or for publicly owned and operated convention facilities, civic center 
authorities, or the metropolitan sports facilities commission are classified as nonpublic 
data pursuant to section 13.02, subdivision 9; or private data on individuals pursuant 
to section 13.02, subdivision 12: 
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(a) a letter or other documentation from any person who makes inquiry to or who 
is contacted by the facility regarding the availability of the facility for staging events; 

(b) identity of firms and corporations which contact the facility; 
(c) type of event which they wish to stage in the facility; 
(d) suggested terms of rentals; and 
(e) responses of authority staff to these inquiries. 
Subd. 2. Public data. The data made not public by the provisions of subdivision 

1 shall become public upon the occurrence of any of the following: 
(a) five years elapse from the date on which the lease or contract is entered into 

between the facility and the inquiring party or parties or the event which was the subject 
of inquiry occurs at the facility, whichever occurs earlier; 

(b) the event which was the subject of inquiry does not occur; or 
(c) the event which was the subject of inquiry occurs elsewhere. 
Subd. 3. Exhibitor data. The names, addresses, and contact persons for individual 

exhibitors at an exhibition may be withheld at the discretion of the facility to protect 
the competitive position of the facility or its customers. 

History: 1981 c311s 39; 1982 c 545 s 19,24; 1991 c 319 s 8 

13.551 CLASSIFICATION OF SAINT PAUL PORT AUTHORITY DATA. 
The following data not on individuals collected and maintained by the Saint Paul 

port authority are classified as protected nonpublic, until 30 days before the date of a 
hearing on a proposed sale pursuant to section 469.063: financial studies and reports 
that are part of appraisers' estimates of value of or concerning projects as defined in 
chapter 474, prepared by personnel of the port authority or independent accountants, 
consultants, and appraisers for the purpose of marketing by sale or lease a project which 
the port authority has acquired or repossessed as the result of the default under and the 
termination of a revenue agreement as defined in chapter 474. 

History: 1987 c 351 s 14; 1989 c 209 art 2 s 1 

13.552 HUMAN RIGHTS DATA. 
Data maintained by the human rights department of a political subdivision, 

including human rights investigative data and data contained in closed or open case 
files, are classified the same as and administered in accordance with chapter 363. 

History: 1989 c 351 s 7 

13.56 SEXUAL ASSAULT DATA. 
Subdivision 1. Definitions, (a) "Community-based program" means any office, 

institution, or center offering assistance to victims of sexual assault and their families 
through crisis intervention, medical, and legal accompaniment and subsequent coun
seling. 

(b) "Sexual assault counselor" means a person who has undergone at least 40 hours 
of crisis counseling training and works under the direction of a supervisor in a crisis 
center, whose primary purpose is the rendering of advice, counseling, or assistance to 
victims of sexual assault. 

(c) "Victim" means a person who consults a sexual assault counselor for the pur
pose of securing advice, counseling, or assistance concerning a mental, physical, or 
emotional condition caused by a sexual assault. 

(d) "Sexual assault communication data" means all information transmitted in 
confidence between a victim of sexual assault and a sexual assault counselor and all 
other information received by the sexual assault counselor in the course of providing 
assistance to the victim. The victim shall be deemed the subject of sexual assault com
munication data. 

Subd. 2. Classification. All sexual assault communication data is classified as pri
vate data on individuals. 

History: 1981 c 311 s 39; 1982 c 545 s 24; 1982 c 558 s 2 
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13.57 SOCIAL RECREATIONAL DATA. 
The following data collected and maintained by political subdivisions for the pur

pose of enrolling individuals in recreational and other social programs are classified as 
private, pursuant to section 13.02, subdivision 12: the name, address, telephone num
ber, any other data that identifies the individual, and any data which describes the 
health or medical condition of the individual, family relationships and living arrange
ments of an individual or which are opinions as to the emotional makeup or behavior 
of an individual. 

History: 1981 c 311 s 21,39; 1982 c 545 s 24; 1994 c 618 art 1 s 13 

13.58 [Repealed, 1987 c 268 art 6 s S3] 

13.59 REDEVELOPMENT DATA. 
Subdivision 1. Private data. The following data collected in surveys of individuals 

conducted by cities and housing and redevelopment authorities for the purposes of 
planning, development, and redevelopment, are classified as private data pursuant to 
section 13.02, subdivision 12: the names and addresses of individuals and the legal 
descriptions of property owned by individuals. 

Subd. 2. Nonpublic data. The following data collected in surveys of businesses con
ducted by cities and housing and redevelopment authorities, for the purposes of plan
ning, development, and redevelopment, are classified as nonpublic data pursuant to 
section 13.02, subdivision 9: the names, addresses, and legal descriptions of business 
properties and the commercial use of the property to the extent disclosure of the use 
would identify a particular business. 

History: 1984 c 436 s 26 

13.60 ELECTED OR APPOINTED OFFICIALS; FINANCIAL DISCLOSURE 
STATEMENTS. 

Financial disclosure statements of elected or appointed officials which, by require
ment of the political subdivision, are filed with the political subdivision, are public data 
on individuals. 

History: 1984 c 436 s 27 

13.61 INSURANCE TRUST DATA; PRIVATE AND NONPUBLIC DATA. 
The following data collected or created by the league of Minnesota cities insurance 

trust, association of Minnesota counties insurance trust, or by the Minnesota school 
board association insurance trust in order to process claims for workers' compensation 
are classified as either private data in regard to claims when the insured worker is living, 
or nonpublic data in regard to claims when the insured worker is deceased: name, 
address, phone number, and social security account number of the claimant if the 
claimant is not a public employee; claim number, date of claimed injury, employee's 
social security number, home phone number, home address, date of birth, sex, and mar
ital status; whether claimed injury caused loss of time from work; whether the employee 
lost time from work on the day of the claimed injury and the number of hours lost; 
whether the employee has returned to work; whether full or partial wages were paid for 
the first day of lost time and the amount paid, time of day, and location where injury 
occurred; whether the injury occurred on employer's premises; the name, address, and 
phone number of the treating physician or practitioner; identification of the hospital 
where treated; nature of the claimed injury or occupational illness; part of body 
affected; name or type of object involved in causing the injury; nature of injury; type 
of accident; description of actions taken to prevent reoccurrence; names of coworker 
witnesses; and all data collected or created as a result of the investigation of the claim 
including, but not limited to, physicians' reports; other data on the medical condition 
of the claimant; data collected from the claimant's physicians; and data collected in 
interviews of the claimant's employer, coworkers, family members, and neighbors. 

History: 1985 c 298 s 18 
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13.62 ECONOMIC ASSISTANCE DATA. 
The following data collected by cities in their administration of the city economic 

development assistance program are classified as nonpublic data: 
(1) application data, except company names, addresses, and other data that iden

tify the applicant, until the application is approved by the city; 
(2) application data, except company names, addresses, and other data that iden

tify the applicant, that pertain to companies whose applications have been disap
proved; 

(3) attachments to applications including but, not limited to, business and per
sonal financial records, until the application is approved; 

(4) income tax returns, either personal or corporate, that are filed by applicants; 
and 

(3) correspondence between the program administrators and the applicant until 
the application has been approved or disapproved. 

History: 79*5 c 298 s 19 

13.63 MINNEAPOLIS EMPLOYEES RETIREMENT FUND DATA. 
Subdivision 1. Beneficiary and survivor data. The following data on beneficiaries 

and survivors of Minneapolis employees retirement fund members are private data on 
individuals: home address, date of birth, direct deposit account number, and tax with
holding data. 

Subd. 2. Limits on disclosure. Required disclosure of data about members, survi
vors, and beneficiaries is limited to name, gross pension, and type of benefit awarded. 

History: 1993 c 351s 11 

DATA MAINTAINED ONLY 
BY STATE AGENCIES 

13.64 DEPARTMENT OF ADMINISTRATION DATA. 
Notes and preliminary drafts of reports created, collected, or maintained by the 

management analysis division, department of administration, and prepared during 
management studies, audits, reviews, consultations, or investigations are classified as 
confidential or protected nonpublic data until the final report has been published or 
preparation of the report is no longer being actively pursued. Data that support the con
clusions of the report and that the commissioner of administration reasonably believes 
will result in litigation are confidential or protected nonpublic until the litigation has 
been completed or until the litigation is no longer being actively pursued. Data on indi
viduals that could reasonably be used to determine the identity of an individual supply
ing data for a report are private if (a) the data supplied by the individual were needed 
for a report and (b) the data would not have been provided to the management analysis 
division without an assurance to the individual that the individual's identity would 
remain private. 

History: 1984 c 436 s 28; 1986 c 444; 1989 c 351s 8 

13.641 [Repealed, 1990 c 573 s 23] 

13.642 TEACHERS RETIREMENT ASSOCIATION DATA. 
The following data on beneficiaries and survivors of teachers retirement associa

tion members is considered private data on individuals: 
(1) address; 
(2) birth date; 
(3) direct deposit account number; and 
(4) tax withholding data. 
History: 7957 c 284 art 1 s 3 
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13.643 DEPARTMENT OF AGRICULTURE DATA. 
Subdivision 1. Loan and grant applicant data. The following data on applicants, col

lected by the department of agriculture in its sustainable agriculture revolving loan and 
grant programs under sections 17.115 and 17.116, are private or nonpublic: nonfarm 
income; credit history; insurance coverage; machinery and equipment list; financial 
information; and credit information requests. 

Subd. 2. Farm advocate data. The following data supplied by farmer clients to Min
nesota farm advocates and to the department of agriculture are private data on individ
uals: financial history, including listings of assets and debts, and personal and 
emotional status information. 

History: 1990 c 573 s 10; 1993 c 351 s 12 

13.644 [Repealed, 1993 c 351 s 41] 

13.645 AQUACULTURE PERMIT DATA. 
The following data collected and maintained by an agency issuing aquaculture per

mits under sections 17.47 to 17.498 are classified as private or nonpublic: the names 
and addresses of customers provided in the permit application. 

History: 1991c 309 s 1 

13.65 ATTORNEY GENERAL DATA. 
Subdivision 1. Private data. The following data created, collected and maintained 

by the office of the attorney general are classified as private data on individuals: 
(a) the record, including but not limited to, the transcript and exhibits of all dis

ciplinary proceedings held by a state agency, board or commission, except in those 
instances where there is a public hearing; 

(b) communications and noninvestigative files regarding administrative or policy 
matters which do not evidence final public actions; 

(c) consumer complaint data, other than that data classified as confidential, 
including consumers' complaints against businesses and follow-up investigative mate
rials; 

(d) investigative data, obtained in anticipation of, or in connection with litigation 
or an administrative proceeding where the investigation is not currently active; and 

(e) data collected by the consumer division of the attorney general's office in its 
administration of the home protection hot line including: the name, address, and phone 
number of the consumer; the name and address of the mortgage company; the total 
amount of the mortgage; the amount of money needed to bring the delinquent mortgage 
current; the consumer's place of employment; the consumer's total family income; and 
the history of attempts made by the consumer to renegotiate a delinquent mortgage. 

Subd. 2. Confidential data. The following data created, collected and maintained 
by the office of the attorney general are classified as confidential, pursuant to section 
13.02, subdivision 3: data acquired through communications made in official confi
dence to members of the attorney general's staff where the public interest would suffer 
by disclosure of the data. 

Subd. 3. Public data. Data describing the final disposition of disciplinary proceed
ings held by any state agency, board or commission are classified as public, pursuant 
to section 13.02, subdivision 15. 

History: 1981 c 311 s 35,39; 1982 c 545 s 24; 1985 c 298 s 20 

13.66 CORRECTIONS OMBUDSMAN DATA. 
Subdivision 1. Private data. The following data maintained by the ombudsman for 

corrections are classified as private, pursuant to section 13.02, subdivision 12: 
(a) All data on individuals pertaining to contacts made by clients seeking the assis

tance of the ombudsman, except as specified in subdivisions 2 and 3; 
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(b) Data recorded from personal and phone conversations and in correspondence 
between the ombudsman's staff and persons interviewed during the course of an inves
tigation; 

(c) Client index cards; 
(d) Case assignment data; and 
(e) Monthly closeout data. 
Subd. 2. Confidential data. The following data maintained by the ombudsman are 

classified as confidential, pursuant to section 13.02, subdivision 3: the written summary 
of the investigation to the extent it identifies individuals. 

Subd. 3. Public data. The following data maintained by the ombudsman are classi
fied as public, pursuant to section 13.02, subdivision 15: client name, client location; 
and the inmate identification number assigned by the department of corrections. 

History: 1981 c 311 s 33,39; 1982 c 545 s 24 

13.67 EMPLOYEE RELATIONS DATA. 
The following data collected, created, or maintained by the department of 

employee relations are classified as nonpublic data pursuant to section 13.02, subdivi
sion 9: 

(a) The commissioner's plan prepared by the department, pursuant to section 
3.855, which governs the compensation and terms and conditions of employment for 
employees not covered by collective bargaining agreements until the plan is submitted 
to the legislative commission on employee relations; 

(b) Data pertaining to grievance or interest arbitration that has not been presented 
to the arbitrator or other party during the arbitration process; 

(c) Notes and preliminary drafts of reports prepared during personnel investiga
tions and personnel management reviews of state departments and agencies; 

(d) The managerial plan prepared by the department pursuant to section 43A.18 
that governs the compensation and terms and conditions of employment for employees 
in managerial positions, as specified in section 43A.18, subdivision 3, until the plan is 
submitted to the legislative commission on employee relations; and 

(e) Claims experience and all related information received from carriers and 
claims administrators participating in either the state group insurance plan or the pub
lic employees insurance plan as defined in chapter 43A, and survey information col
lected from employees and employers participating in these plans, except when the 
department determines that release of the data will not be detrimental to the plan. 

History: 1981 c311s 34,39; 1982 c 545 s 24; 1984 c 436 s 29; 1988 c 670 s 2; 1994 
c 429 si 

13.671 IRON RANGE RESOURCES AND REHABILITATION BOARD DATA. 
Subdivision 1. Nonpublic data. The following data that are submitted to the com

missioner of the iron range resources and rehabilitation board by businesses that are 
requesting financial assistance are nonpublic data: the identity of the business and 
financial information about the business including, but not limited to, credit reports, 
financial statements, net worth calculations, business plans, income and expense pro
jections, customer lists, and market and feasibility studies not paid for with public 
funds. 

Subd. 2. Public data. Data submitted to the commissioner under subdivision 1 
become public data upon submission of the request for financial assistance to the iron 
range resources and rehabilitation board except that the following data remain nonpub
lic: business plans, income and expense projections, customer lists, and market and fea
sibility studies not paid for with public funds. 

History: 1989 c 351s 9 
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13.68 ENERGY AND FINANCIAL DATA AND STATISTICS. 
Subdivision 1. Nonpublic data. Energy and financial data, statistics, and informa

tion furnished to the commissioner of public service development by a coal supplier 
or petroleum supplier, or information on individual business customers of a public util
ity pursuant to section 216C. 16 or 216C. 17, either directly or through a federal depart
ment or agency are classified as nonpublic data as denned by section 13.02, subdivision 
9. 

Subd. 2. Energy audit data. Data contained in copies of bids, contracts, letters of 
agreement between utility companies and third party auditors and firms, and in utility 
statements or documents showing costs for employee performance of energy audits 
which are received by the commissioner of public service in order to arbitrate disputes 
arising from complaints concerning the award of contracts to perform energy conserva
tion audits are classified as protected nonpublic data not on individuals as defined by 
section 13.02, subdivision 13. 

History: 1981 c 85 s 1; 1981 c 311 s 39; 1981 c 356 s 248; 1982 c 545 s 7,24; 1983 
c 231 s 1; 1983 c 289 s 115 subd 1; lSpl985 c 13 s 78; 1987 c 312 art 1 s 10 subds 1.2 

13.69 PUBLIC SAFETY DATA. 
Subdivision 1. Classifications, (a) The following government data of the depart

ment of public safety are private data: 
(1) medical data on driving instructors, licensed drivers, and applicants for park

ing certificates and special license plates issued to physically handicapped persons; and 
(2) social security numbers in driver's license and motor vehicle registration rec

ords, except that social security numbers must be provided to the department of reve
nue for purposes of tax administration. 

(b) The following government data of the department of public safety are confi
dential data: data concerning an individual's driving ability when that data is received 
from a member of the individual's family. 

Subd. 2. Photographic negatives. Photographic negatives obtained by the depart
ment of public safety in the process of issuing drivers licenses or Minnesota identifica
tion cards shall be private data on individuals pursuant to section 13.02, subdivision 
12. 

History: 1981 c 311 s 18,37,39; 1982 c 545 s 24; 1990 c 573 s 12 

13.691 PUBLIC EMPLOYEES RETIREMENT ASSOCIATION DATA. 
The following data on individual beneficiaries and survivors of public employment 

retirement association members are classified as private: home address, date of birth, 
direct deposit account number, and tax withholding data. 

History: 1987 c 351 s 15 

13.692 DEPARTMENT OF PUBLIC SERVICE DATA. 
Subdivision 1. Tenant. Data collected by the department of public service that 

reveals the identity of a tenant who makes a complaint regarding energy efficiency stan
dards for rental housing are private data on individuals. 

Subd. 2. Utility or telephone company employee or customer, (a) The following are 
private data on individuals: data collected by the department of public service or the 
public utilities commission, including the names or any other data that would reveal 
the identity of either an employee or customer of a telephone company or public utility 
who files a complaint or provides information regarding a violation or suspected viola
tion by the telephone company or public utility of any federal or state law or rule; except 
this data may be released as needed to law enforcement authorities. 

(b) The following are private data on individuals: data collected by the commis
sion or the department of public service on individual public utility or telephone com
pany customers or prospective customers, including copies of tax forms, needed to 
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administer federal or state programs that provide relief from telephone company bills, 
public utility bills, or cold weather disconnection. The determination of eligibility of 
the customers or prospective customers may be released to public utilities or telephone 
companies to administer the programs. 

History: 1987 c 351 s 16; 1993 c 351 s 13 

13.70 [Repealed, 1989 c 184 art 1 s 20] 

13.71 DEPARTMENT OF COMMERCE DATA. 
Subdivision 1. Surplus line insurance data. All data appearing on copies of surplus 

line insurance policies collected by the department of commerce pursuant to sections 
60A.19S to 60A.209 are classified as private data. 

Subd. 2. Group workers' compensation self-insurance data. Financial data relating 
to nonpublic companies that are submitted to the commissioner of commerce for the 
purpose of obtaining approval to self-insure workers' compensation liability as a group 
are classified as nonpublic data. 

Subd. 3. Workers' compensation self-insurance data. Financial documents, includ
ing income statements, balance sheets, statements of changes in financial positions, and 
supporting financial information, submitted by nonpublic companies seeking to self-
insure their workers' compensation liability or to be licensed as self-insurance plan 
administrators are classified as nonpublic data. 

Subd. 4. Pollution liability insurance survey data. Data that could identify a com
pany that responded to a pollution liability insurance survey taken by the department 
of commerce are classified as nonpublic data. 

Subd. S. Data on insurance companies and township mutual companies. The follow
ing data collected and maintained by the department of commerce are classified as non
public data: 

(a) that portion of any of the following data which would identify the affected 
insurance company or township mutual company: (1) any order issued pursuant to sec
tion 60A.031, subdivision S, or 67A.241, subdivision 4, and based in whole or in part 
upon a determination or allegation by the commerce department or commissioner that 
an insurance company or township mutual company is in an unsound, impaired, or 
potentially unsound or impaired condition; or (2) any stipulation, consent agreement, 
letter agreement, or similar document evidencing the settlement of any proceeding 
commenced pursuant to an order of a type described in clause (1), or an agreement 
between the department and an insurance company or township mutual company 
entered in lieu of the issuance of an order of the type described in clause (1); 

(b) any correspondence or attachments relating to the data listed in this subdivi
sion. 

Subd. 6. Comprehensive health insurance data. The following data on eligible per
sons and enrollees of the state comprehensive health insurance plan are classified as pri
vate: all data collected or maintained by the Minnesota comprehensive health 
association, the writing carrier, and the department of commerce. 

The Minnesota comprehensive health association is considered a state agency for 
purposes of this chapter. 

The Minnesota comprehensive health association may disclose data on eligible 
persons and enrollees of the state comprehensive health insurance plan to conduct actu
arial and research studies, notwithstanding the classification of this data, if: 

(1) the board authorizes the disclosure; 
(2) no individual may be identified in the actuarial or research report; 
(3) materials allowing an individual to be identified are returned or destroyed as 

soon as they are no longer needed; and 
(4) the actuarial or research organization agrees not to disclose the information 

unless the disclosure would be permitted under this chapter if made by the association. 
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Subd. 7. Classification of PPO agreement data. Data described in section 62E. 13, 
subdivision 11, are nonpublic data. 

Subd. 8. Release of complaint to respondent. The commissioner may provide a 
copy of a complaint to the subject of the complaint when the commissioner determines 
that the access is necessary in order to effectively conduct the investigation. 

Subd. 9. Social security numbers. The social security numbers of individuals col
lected or maintained by the department of commerce are classified as private data. 

Subd. 10. Certain data received by commissioner of commerce. Certain data 
received because of the commissioner's participation in various organizations are clas
sified under section 4S.012. 

Subd. 11. Bank incorporators data. Financial data on individuals submitted by 
incorporators proposing to organize a bank are classified under section 46.041, subdivi
sion 1. 

Subd. 12. Surplus lines insurer data. Reports and recommendations on the finan
cial condition of eligible surplus lines insurers submitted to the commissioner of com
merce are classified under section 60A.208, subdivision 7. 

Subd. 13. Insurer financial condition data. Recommendations on the financial con
dition of an insurer submitted to the commissioner of commerce by the insurance guar
anty association are classified under section 60C.1S. 

Subd. 14. Insurer supervision data. Data on insurers supervised by the commis
sioner of commerce under chapter 60G are classified under section 60G.03, subdivision 
1. 

Subd. 15. Life and health insurer data. A report on an insurer submitted by the life 
and health guaranty association to the commissioner is classified under section 61 B.28, 
subdivision 2. 

Subd. 16. Solicitor or agent data. Data relating to suspension or revocation of a 
solicitor's or agent's license are classified under section 62C.17, subdivision 4. 

Subd. 17. Legal service plan solicitor or agent data. Information contained in a 
request by a legal service plan for termination of a solicitor's or agent's license is classi
fied under section 62G.20, subdivision 3. 

History: 1980 c 603 s 18; 1981 c 311 s 39; 1982 c 545 s 24; 1983 c 289 s 114 subd 
1; 1984 c 655 art 1 s 92; 1985 c 298 s 21; 1986 c 313 s 1; 1987 c 384 art 2 s 1; 1990 c 
523 s 1; 1991 c 165 s 1; 1994 c 400 s 1,2; 1994 c 618 art 2 s 1-8 

13.72 TRANSPORTATION DEPARTMENT DATA. 
Subdivision 1. Estimates for construction projects. An estimate of the cost of a con

struction project of the Minnesota department of transportation prepared by depart
ment employees is nonpublic data and is not available to the public from the time of 
final design until the project is awarded. 

Subd. 2. Rideshare data. The following data on participants, collected by the 
department of transportation for the purpose of administering the rideshare program, 
are classified as private pursuant to section 13.02, subdivision 12: residential address 
and phone number; beginning and ending work hours; current mode of commuting to 
and from work; and type of rideshare service information requested. 

Subd. 3. [Repealed, 1988 c 544 s 27; 1988 c 670 s 14] 
Subd. 4. Motor carrier accident data. All data submitted to the department of 

transportation in the form of motor vehicle carrier accident reports, except the portions 
of the report forms in which the carrier and the driver provide their version of the acci
dent, are classified as nonpublic data with regard to data not on individuals, and private 
data with regard to data on individuals. 

Subd. 5. Motor carrier accident version data. Those portions of the motor vehicle 
carrier accident report forms, that motor vehicle carriers are required to submit to the 
department of transportation, that contain the carrier's and driver's version of the acci
dent are classified as protected nonpublic data with regard to data not on individuals, 
and confidential data with regard to data on individuals. 
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Subd. 6. Complaint data. Names of complainants, complaint letters, and other 
unsolicited data furnished to the department of transportation by a person other than 
the data subject or department employee, which provide information that a person who 
is subject to chapter 221 or rules adopted under that chapter may not be in compliance 
with those requirements, are classified as confidential data or protected nonpublic data. 

Subd. 7. Public investigative data. The following data created, collected, or main
tained about persons subject to chapter 221 and rules adopted under that chapter are 
public: data contained in inspection and compliance forms and data contained in audit 
reports that are not prepared under contract to the federal highway administration. 

Subd. 8. Motor carrier operating data. The following data submitted by Minnesota 
intrastate motor carriers to the department of transportation are nonpublic data: all 
payroll reports including wages, hours or miles worked, hours earned, employee benefit 
data, and terminal and route-specific operating data including percentage of revenues 
paid to agent operated terminals, line-haul load factors, pickup and delivery (PUD) 
activity, and peddle driver activity. 

History: 1981 c 209 s 1; 1981 c311s 39; 1982 c 545 s 20,24; 1985 c 298 s 22-24; 1989 
c 318 s 1,2; 1991 c 339 s 2; 1993 c 351 s 14 

13.73 [Repealed, 198S c 298 s 43] 

13.74 ENVIRONMENTAL QUALITY DATA. 
The following data collected and maintained by the environmental quality board 

are classified as private data pursuant to section 13.02, subdivision 12: the names and 
addresses of individuals who submitted information and letters concerning personal 
health problems associated with transmission lines. 

History: 1984 c 436 s 30 

13.75 BUREAU OF MEDIATION SERVICES DATA. 
Subdivision 1. Representation data. Authorization signatures or cards furnished in 

support of a petition filed or election conducted under sections 179.16, 179.18 to 
179.23, and 179A.12, and all ballots, prior to the time of tabulation, are classified as 
protected nonpublic data with regard to data not on individuals pursuant to section 
13.02, subdivision 13, and as confidential data on individuals with regard to data on 
individuals pursuant to section 13.02, subdivision 3. 

Subd. 2. Mediation data. All data received or maintained by the commissioner or 
staff of the bureau of mediation services during the course of providing mediation ser
vices to the parties to a labor dispute under the provisions of chapter 179 are classified 
as protected nonpublic data with regard to data not on individuals, pursuant to section 
13.02, subdivision 13, and as confidential data on individuals pursuant to section 
13.02, subdivision 3, except to the extent the commissioner of the bureau of mediation 
services determines such data are necessary to fulfill the requirements of section 
179A.16, or to identify the general nature of or parties to a labor dispute. 

History: 1984 c 436 s 31; 1986 c 444; 1987 c 186 s 15; 1987 c 384 art 2 s 1; 1989 
c 209 art 2s 3 

13.76 DEPARTMENT OF TRADE AND ECONOMIC DEVELOPMENT DATA. 
Subdivision 1. Development loan data. All financial information on individuals and 

business entities including, but not limited to, credit reports, financial statements, and 
net worth calculations, that are contained in an application received by the department 
of trade and economic development in its administration of the certified state develop
ment loan program are classified as private data with regard to data on individuals, and 
as nonpublic data with regard to data not on individuals until the application is 
approved. 

Subd. 2. Financial incentive data. Data collected by the department of trade and 
economic development relating to financial incentives offered by private businesses 
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and organizations, other than state government, to companies for locating their pro
posed business operations in Minnesota are classified as nonpublic data. 

Subd. 3. Businesses seeking state incentives. Notwithstanding subdivision 1, any 
business seeking $250,000 or more in financial assistance from the state of Minnesota 
in the form of grants, loans, or tax incentives shall make available for public inspection 
its audited financial statements for the three most recent years. These statements shall 
include all information that would be required by the United States Securities and 
Exchange Commission prior to any public stock offering. This subdivision does not 
apply to financial assistance sought from the iron range resources and rehabilitation 
board or from a political subdivision of the state, including home rule charter and statu
tory cities, towns, counties, and all agencies, commissions, and councils established 
under chapter 473, as well as any authority or agency of such a political subdivision. 

History: 1985 c 298 s 25; 1987 c 312 art 1 s 26 subd 2; 1987 c 351 s 17; 1989 c 351 
s 10; 1992 c 592 s 3 

13.761 INDIAN AFFAIRS COUNCIL DATA. 
All financial information on individuals and business entities including, but not 

limited to, credit reports, financial statements, and net worth calculations, that are con
tained in applications received by the Indian affairs council in its administration of the 
Indian business development loan program are classified as private data with regard 
to data on individuals and as nonpublic data with regard to data not on individuals. 

History: 1985 c 298 s 26 

13.77 AGRICULTURAL RESOURCE LOAN BOARD DATA. 
Subdivision 1. Nonpublic data. Financial information concerning business persons 

received or prepared by the agriculture resource loan guaranty board in connection 
with applications for loan guarantees pursuant to Laws 1984, chapter S02, article 10, 
sections 1 to 12, including, but not limited to, credit reports, financial statements, and 
net worth calculations, is classified as nonpublic data. 

Subd. 2. Private data. Financial information concerning individuals received or 
prepared by the agriculture resource loan guaranty board in connection with applica
tions for loan guarantees pursuant to Laws 1984, chapter S02, article 10, sections 1 to 
12, including, but not limited to, credit reports, financial statements, and net worth cal
culations is classified as private data. 

History: 1985 c 298 s 27 

13.771 HARMFUL SUBSTANCE INJURY COMPENSATION BOARD DATA. 
The following data on individuals filing claims for compensation with the harmful 

substance injury compensation board for injury from harmful substances are classified 
as confidential while the claim is being investigated and private after a decision is made 
by the board about the claim: the name, address, and all other information that may 
identify an individual filing a claim; all medical data provided to the board by the 
claimant or providers of health care to the claimant, including reports of physical exam
inations, mental health treatment, hospital care, physical therapy, laboratory testing, 
X-ray studies, and prescriptions; and all financial data provided to the board by the 
claimant or the claimant's employer, insurance carrier, or other provider of benefits, 
including state or federal tax forms, W-2 forms, salary records, records of insurance 
payments, unemployment or disability benefits. 

History: 1987 c 351 s 18; 1989 c 325 s 78 

13.78 MINNESOTA EXPORT AUTHORITY DATA. 
Financial information concerning business persons received or prepared by the 

export authority in connection with applications for financial assistance pursuant to 
section 116J.9673, including, but not limited to, credit reports, financial statements, 
net worth calculations, income and expense projections, and proposed terms of trade 
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and foreign risk coverage, is classified as nonpublic data if it is data not on an individual 
and as private data if it is data on an individual. 

History: 1985 c 298 s 28; 1987 c 396 art 10 s 8 

13.79 DEPARTMENT OF LABOR AND INDUSTRY DATA. 
Data that identify complaining employees and that appear on complaint forms 

received by the department of labor and industry concerning alleged violations of the 
fair labor standards act or section 181.75 are classified as private data. 

History: 1985 c 298 s 29 

13.791 REHABILITATION DATA. 
Subdivision 1. General. Unless the data is summary data or is otherwise classified 

by statute or federal law, all data collected and maintained by the department of labor 
and industry or the department of economic security that pertain to individuals apply
ing for or receiving rehabilitation services is private data on individuals. 

Subd. 2. Harmful data. Medical, psychological, or other rehabilitation data deter
mined to be harmful to the individual by either the commissioner of labor and industry 
or the commissioner of economic security shall not be released directly to the individ
ual but must be provided through the individual's legal representative, a physician, or 
a psychological practitioner. 

Subd. 3. Data on blind vendors. The commissioner of economic security may 
release the name, business address, and business telephone number of an individual 
licensed under section 248.07, subdivision 8. The state committee of blind vendors 
organized in accordance with Code of Federal Regulations, title 34, section 395.14, has 
access to private data in the department of economic security on an individual licensed 
under section 248.07, subdivision 8, to the extent necessary to complete its duties. 

History: 1986 c 337 s 2; 1988 c 670 s 3; 1989 c86s 1,2; 1991 c 255 s 19; 1992 c 464 
art 1 s 3; 1993 c 13 art 1 s 11; 1994 c 483 si 

13.792 PRIVATE DONOR GIFT DATA. 
The following data maintained by the Minnesota zoological garden, a community 

college, a technical college, the University of Minnesota, a Minnesota state university, 
and any related entity subject to chapter 13 are classified as private or nonpublic: 

(1) research information about prospects and donors gathered to aid in determin
ing appropriateness of solicitation and level of gift request; 

(2) specific data in prospect lists that would identify prospects to be solicited, dol
lar amounts to be requested, and name of solicitor; 

(3) portions of solicitation letters and proposals that identify the prospect being 
solicited and the dollar amount being requested; 

(4) letters, pledge cards, and other responses received from donors regarding pro
spective gifts in response to solicitations; 

(5) portions of thank-you letters and other gift acknowledgment communications 
that would identify the name of the donor and the specific amount of the gift, pledge, 
or pledge payment; 

(6) donor financial or estate planning information, or portions of memoranda, let
ters, or other documents commenting on any donor's financial circumstances; and 

(7) data detailing dates of gifts, payment schedule of gifts, form of gifts, and spe
cific gift amounts made by donors. 

Names of donors and gift ranges are public data. 
History: 1988 c 670 s 4; 1993 c 351 s 15 

13.793 NATURAL RESOURCES MINERAL DATA. 
Subdivision 1. Nonpublic data. Except as provided in subdivision 2, the following 
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data received and maintained by the commissioner of natural resources are nonpublic 
data: 

(1) a letter or other documentation from a person that is supplied to the commis
sioner before a public lease sale of metallic or other minerals for the purpose of making 
suggestions or recommendations about which state lands may be offered for public lease 
sale; or 

(2) a written report or other documentation of private analyses of a state-owned 
or controlled drill core that is public data and is under the custody of the commissioner. 

Subd. 2. Data become public, (a) Data under subdivision 1, clause (1), become pub
lic data three years after the date the lease sale was held or, if not held, within three 
years after the date the lease sale was scheduled to be held. Except as provided in para
graph (b), data under subdivision 1, clause (2), become public data one year after 
receipt by the commissioner. 

(b) If data under subdivision 1, clause (2), relate to private land that is under min
eral lease to the person submitting the data, and the mineral lease is in force at the time 
the data are submitted, the data become public data only after the mineral lease is no 
longer in force. The person submitting the data that relate to private land that is under 
mineral lease shall provide to the commissioner at the time the data are submitted and 
annually thereafter, in a format designated by the commissioner, satisfactory evidence 
that the mineral lease is in effect. If, in a given year, satisfactory evidence that the min
eral lease is still in effect is not provided to the commissioner before the anniversary 
date of receipt of the data by the commissioner, the data immediately become public 
data. 

History: 1989 c 182 s 1; 1991 c 228 s 1 

13.794 INTERNAL AUDITING DATA. 
Subdivision 1. Confidential data or protected nonpublic data. Data, notes, and pre

liminary drafts of reports created, collected, and maintained by the internal audit 
offices of state agencies or persons performing audits for state agencies and relating to 
an audit or investigation are confidential data on individuals or protected nonpublic 
data until the final report has been published or the audit or investigation is no long
er being pursued actively. 

Subd. 2. Private data on individuals. Data on an individual supplying information 
for an audit or investigation, that could reasonably be used to determine the individu
al's identity, are private data on individuals if the information supplied was needed for 
an audit or investigation and would not have been provided to the internal audit office 
or person performing audits without an assurance to the individual that the individual's 
identity would remain private. 

History: 1989 c 351s 11 

DATA MAINTAINED BY 
CRIMINAL JUSTICE AGENCIES 

13.80 DOMESTIC ABUSE DATA. 
All government data on individuals which is collected, created, received or main

tained by police departments, sheriffs' offices or clerks of court pursuant to the domestic 
abuse act, section 518B.01, are classified as confidential data, pursuant to section 13.02, 
subdivision 3, until a temporary court order made pursuant to subdivision 5 or 7 of 
section S18B.01 is executed or served upon the data subject who is the respondent to 
the action. 

History: 1981 c 311 s 23,39; 1982 c 545 s 24 

13.81 [Repealed, 198S c 298 s 45] 
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13.82 COMPREHENSIVE LAW ENFORCEMENT DATA. 
Subdivision 1. Application. This section shall apply to agencies which carry on a 

law enforcement function, including but not limited to municipal police departments, 
county sheriff departments, fire departments, the bureau of criminal apprehension, the 
Minnesota state patrol, the board of peace officer standards and training, and the 
department of commerce. 

Subd. 2. Arrest data. The following data created or collected by law enforcement 
agencies which documents any actions taken by them to cite, arrest, incarcerate or oth
erwise substantially deprive an adult individual of liberty shall be public at all times 
in the originating agency: 

(a) Time, date and place of the action; 
(b) Any resistance encountered by the agency; 
(c) Any pursuit engaged in by the agency; 
(d) Whether any weapons were used by the agency or other individual; 
(e) The charge, arrest or search warrants, or other legal basis for the action; 
(f) The identities of the agencies, units within the agencies and individual persons 

taking the action; 
(g) Whether and where the individual is being held in custody or is being incarcer

ated by the agency; 
(h) The date, time and legal basis for any transfer of custody and the identity of 

the agency or person who received custody; 
(i) The date, time and legal basis for any release from custody or incarceration; 
(j) The name, age, sex and last known address of an adult person or the age and 

sex of any juvenile person cited, arrested, incarcerated or otherwise substantially 
deprived of liberty; 

(k) Whether the agency employed wiretaps or other eavesdropping techniques, 
unless the release of this specific data would jeopardize an ongoing investigation; 

(1) The manner in which the agencies received the information that led to the 
arrest and the names of individuals who supplied the information unless the identities 
of those individuals qualify for protection under subdivision 10; and 

(m) Response or incident report number. 
Subd. 3. Request for service data. The following data created or collected by law 

enforcement agencies which documents requests by the public for law enforcement ser
vices shall be public government data: 

(a) The nature of the request or the activity complained of; 
(b) The name and address of the individual making the request unless the identity 

of the individual qualifies for protection under subdivision 10; 
(c) The time and date of the request or complaint; and 
(d) The response initiated and the response or incident report number. 
Subd. 3a. Audio recording of 911 call. The audio recording of a call placed to a 911 

system for the purpose of requesting service from a law enforcement, fire, or medical 
agency is private data on individuals with respect to the individual making the call, 
except that a written transcript of the audio recording is public, unless it reveals the 
identity of an individual otherwise protected under subdivision 10. A transcript shall 
be prepared upon request. The person requesting the transcript shall pay the actual cost 
of transcribing the call, in addition to any other applicable costs provided under section 
13.03, subdivision 3. The audio recording may be disseminated to law enforcement 
agencies for investigative purposes. The audio recording may be used for public safety 
dispatcher training purposes. 

Subd. 4. Response or incident data. The following data created or collected by law 
enforcement agencies which documents the agency's response to a request for service 
including, but not limited to, responses to traffic accidents, or which describes actions 
taken by the agency on its own initiative shall be public government data: 
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(a) date, time and place of the action; 
(b) agencies, units of agencies and individual agency personnel participating in the 

action unless the identities of agency personnel qualify for protection under subdivi
sion 10; 

(c) any resistance encountered by the agency; 
(d) any pursuit engaged in by the agency; 
(e) whether any weapons were used by the agency or other individuals; 
(f) a brief factual reconstruction of events associated with the action; 
(g) names and addresses of witnesses to the agency action or the incident unless 

the identity of any witness qualifies for protection under subdivision 10; 
(h) names and addresses of any victims or casualties unless the identities of those 

individuals qualify for protection under subdivision 10; 
(i) the name and location of the health care facility to which victims or casualties 

were taken; 
G) response or incident report number; 
(k) dates of birth of the parties involved in a traffic accident; 
(1) whether the parties involved were wearing seat belts; and 
(m) the alcohol concentration of each driver. 
Subd. 5. Data collection. Except for the data defined in subdivisions 2, 3 and 4, 

investigative data collected or created by a law enforcement agency in order to prepare 
a case against a person, whether known or unknown, for the commission of a crime or 
civil wrong is confidential or protected nonpublic while the investigation is active. Inac
tive investigative data is public unless the release of the data would jeopardize another 
ongoing investigation or would reveal the identity of individuals protected under subdi
vision 10. Photographs which are part of inactive investigative files and which are 
clearly offensive to common sensibilities are classified as private or nonpublic data, 
provided that the existence of the photographs shall be disclosed to any person request
ing access to the inactive investigative file. An investigation becomes inactive upon the 
occurrence of any of the following events: 

(a) a decision by the agency or appropriate prosecutorial authority not to pursue 
the case; 

(b) expiration of the time to bring a charge or file a complaint under the applicable 
statute of limitations, or 30 years after the commission of the offense, whichever comes 
earliest; or 

(c) exhaustion of or expiration of all rights of appeal by a person convicted on the 
basis of the investigative data. 

Any investigative data presented as evidence in court shall be public. Data deter
mined to be inactive under clause (a) may become active if the agency or appropriate 
prosecutorial authority decides to renew the investigation. 

During the time when an investigation is active, any person may bring an action 
in the district court located in the county where the data is being maintained to autho
rize disclosure of investigative data. The court may order that all or part of the data 
relating to a particular investigation be released to the public or to the person bringing 
the action. In making the determination as to whether investigative data shall be dis
closed, the court shall consider whether the benefit to the person bringing the action 
or to the public outweighs any harm to the public, to the agency or to any person identi
fied in the data. The data in dispute shall be examined by the court in camera. 

Subd. 5a. Child abase identity data. Active or inactive investigative data that iden
tify a victim of child abuse or neglect reported under section 626.556 are private data 
on individuals. Active or inactive investigative data that identify a reporter of child 
abuse or neglect under section 626.556 are confidential data on individuals, unless the 
subject of the report compels disclosure under section 626.556, subdivision 11. 

Subd. 5b. Inactive child abuse data. Investigative data that become inactive under 
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subdivision S, clause (a) or (b), and that relate to the alleged abuse or neglect of a child 
by a person responsible for the child's care, as denned in section 626.356, subdivision 
2, are private data. 

Subd. 6. Access to data for crime victims. On receipt of a written request, the prose
cuting authority shall release investigative data collected by a law enforcement agency 
to the victim of a criminal act or alleged criminal act or to the victim's legal representa
tive unless the prosecuting authority reasonably believes: 

(a) that the release of that data will interfere with the investigation; or 
(b) that the request is prompted by a desire on the part of the requester to engage 

in unlawful activities. 
Subd. 7. Withholding public data. A law enforcement agency may temporarily 

withhold response or incident data from public access if the agency reasonably believes 
that public access would be likely to endanger the physical safety of an individual or 
cause a perpetrator to flee, evade detection or destroy evidence. In such instances, the 
agency shall, upon the request of any person, provide a statement which explains the 
necessity for its action. Any person may apply to a district court for an order requiring 
the agency to release the data being withheld. If the court determines that the agency's 
action is not reasonable, it shall order the release of the data and may award costs and 
attorney's fees to the person who sought the order. The data in dispute shall be exam
ined by the court in camera. 

Subd. 8. Public benefit data. Any law enforcement agency may make any data clas
sified as confidential or protected nonpublic pursuant to subdivision S accessible to any 
person, agency, or the public if the agency determines that the access will aid the law 
enforcement process, promote public safety, or dispel widespread rumor or unrest. 

Subd. 9. Public access. When data is classified as public under this section, a law 
enforcement agency shall not be required to make the actual physical data available to 
the public if it is not administratively feasible to segregate the public data from the con
fidential. However, the agency must make the information described as public data 
available to the public in a reasonable manner. When investigative data becomes inac
tive, as described in subdivision 3, the actual physical data associated with that investi
gation, including the public data, shall be available for public access. 

Subd. 10. Protection of identities. A law enforcement agency or a law enforcement 
dispatching agency working under direction of a law enforcement agency may withhold 
public access to data on individuals to protect the identity of individuals in the follow
ing circumstances: 

(a) when access to the data would reveal the identity of an undercover law enforce
ment officer; 

(b) when access to the data would reveal the identity of a victim of criminal sexual 
conduct or of a violation of section 617.246, subdivision 2; 

(c) when access to the data would reveal the identity of a paid or unpaid informant 
being used by the agency if the agency reasonably determines that revealing the identity 
of the informant would threaten the personal safety of the informant; 

(d) when access to the data would reveal the identity of a victim of or witness to 
a crime if the victim or witness specifically requests not to be identified publicly, and 
the agency reasonably determines that revealing the identity of the victim or witness 
would threaten the personal safety or property of the individual; 

(e) when access to the data would reveal the identity of a deceased person whose 
body was unlawfully removed from a cemetery in which it was interred; 

(f) when access to the data would reveal the identity of a person who placed a call 
to a 911 system or the identity or telephone number of a service subscriber whose phone 
is used to place a call to the 911 system and: (1) the agency determines that revealing 
the identity may threaten the personal safety or property of any person; or (2) the object 
of the call is to receive help in a mental health emergency. For the purposes of this para
graph, a voice recording of a call placed to the 911 system is deemed to reveal the iden
tity of the caller; or 
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(g) when access to the data would reveal the identity of a juvenile witness and the 
agency reasonably determines that the subject matter of the investigation justifies pro
tecting the identity of the witness. 

Data concerning individuals whose identities are protected by this subdivision are 
private data about those individuals. Law enforcement agencies shall establish proce
dures to acquire the data and make the decisions necessary to protect the identity of 
individuals described in clauses (d) and (g). 

Subd. 11. Data retention. Nothing in this section shall require law enforcement 
agencies to create, collect or maintain data which is not required to be created, collected 
or maintained by any other applicable rule or statute. 

Subd. 12. Data in arrest warrant indices. Data in arrest warrant indices are classi
fied as confidential data until the defendant has been taken into custody, served with 
a warrant, or appears before the court, except when the law enforcement agency deter
mines that the public purpose is served by making the information public. 

Subd. 13. Property data. Data that uniquely describe stolen, lost, confiscated, or 
recovered property or property described in pawn shop transaction records are classi
fied as either private data on individuals or nonpublic data depending on the content 
of the not public data. 

Subd. 14. Reward program data. To the extent that the release of program data 
would reveal the identity of an informant or adversely affect the integrity of the fund, 
financial records of a program that pays rewards to informants are protected nonpublic 
data in the case of data not on individuals or confidential data in the case of data on 
individuals. 

Subd. 14a. Data on registered criminal offenders. Data described in section 
243.166 shall be classified as described in that section. 

Subd. 14b. Data in missing children bulletins. Data described in section 299C.S4 
shall be classified as described in that section. 

Subd. IS. Exchanges of information. Nothing in this chapter prohibits the 
exchange of information by law enforcement agencies provided the exchanged informa
tion is pertinent and necessary to the requesting agency in initiating, furthering, or com
pleting an investigation, except not public personnel data. 

Subd. 16. Deliberative processes. Data that reflect deliberative processes or inves
tigative techniques of law enforcement agencies are confidential data on individuals or 
protected nonpublic data; provided that information, reports, or memoranda that have 
been adopted as the final opinion or justification for a decision of a law enforcement 
agency are public data. 

History: 7979 c 328 s 21; 1981 c 311 s 36,39; 1982 c 545 s 24; 1982 c 558 s 1; 1984 
c 552 s 2; 1985 c 298 s 30-36; 1986 c 444; 1988 c 625 s 1; 1989 c 177 s 1; 1989 c 351 s 
12,13; 1990 c 402 s 1; 1991 c 285 s 1,2; 1991 c 319 s 9,10; 1993 c 351 s 16-18; 1994 c 618 
art 1 s 14,15; 1994 c 636 art 4 s 3 

13.83 MEDICAL EXAMINER DATA. 
Subdivision 1. Definition. As used in this section, "medical examiner data" means 

data relating to deceased individuals and the manner and circumstances of their death 
which is created, collected, used or maintained by a county coroner or medical exam
iner in the fulfillment of official duties pursuant to chapter 390, or any other general 
or local law on county coroners or medical examiners. 

Subd. 2. Public data. Unless specifically classified otherwise by state statute or fed
eral law, the following data created or collected by a medical examiner or coroner on 
a deceased individual is public: name of the deceased; date of birth; date of death; 
address; sex; race; citizenship; height; weight; hair color; eye color; build; complexion; 
age, if known, or approximate age; identifying marks, scars and amputations; a descrip
tion of the decedent's clothing; marital status; location of death including name of hos
pital where applicable; name of spouse; whether or not the decedent ever served in the 
armed forces of the United States; social security number, occupation; business; 
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father's name (also birth name, if different); mother's name (also birth name, if differ
ent); birthplace; birthplace of parents; cause of death; causes of cause of death; whether 
an autopsy was performed and if so, whether it was conclusive; date and place of injury, 
if applicable, including work place; how injury occurred; whether death was caused by 
accident, suicide, homicide, or was of undetermined cause; certification of attendance 
by physician; physician's name and address; certification by coroner or medical exam
iner; name and signature of coroner or medical examiner; type of disposition of body; 
burial place name and location, if applicable; date of burial, cremation or removal; 
funeral home name and address; and name of local register or funeral director. 

Subd. 3. Unidentified individual; public data. A county coroner or medical exam
iner unable during an investigation to identify a deceased individual, may release to 
the public any relevant data which would assist in ascertaining identity. 

Subd. 4. Investigative data. Data created or collected by a county coroner or medi
cal examiner which is part of an active investigation mandated by chapter 390, or any 
other general or local law relating to coroners or medical examiners is confidential data 
or protected nonpublic data, until the completion of the coroner's or medical examin
er's final summary of findings at which point the data collected in the investigation and 
the final summary thereof shall become private or nonpublic data, unless the final sum
mary and the death certificate indicate the manner of death is homicide, undetermined, 
or pending investigation and there is an active law enforcement investigation, within 
the meaning of section 13.82, subdivision 5, relating to the death of the deceased indi
vidual. If there is an active law enforcement investigation of a possible homicide, the 
data remain confidential or protected nonpublic. However, upon review by the county 
attorney of the jurisdiction in which the law enforcement investigation is active, the 
data may be released to persons described in subdivision 8 if the county attorney deter
mines release would not impede the ongoing investigation. When the law enforcement 
investigation becomes inactive, the data shall become private or nonpublic data. Noth
ing in this subdivision shall be construed to make not public the data elements identi
fied in subdivision 2 at any point in the investigation or thereafter. 

Subd. 5. Other data. All other medical examiner data on deceased individuals are 
nonpublic and shall not be disclosed except pursuant to the provisions of chapter 390, 
or any other general or local law on county coroners or medical examiners, or pursuant 
to a valid court order. 

Subd. 6. Other data. Unless a statute specifically provides a different classification, 
all other data created or collected by a county coroner or medical examiner that is not 
data on deceased individuals or the manner and circumstances of their death is pub
lic pursuant to section 13.03. 

Subd. 7. Court review. Any person may petition the district court located in the 
county where medical examiner data is being maintained to authorize disclosure of 
nonpublic, protected nonpublic, or confidential medical examiner data. The petitioner 
shall notify the medical examiner or coroner. The court may notify other interested per
sons and require their presence at a hearing. A hearing may be held immediately if the 
parties agree, and in any event shall be held as soon as practicable. After examining the 
data in camera, the court may order disclosure of the data if it determines that disclo
sure would be in the public interest. 

Subd. 8. Access to nonpublic data. The data made nonpublic by this section are 
accessible to the physician who attended the decedent at the time of death, the legal 
representative of the decedent's estate and to the decedent's surviving spouse, parents, 
children, and siblings and their legal representatives. 

Subd. 9. Change in classification. Data classified as nonpublic, protected nonpub
lic, or confidential by this section shall be classified as public 30 years after the date of 
death of the decedent. 

Subd. 10. Classification of certain medical examiner and coroner data. Data 
described in sections 383B.22S, subdivision 6,390.11, subdivision 7, and 390.32, sub
division 6, shall be classified as described therein. 

History: 1981 c 311 s 24,39; 1982 c 545 s 24; 1985 c 298 s 37; 1986 c 444; 1987 c 
49 s 1; 1989 c 175 s 2; 1990 c 573 s 13-17; 1991 c 319 s 11-13 
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13.84 COURT SERVICES DATA. 
Subdivision 1. Definition. As used in this section "court services data" means data 

that are created, collected, used or maintained by a court services department, parole 
or probation authority, correctional agency, or by an agent designated by the court to 
perform studies or other duties and that are on individuals who are or were defendants, 
parolees or probationers of a municipal, district or county court, participants in diver
sion programs, petitioners or respondents to a family court, or juveniles adjudicated 
delinquent and committed, detained prior to a court hearing or hearings, or found to 
be dependent or neglected and placed under the supervision of the court. 

Subd. 2. General. Unless the data is summary data or a statute, including sections 
609.115 and 2S7.70, specifically provides a different classification, the following court 
services data are classified as private pursuant to section 13.02, subdivision 12: 

(a) Court services data on individuals gathered at the request of a municipal, dis
trict or county court to determine the need for any treatment, rehabilitation, counsel
ing, or any other need of a defendant, parolee, probationer, or participant in a diversion 
program, and used by the court to assist in assigning an appropriate sentence or other 
disposition in a case; 

(b) Court services data on petitioners or respondents to a family court gathered 
at the request of the court for purposes of, but not limited to, individual, family, mar
riage, chemical dependency and marriage dissolution adjustment counseling, including 
recommendations to the court as to the custody of minor children in marriage dissolu
tion cases; 

(c) Court services data on individuals gathered by psychologists in the course of 
providing the court or its staff with psychological evaluations or in the course of coun
seling individual clients referred by the court for the purpose of assisting them with per
sonal conflicts or difficulties. 

Subd. 3. Third party information. Whenever, in the course of gathering the private 
data specified above, a psychologist, probation officer or other agent of the court is 
directed by the court to obtain data on individual defendants, parolees, probationers, 
or petitioners or respondents in a family court, and the source of that data provides the 
data only upon the condition of its being held confidential, that data and the identity 
of the source shall be confidential data on individuals, pursuant to section 13.02, subdi
vision 3. 

Subd. 4. Probation data. Progress reports and other reports and recommendations 
provided at the request of the court by parole or probation officers for the purpose of 
determining the appropriate legal action or disposition regarding an individual on pro
bation are confidential data on individuals. 

Subd. 5. Disclosure. Private or confidential court services data shall not be dis
closed except: 

(a) Pursuant to section 13.05; 
(b) Pursuant to a statute specifically authorizing disclosure of court services data; 
(c) With the written permission of the source of confidential data; 
(d) To the court services department, parole or probation authority or correctional 

agency having statutorily granted supervision over the individual subject of the data; 
(e) Pursuant to subdivision 5a; or 
(f) Pursuant to a valid court order. 
Subd. 5a. Public benefit data, (a) The responsible authority or its designee of a 

parole or probation authority or correctional agency may release private or confidential 
court services data related to: 

(1) criminal acts to any law enforcement agency, if necessary for law enforcement 
purposes; and 

(2) criminal acts or delinquent acts to the victims of criminal or delinquent acts 
to the extent that the data are necessary for the victim to assert the victim's legal right 
to restitution. 
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(b) A parole or probation authority, a correctional agency, or agencies that provide 
correctional services under contract to a correctional agency may release to a law 
enforcement agency the following data on defendants, parolees, or probationers: cur
rent address, dates of entrance to and departure from agency programs, and dates and 
times of any absences, both authorized and unauthorized, from a correctional program. 

(c) The responsible authority or its designee of a juvenile correctional agency may 
release private or confidential court services data to a victim of a delinquent act to the 
extent the data are necessary to enable the victim to assert the victim's right to request 
notice of release under section 611 A.06. The data that may be released include only the 
name, home address, and placement site of a juvenile who has been placed in a juvenile 
correctional facility as a result of a delinquent act. 

Subd. 6. Public data. The following court services data on adult individuals is pub
lic: 

(a) name, age, sex, occupation and the fact that an individual is a parolee, proba
tioner or participant in a diversion program, and if so, at what location; 

(b) the offense for which the individual was placed under supervision; 
(c) the dates supervision began and ended and the duration of supervision; 
(d) court services data which was public in a court or other agency which origi

nated the data; 
(e) arrest and detention orders, orders for parole or probation revocation and the 

reasons for revocation; 
(f) the conditions of parole, probation or participation and the extent to which 

those conditions have been or are being met; 
(g) identities of agencies, units within agencies and individuals providing supervi

sion; and 
(h) the legal basis for any change in supervision and the date, time and locations 

associated with the change. 
Subd. 7. Limitation. Nothing in this section shall limit public access to data made 

public by section 13.82. 
Subd. 8. Child abuse data; release to child protective services. A court services 

agency may release private or confidential data on an active case involving assessment 
or investigation of actions that are defined as sexual abuse, physical abuse, or neglect 
under section 626.SS6 to a local welfare agency if: 

(1) the local welfare agency has an active case involving a common client or clients 
who are the subject of the data; and 

(2) the data are necessary for the local welfare agency to effectively process the 
agency's case, including investigating or performing other duties relating to the case 
required by law. 

Court services data disclosed under this subdivision may be used only for purposes 
of the active case described in clause (1) and may not be further disclosed to any other 
person or agency, except as authorized by law. 

History: 1981 c 311 s 39; 1982 c 545 s 18,24; 1985 c 298 s 38,39; 1988 c 670 s 5,6; 
1989 c 278 s 1; 1990 c 573 s 18; 1990 c 579 s 1; 1991 c 319 s 14; 1994 c 618 art 1 s 16 

13.85 CORRECTIONS AND DETENTION DATA. 
Subdivision 1. Definition. As used in this section, "corrections and detention data" 

means data on individuals created, collected, used or maintained because of their law
ful confinement or detainment in state reformatories, prisons and correctional facili
ties, municipal or county jails, lockups, work houses, work farms and all other 
correctional and detention facilities. 

Subd. 2. Private data. Unless the data are summary data or arrest data, or a statute 
specifically provides a different classification, corrections and detention data on indi
viduals are classified as private pursuant to section 13.02, subdivision 12, to the extent 
that the release of the data would either (a) disclose personal, medical, psychological, 
or financial information or (b) endanger an individual's life. 
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Subd. 3. Confidential data. Corrections and detention data are confidential, pursu
ant to section 13.02, subdivision 3, to the extent that release of the data would: (a) 
endanger an individual's life, (b) endanger the effectiveness of an investigation autho
rized by statute and relating to the enforcement of rules or law, (c) identify a confiden
tial infonnant, or (d) clearly endanger the security of any institution or its population. 

Subd. 4. Public data. After any presentation to a court, any data made private or 
confidential by this section shall be public to the extent reflected in court records. 

Subd. S. Public benefit data. The responsible authority or its designee of any 
agency that maintains corrections and detention data may release private or confiden
tial corrections and detention data to any law enforcement agency, if necessary for law 
enforcement purposes, or to the victim of a criminal act where the data are necessary 
for the victim to assert the victim's legal right to restitution. 

History: 1981 c 311 s 39; 1982 c 545 s 17,24; 1988 c 670 s 7 

13.86 INVESTIGATIVE DETENTION DATA. 
Subdivision 1. Definition. As used in this section, "investigative detention data" 

means government data created, collected, used or maintained by the state correctional 
facilities, municipal or county jails, lockups, work houses, work farms and other correc
tional and detention facilities which: (a) if revealed, would disclose the identity of an 
informant who provided information about suspected illegal activities, and (b) if 
revealed, is likely to subject the informant to physical reprisals by others. 

Subd. 2. General. Investigative detention data is confidential and shall not be dis
closed except: 

(a) Pursuant to section 13.0S or any other statute; 
(b) Pursuant to a valid court order; or 
(c) To a party named in a civil or criminal proceeding, whether administrative or 

judicial, to the extent required by the relevant rules of civil or criminal procedure. 
History: 1979 c 102 s 13; 1980 c 603 s 22; 1981 c 311 s 39; 1982 c 545 s 24 

13.861 SECURITY SERVICE DATA. 
Subdivision 1. Definitions. As used in this section: 
(a) "Security service" means an organization that provides security services to a 

state agency or political subdivision as a part of the governmental entity or under con
tract to it. Security service does not include a law enforcement agency. 

(b) "Security service data" means all data collected, created, or maintained by a 
security service for the purpose of providing security services. 

Subd. 2. Classification. Security service data that are similar to the data described 
as request for service data and response or incident data in section 13.82, subdivisions 
3 and 4, are public. If personnel of a security service make a citizen's arrest, then any 
security service data that are similar to the data described as arrest data in section 
13.82, subdivision 2, are public. If a security service participates in but does not make 
an arrest it shall, upon request, provide data that identify the arresting law enforcement 
agency. All other security service data are security information pursuant to section 
13.37. 

History: 1993 c 351 s 19 

13.87 CRIMINAL HISTORY DATA. 
Subdivision 1. Definition. For purposes of this section, "criminal history data" 

means all data maintained in criminal history records compiled by the bureau of crimi
nal apprehension and disseminated through the criminal justice information system, 
including, but not limited to fingerprints, photographs, identification data, arrest data, 
prosecution data, criminal court data, custody and supervision data. 

Subd. 2. Classification. Criminal history data maintained by agencies, political 
subdivisions and statewide systems are classified as private, pursuant to section 13.02, 
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subdivision 12, except that data created, collected, or maintained by the bureau of 
criminal apprehension that identify an individual who was convicted of a crime and 
the offense of which the individual was convicted are public data for 1S years following 
the discharge of the sentence imposed for the offense. 

The bureau of criminal apprehension shall provide to the public at the central 
office of the bureau the ability to inspect in person, at no charge, through a computer 
monitor the criminal conviction data classified as public under this subdivision. 

Subd. 3. Limitation. Nothing in this section shall limit public access to data made 
public by section 13.82. 

History: 1981 c 311 s 39; 1982 c 545 s 16,24; 1993 c 171 s 2; 1993 c 326 art 11 s 1 

13.88 COMMUNITY DISPUTE RESOLUTION CENTER DATA. 
The guidelines shall provide that all files relating to a case in a community dispute 

resolution program are to be classified as private data on individuals, pursuant to sec
tion 13.02, subdivision 12, with the following exceptions: 

(1) When a party to the case has been formally charged with a criminal offense, 
the data are to be classified as public data on individuals, pursuant to section 13.02, 
subdivision 15. 

(2) Data relating to suspected neglect or physical or sexual abuse of children or vul
nerable adults are to be subject to the reporting requirements of sections 626.556 and 
626.557. 

History: 1984 c 654 art 2 s 39 

13.89 DISSEMINATION OF DATA TO PROTECTION AND ADVOCACY SYS
TEMS. 

Subdivision 1. Mental retardation. Data on clients and residents of facilities 
licensed pursuant to sections 144.50 to 144.58,245A.01 to 245A. 16, and 252.28, subdi
vision 2, may be disseminated to the protection and advocacy system established in this 
state pursuant to Part C of Public Law Number 98-527 to protect the legal and human 
rights of persons with mental retardation or other related conditions who live in resi
dential facilities for these persons if: 

(1) the protection and advocacy system receives a complaint by or on behalf of 
that person; and 

(2) the person does not have a legal guardian or the state or a designee of the state 
is the legal guardian of the person. 

Subd. 2. Mental illness or emotional impairment. Data on an individual who has 
significant mental illness or emotional impairment and who is an inpatient or resident 
in a facility rendering care or treatment may be disseminated to the protection and 
advocacy system established in this state pursuant to Public Law Number 99-319 to 
protect the rights of mentally ill individuals if: 

(1) the protection and advocacy system receives a complaint by or on behalf of the 
person or there is probable cause to believe that the person has been subjected to abuse 
or neglect, as defined in Public Law Number 99-319; 

(2) the person is by reason of a mental or physical condition unable to authorize 
the system to have access to data; and 

(3) the person does not have a legal guardian or the state is the legal guardian of 
the person. 

History: 1985 c 298 s 42; 1987 c 236 s 1; 1989 c 209 art 2 s 1 

13.90 GOVERNMENT DATA PRACTICES. 
Subdivision 1. Definition. For purposes of this section, "judiciary" means any 

office, officer, department, division, board, commission, committee, or agency of the 
courts of this state, whether or not of record, including but not limited to the board of 
law examiners, the lawyer's professional responsibility board, the board of judicial 
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standards, the lawyer's trust account board, the state law library, the state court admin
istrator's office, the district court administrator's office, and the office of the court 
administrator. 

Subd. 2. Application. The judiciary shall be governed by this chapter until August 
1, 1987, or until the implementation of rules adopted by the supreme court regarding 
access to data, whichever comes first. Any data made a part of a criminal or civil case 
shall not be governed by this chapter at any time. 

History: 1985 c 298 s 44; lSpl986 c 3 art 1 s 82 

LAWS CLASSIFYING GOVERNMENT DATA 
CODIFIED OUTSIDE CHAPTER 13 

13.99 OTHER GOVERNMENT DATA PROVISIONS. 
Subdivision 1. Provisions coded in other chapters. The laws enumerated in this sec

tion are codified outside of this chapter and classify government data as other than pub
lic or place restrictions on access to government data. The remedies and penalties pro
vided in sections 13.08 and 13.09 also apply to data and records listed in this section 
and to other provisions of statute that provide access to government data and records 
or rights regarding government data similar to those established by section 13.04. 

Subd. 2. Data provided to the tax study commission. The commissioner of revenue 
shall provide data to the tax study commission under section 3.861, subdivision 6. 

Subd. 3. Legislative audit data. Data relating to an audit performed under section 
3.97 are classified under section 3.97, subdivision 11. 

Subd. 3a. State auditor data. Data relating to an audit under chapter 6 are classi
fied under section 6.715. 

Subd. 4. Ethical practices board information. Disclosure by the ethical practices 
board of information about a complaint or investigation is governed by section 10A.02, 
subdivision 11. 

Subd. S. Ethical practices investigation data. The record of certain investigations 
conducted under chapter 10A is classified, and disposition of certain information is 
governed, by section 10A.02, subdivision 11a. 

Subd. 6. Register of ownership of bonds or certificates. Information in a register of 
ownership of state bonds or certificates is classified under section 16A.672, subdivision 
11. 

Subd. 6a. State debt collection data. Data on debtors received, collected, created, 
or maintained by the commissioner of finance are classified under section 16D.06. 

Subd. 6b. Agriculture best management practices loan program. Data collected by 
the commissioner on applicants or borrowers for the agriculture best management prac
tices loan program are governed by section 17.117. 

Subd. 6c. Aquaculture data. Data on aquatic farming held by the pollution control 
agency is classified under section 17.498. 

Subd. 7. Pesticide dealer and applicator records. Records of pesticide dealers and 
applicators inspected or copied by the commissioner of agriculture are classified under 
sections 18B.37, subdivision 5, and 18B.38. 

Subd. 7a. Wholesale produce dealers. Financial data submitted by a license appli
cant is classified under section 27.04, subdivision 2. 

Subd. 7b. Meat inspection data. Access to information obtained by the commis
sioner of agriculture under the meat inspection law is governed by section 31A.27, sub
division 3. 

Subd. 8. Dairy reports to commissioner of agriculture. Disclosure of information 
in reports about dairy production required to be filed with the commissioner of agricul
ture under section 32.19 is governed by that section. 

Subd. 8a. Dairy product data. Financial and production information obtained by 

                           
MINNESOTA STATUTES 1994

Copyright © 1994 by the Office of the Revisor of Statutes, State of Minnesota. All Rights Reserved.
                                                                                



361 GOVERNMENT DATA PRACTICES 13.99 

the commissioner of agriculture to administer chapter 34 are classified under section 
32.71, subdivision 2. 

Subd. 9. Family farm security. Data received or prepared by the commissioner of 
agriculture regarding family farm security loans are classified in section 41.63. 

Subd. 10. Rural finance authority. Certain data received or prepared by the rural 
finance authority are classified pursuant to section 41B.211. 

Subd. 11. World trade center. Certain data received or developed by the governing 
board of the Minnesota world trade center corporation are classified in section 44A.08. 

Subd. 12. Commerce department data on financial institutions. The disclosure by 
the commissioner of commerce of facts and information obtained in the course of 
examining financial institutions is governed by section 46.07, subdivision 2. 

Subd. 13. Community reinvestment rating. The contents and disclosure of the con
fidential section of the community reinvestment rating prepared by the commissioner 
of commerce are governed by section 47.84. 

Subd. 14. Examination of insurance companies. Information obtained by the com
missioner of commerce in the course of supervising or examining insurance companies 
is classified under section 60A.03, subdivision 9. An examination report of a domestic 
or foreign insurance company prepared by the commissioner is classified pursuant to 
section 60A.031, subdivision 4. 

Subd. IS. Insurance company information. Data received by the department of 
commerce under section 60A.93 are classified as provided by that section. 

Subd. 16. Proceeding and records in summary proceedings against insurers. Access 
to proceedings and records of summary proceedings by the commissioner of commerce 
against insurers and judicial review of such proceedings is governed by section 60B.14, 
subdivisions 1, 2, and 3. 

Subd. 17. Insurance Guaranty Association. The commissioner may share data with 
the board of the Minnesota Insurance Guaranty Association as provided by section 
60C.14, subdivision 2. 

Subd. 17a. HMO financial statements. Unaudited financial statements submitted 
to the commissioner by a health maintenance organization are classified under section 
62D.08, subdivision 6. 

Subd. 18. Various insurance data. Disclosure of information obtained by the com
missioner of commerce under section 60D.18, 60D.19, or 60D.20 is governed by sec
tion 60D.22. 

Subd. 19. HMO examinations. Data obtained by the commissioner of health in 
the course of an examination of the affairs of a health maintenance organization are 
classified under section 62D.14, subdivisions 1 and 4. 

Subd. 19a. Health technology data. Data obtained by the health technology advi
sory committee about a specific technology are classified under section 62J. 152, subdi
vision 7. 

Subd. 19b. Provider conflicts of interest. Certain data in transition plans submitted 
by providers to comply with section 62J.23, subdivision 2, on conflicts of interest are 
classified under that section. 

Subd. 19c. Data analysis data. Data collected by the data analysis unit are classi
fied under section 62J. 30, subdivision 7. 

Subd. 19d. Health carrier data. Data received by the commissioner from health 
carriers under chapter 62L are classified under section 62L.10, subdivision 3. 

Subd. 19e. Small employer reinsurance association data. Patient identifying data 
held by the reinsurance association are classified under section 62L.16, subdivision 6. 

Subd. 20. Auto theft data. The sharing of data on auto thefts between law enforce
ment and prosecutors and insurers is governed by section 6SB.81. 

Subd. 21. Self-insurers' security fund. Disclosure of certain data received by the 
self-insurers' security is governed by section 79A.09, subdivision 4. 
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Subd. 21a. Mineral deposit evaluation data. Data submitted in applying for a per
mit for mineral deposit evaluation are classified under section 1031.605, subdivision 
2. 

Subd. 21b. Transfer station data. Data received by a county or district from a 
transfer station under section 11 SA.84, subdivision S, are classified under that section. 

Subd. 21c. Customer lists. Customer lists provided to counties or cities by solid 
waste collectors are classified under section 11SA.93, subdivision 5. 

Subd. 22. Environmental response. Certain data obtained by the pollution control 
agency from a person who may be'responsible for a release are classified in section 
115B. 17, subdivision 5. 

Subd. 23. Hazardous waste generators. Data exchanged between the pollution con
trol agency and the department of revenue under sections 11SB.24 and 116.075, subdi
vision 2, are classified under section 11 SB.24, subdivision 5. 

Subd. 24. Solid waste records, (a) Records of solid waste facilities received, 
inspected, or copied by a county pursuant to section 1 IS A. 882 are classified pursuant 
to section 11SA.882, subdivision 3. 

(b) Customer lists provided to counties or cities by solid waste collectors are classi
fied under section 11SA.93. 

Subd. 25. Hazardous waste generators. Information provided by hazardous waste 
generators under section 473.151 and for which confidentiality is claimed is governed 
by section 116.075, subdivision 2. 

Subd. 26. Pollution control agency tests. Trade secret information made available 
by applicants for certain projects of the pollution control agency is classified under sec
tion 116.54. 

Subd. 27. Low-level radioactive waste. Certain data given to the pollution control 
agency by persons who generate, transport, or dispose of low-level radioactive waste 
are classified under section 116C.840. 

Subd. 27a. Minnesota Technology, Inc. Data on a tape of a closed board meeting 
of Minnesota Technology, Inc. are classified under section 1160.03, subdivision 6. Cer
tain data disclosed to the board or employees of Minnesota Technology, Inc. are classi
fied under section 1160.03, subdivision 7. 

Subd. 27b. Airlines data. Specified data about an airline submitted in connection 
with state financing of certain aircraft maintenance facilities are classified under section 
116R.02, subdivision 3. 

Subd. 27c. Minnesota Business Finance, Inc. Various data held by Minnesota 
Business Finance, Inc. are classified under section 116S.02, subdivision 8. 

Subd. 27d. Learning readiness program. Data on a child participating in a learning 
readiness program are classified under section 121.831, subdivision 9. 

Subd. 28. Student financial aid. Data collected and used by the higher education 
coordinating board on applicants for financial assistance are classified under section 
136A.162. 

Subd. 29. Restrictions on access to archives records. Limitations on access to rec
ords transferred to the state archives are provided in section 138.17, subdivision lc. 

Subd. 29a. Parents' social security number; birth certificate. Parents' social securi
ty numbers provided for a child's birth certificate are classified under section 144.215, 
subdivision 4. 

Subd. 30. Foundling registration. The report of the finding of an infant of unknown 
parentage is classified under section 144.216, subdivision 2. 

Subd. 31. New certificate of birth. In circumstances in which a new certificate of 
birth may be issued under section 144.218, the original certificate of birth is classified 
as provided in that section. 

Subd. 32. Birth certificate of child of unmarried parents. Access to the birth certifi
cate of a child whose parents were not married to each other when the child was con
ceived or born is governed by sections 144.225, subdivision 2, and 257.73. 
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Subd. 33. Human leukocyte antigen type registry. Data identifying a person and 
the person's human leukocyte antigen type which is maintained by a government entity 
are classified under section 144.336, subdivision 1. 

Subd. 34. Health threat procedures. Data in a health directive issued by the com
missioner of health or a board of health are classified in section 144.4186. 

Subd. 35. Certain health inspections. Disclosure of certain data received by the 
commissioner of health under sections 144.S0 to 144.56 is governed by section 144.58. 

Subd. 35a. Public hospital meetings. Data from a closed meeting of a public hospi
tal are classified under section 144.581, subdivision 5. 

Subd. 35b. Epidemiologic data. Epidemiologic data that identify individuals are 
classified under section 144.6581. 

Subd. 36. Cancer surveillance system. Data on individuals collected by the cancer 
surveillance system are classified pursuant to section 144.69. 

Subd. 37. Medical malpractice claims reports. Reports of medical malpractice 
claims submitted by an insurer to the commissioner of health under section 144.693 
are classified as provided in section 144.693, subdivision 1. 

Subd. 38. Health test results. Health test results obtained under chapter 144 are 
classified under section 144.768. * 

Subd. 38a. Ambulance service data. Data required to be reported by ambulance 
services under section 144.807, subdivision 1, are classified under that section. 

Subd. 39. Home care services. Certain data from providers of home care services 
given to the commissioner of health are classified under sections 144A.46, subdivision 
5, and 144A.47. 

Subd. 39a. Nursing home employee data. Certain data arising out of appeals from 
findings of neglect, abuse, or misappropriation of property are classified under section 
144A.612. 

Subd. 40. Terminated pregnancies. Disclosure of reports of terminated pregnan
cies made to the commissioner of health is governed by section 145.413, subdivision 
1. 

Subd. 41. Review organization data. Disclosure of data and information acquired 
by a review organization as defined in section 145.61, subdivision 5, is governed by sec
tion 145.64. 

Subd. 42. Family planning grants. Information gathered under section 145.925 is 
classified under section 145.925, subdivision 6. 

Subd. 42a. Physician health data. Physician health data obtained by the licensing 
board in connection with a disciplinary action are classified under section 147.091, sub
division 6. 

Subd. 43. Physician investigation records. Patient medical records provided to the 
board of medical practice under section 147.131 are classified under that section. 

Subd. 44. Record of physician disciplinary action. The administrative record of any 
disciplinary action taken by the board of medical practice under sections 147.01 to 
147.22 is sealed upon judicial review as provided in section 147.151. 

Subd. 45. Chiropractic review records. Data of the board of chiropractic examiners 
and the peer review committee are classified under sections 148.10, subdivision 1, and 
148.106, subdivision 10. 

Subd. 46. Disciplinary action against nurses. Data obtained under section 148.261, 
subdivision 5, by the board of nursing are classified under that subdivision. 

Subd. 47. Medical records obtained by board of nursing. Medical records of a 
patient cared for by a nurse who is under review by the board of nursing are classified 
under sections 148.191, subdivision 2, and 148.265. 

Subd. 48. Records of nurse disciplinary action. The administrative records of any 
disciplinary action taken by the board of nursing under sections 148.171 to 148.285 
are sealed upon judicial review as provided in section 148.266. 
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Subd. 48a. Licensee residence addresses. Residence addresses of certain profes
sional licensees are classified under section 148B.04, subdivision 6. 

Subd. 49. Client, licensee, and reporting of violations records obtained by boards on 
mental health and social work. Client records obtained by a board conducting an inves
tigation under chapter 148B are classified by section 148B.09. Certain licensing data 
and data in reports of violations under chapter 148B are classified by sections 148B.04 
and 148B.08. 

Subd. SO. Records of mental health and social work disciplinary action. The admin
istrative records of disciplinary action taken by a board under chapter 148B are sealed 
upon judicial review as provided in section 148B.10. 

Subd. 51. Social work and mental health boards. Certain data obtained by licensing 
boards under chapter 148B are classified under section 148B.175, subdivisions 2 and 
5. 

Subd. 32. Records of unlicensed mental health practitioner disciplinary actions. The 
administrative records of disciplinary action taken by the commissioner of health pur
suant to sections 148B.60 to 148B.71 are sealed upon judicial review as provided in 
section 148B.6S. 

Subd. 52a. Funeral establishment reports. Data on individuals in annual reports 
required of certain funeral establishments are classified under section 149.13, subdivi
sion 7. 

Subd. 53. Board of dentistry. Data obtained by the board of dentistry under section 
1 S0A.08, subdivision 6, are classified as provided in that subdivision. Data obtained 
under section 1S0A.081 are classified under that section. 

Subd. 5 3a. Controlled substance convictions. Data on certain convictions for con
trolled substances offenses may be expunged under section 152.18, subdivisions 2 and 
3. 

Subd. 54. Motor vehicle registration. The residence address of certain individuals 
provided to the commissioner of public safety for motor vehicle registrations is classi
fied under section 168.346. 

Subd. 54a. Chemical use assessments. A report of an assessment conducted in con
nection with a conviction for driving while intoxicated is classified under section 
169.126, subdivision 2. 

Subd. 55. Drivers' license photographs. Photographs taken by the commissioner 
of public safety for drivers' licenses are classified under section 171.07, subdivision la. 

Subd. 56. Drivers' license address. The residence address of certain individuals 
provided to the commissioner of public safety in drivers' license applications is classi
fied under section 171.12, subdivision 7. 

Subd. 57. Accident reports. Release of accident reports provided to the department 
of public safety under section 169.09 is governed by section 169.09, subdivision 13. 

Subd. 58. Reporters to labor and industry. Disclosure of the names of certain per
sons supplying information to the department of labor and industry is prohibited by 
sections 175.24 and 175.27. 

Subd. 58a. Workers' compensation medical data. Access to medical data in connec
tion with a workers' compensation claim is governed by section 176.138. 

Subd. 59. Report of death or injury to labor and industry. Access to a report of 
worker injury or death during the course of employment filed by an employer under 
section 176.231 is governed by sections 176.231, subdivisions 8 and 9, and 176.234. 

Subd. 59a. Employee drug and alcohol tests. Results of employee drug and alcohol 
tests are classified under section 181.954, subdivision 2. 

Subd. 60. Occupational safety and health. Certain data gathered or prepared by the 
commissioner of labor and industry as part of occupational safety and health inspec
tions are classified under sections 182.659, subdivision 8, and 182.668, subdivision 2. 

Subd. 61. Employee drug and alcohol test results. Test results and other informa
tion acquired in the drug and alcohol testing process, with respect to public sector 
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employees and applicants, are classified by section 181.954, subdivision 2, and access 
to them is governed by section 181.954, subdivision 3. 

Subd. 62. Certain veterans benefits. Access to files pertaining to claims for certain 
veterans benefits is governed by section 196.08. 

Subd. 63. Veterans service officers. Data maintained by veterans service officers 
are classified under section 197.603. 

Subd. 64. Health licensing boards. Data received by health licensing boards from 
the commissioner of human services are classified under section 214.10, subdivision 
8. 

Subd. 65. Commissioner of public service. Certain energy data maintained by the 
commissioner of public service are classified under section 216C.17, subdivision 4. 

Subd. 65a. Energy conservation investment loans. Data contained in applications 
for energy conservation investment loans, including supporting technical documenta
tion, is governed by section 216C.37, subdivisions 3a and 3b. 

Subd. 65b. Transporting hazardous material or waste; permit application. Data sub
mitted under section 221.0355, subdivision 9, and received by the commissioner of 
transportation on applications for permits to transport hazardous material or hazard
ous waste are classified under section 221.0355, subdivision 9. 

Subd. 65c. Rail carrier data. Certain data submitted to the commissioner of trans
portation and the attorney general by acquiring and divesting rail carriers are classified 
under section 222.86, subdivision 3. 

Subd. 65d. Grain buyer licensee data. Financial data submitted to the commis
sioner by grain buyer's license applicants are classified under section 223.17, subdivi
sion 6. 

Subd. 65e. Predatory offenders. Data provided under section 243.166, subdivision 
7, are classified under that section. 

Subd. 66. Mental health records. Disclosure of the names and addresses of persons 
receiving mental health services is governed by section 245.467, subdivision 6. 

Subd. 67. Children receiving mental health services. Disclosure of identities of chil
dren receiving mental health services under sections 245.487 to 245.4887, and the iden
tities of their families, is governed by section 245.4876, subdivision 7. 

Subd. 68. Mental health clinics and centers. Data collected by mental health clinics 
and centers approved by the commissioner of human services are classified under sec
tion 245.69, subdivision 2. 

Subd. 68a. Ombudsman for mental health and retardation. Access by the ombuds
man for mental health and mental retardation to private data on individuals is pro
vided under section 245.94, subdivision 1. 

Subd. 69. State hospital patients. Contents of, and access to, records of state hospi
tal patients required to be kept by the commissioner of human services are governed 
by section 246.13. 

Subd. 70. Chemical dependency service agreements. Certain data received by the 
commissioner of human services from chemical dependency programs are classified 
under section 246.64, subdivision 4. 

Subd. 71. Ramsey Health Care, Inc. Data maintained by Ramsey Health Care, 
Inc., are classified under sections 246A.16, subdivision 3, and 246A.17. 

Subd. 72. Prepetition screening. Prepetition screening investigations for judicial 
commitments are classified as private under section 253B.07, subdivision 1, paragraph 
(b). 

Subd. 73. Subject of research; recipients of alcohol or drug abuse treatment Access 
to records of individuals who are the subject of research or who receive information, 
assessment, or treatment concerning alcohol or drug abuse is governed by section 
254A.09. 

Subd. 74. Child mortality review panel. Data practices of the commissioner of 
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human services as part of the child mortality review panel are governed by section 
256.01, subdivision 12. 

Subd. 74a. Technology assistance review panel. Data maintained by the technology 
assistance review panel under section 256.9691, subdivision 6, are classified under that 
section. 

Subd. 74b. Medical assistance cost reports. Medical records of medical assistance 
recipients obtained by the commissioner of human services for purposes of section 
256B.27, subdivision 5, are classified under that section. 

Subd. 75. Records of artificial insemination. Access to records held by a court or 
other agency concerning artificial insemination performed on a married woman with 
her husband's consent is governed by section 257.56, subdivision 1. 

Subd. 76. Parentage action records. Inspection of records in parentage actions held 
by the court, the commissioner of human services, or elsewhere is governed by section 
257.70. 

Subd. 77. Commissioner's records of adoption. Records of adoption held by the 
commissioner of human services are classified, and access to them is governed by sec
tion 259.79, subdivisions 1 and 3. 

Subd. 78. Adoptee's original birth certificate. Access to the original birth certificate 
of a person who has been adopted is governed by section 259.89. 

Subd. 79. Peace officers, court services, and corrections records of juveniles. Inspec
tion and maintenance of juvenile records held by police and the commissioner of cor
rections are governed by section 260.161, subdivision 3. Disclosure to school officials 
of court services data on juveniles adjudicated delinquent is governed by section 
260.161, subdivision lb. 

Subd. 79a. Court records. Court records of dispositions involving placement out
side this state are classified under section 260.195, subdivision 6. 

Subd. 80. Commissioner of economic security. Data maintained by the commis
sioner of economic security are classified under section 268.12, subdivision 12. 

Subd. 81. Transitional housing data. Certain data collected, used, or maintained 
by the recipient of a grant to provide transitional housing are classified under section 
268.38, subdivision 9. 

Subd. 81a. Wage subsidy program. Data on individuals collected under section 
268.552, subdivision 7, are classified under that subdivision. 

Subd. 82. Emergency jobs program. Data maintained by the commissioner of eco
nomic security for the emergency jobs program are classified under section 268.673, 
subdivision 5. 

Subd. 83. Vocational rehabilitation data. Disclosure of data obtained by the com
missioner of economic security regarding the vocational rehabilitation of an injured or 
disabled employee is governed by section 268A.05. 

Subd. 84. Revenue recapture act. Data maintained by the commissioner of revenue 
under the revenue recapture act are classified under section 270A.11. 

Subd. 85. Tax data; classification and disclosure. Classification and disclosure of 
tax data created, collected, or maintained by the department of revenue under chapter 
290, 290A, 291, or 297A are governed by chapter 270B. 

Subd. 86. Homestead applications. The classification and disclosure of certain 
information collected to determine homestead classification is governed by section 
273.124, subdivision 13. 

Subd. 87. Motor vehicle registrars. Disclosure of certain information obtained by 
motor vehicle registrars is governed by section 297B.12. 

Subd. 88. Marijuana and controlled substance tax information. Disclosure of infor
mation obtained under chapter 297D is governed by section 297D. 13, subdivisions 1 
to 3. 

Subd. 89. Mineral rights filings. Data filed pursuant to section 298.48 with the 
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commissioner of revenue by owners or lessees of mineral rights are classified under sec
tion 298.48, subdivision 4. 

Subd. 90. Undercover buy fund. Records relating to applications for grants under 
section 299C.065 are classified under section 299C.065, subdivision 4. 

Subd. 91. Arson investigations. Data maintained as part of arson investigations are 
governed by sections 299F.055 and 299F.056. 

Subd. 91a. Hazardous substance emergencies. Data collected by a fire department 
under sections 299F.091 to 299F.099 are classified under sections 299F.095 and 
299F.096, subdivision 1. 

Subd. 92. Office of pipeline safety. Data obtained by the director of the office of 
pipeline safety are classified under section 299J.13. 

Subd. 92a. Gambling enforcement investigative data. Data provided to the director 
of the division of gambling enforcement by a governmental entity located outside Min
nesota for use in an authorized investigation, audit, or background check are governed 
by section 299L.03, subdivision 11. 

Subd. 92b. Data on videotape consumers. Personally identifiable information on 
videotape consumers received by law enforcement agencies is classified under section 
3251.02, subdivision 2. 

Subd. 92c. Sports bookmaking tax. Disclosure of facts contained in a sports book-
making tax return is prohibited by section 349.2115, subdivision 8. 

Subd. 92d. Lottery prize winner. Certain data on a lottery prize winner are classi
fied under section 349A.08, subdivision 9. 

Subd. 93. Human rights conciliation efforts. Disclosure of information concerning 
efforts in a particular case to resolve a charge through education conference, concilia
tion, and persuasion is governed by section 363.06, subdivision 6. 

Subd. 94. Human rights department investigative data. Access to human rights 
department investigative data by persons other than department employees is governed 
by section 363.061. 

Subd. 94a. Property tax abatement. Certain data in an application for property tax 
abatement are classified under section 375.192, subdivision 2. 

Subd. 95. Records of closed county board meetings. Records of Hennepin county 
board meetings permitted to be closed under section 383B.217, subdivision 7, are clas
sified under that subdivision. 

Subd. 96. Inquest data. Certain data collected or created in the course of a coro
ner's or medical examiner's inquest are classified under sections 390.11, subdivision 
7, and 390.32, subdivision 6. 

Subd. 96a. Solid waste collector. Data obtained in an audit of a solid waste collec
tor under section 400.08, subdivision 4, are classified under that subdivision. 

Subd. 96b. Emergency telephone services. Public utility data and names, ad
dresses, and telephone numbers provided to a 911 system under section 403.07, subdi
visions 3 and 4, are classified under those subdivisions. 

Subd. 96c. Public facilities authority. Financial information received or prepared 
by a public facilities authority are classified under section 446A.11, subdivision 11. 

Subd. 96d. Housing finance agency. Financial information regarding a housing 
finance agency loan or grant recipient are classified under section 462A.065. 

Subd. 97. Rural development financing authority. Treatment of preliminary infor
mation provided by the commissioner of trade and economic development to an 
authority contemplating the exercise of powers under sections 469.142 to 469.151 is 
governed by section 469.150. 

Subd. 97a. Economic development data. Access to preliminary information sub
mitted to the commissioner of trade and economic development under sections 
469.142 to 469.151 or sections 469.152 to 469.165 is limited under sections 469.150 
and 469.154, subdivision 2. 
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Subd. 98. Municipal self-insurer claims. Disclosure of information about individ
ual claims filed by the employees of a municipality which is a self-insurer is governed 
by section 471.617, subdivision 5. 

Subd. 99. Metropolitan solid waste landfill fee. Information obtained from the 
operator of a mixed municipal solid waste disposal facility under section 473.843 is 
classified under section 473.843, subdivision 4. 

Subd. 100. Municipal obligation register data. Information contained in a register 
with respect to the ownership of certain municipal obligations is classified under sec
tion 47S.SS, subdivision 6. 

Subd. 101. Child custody proceedings. Court records of child custody proceedings 
may be sealed as provided in section SI8.168. 

Subd. 101a. Custody mediation. Child custody or visitation mediation records are 
classified under section 518.619, subdivision 5. 

Subd. 101b. International will registration. Information on the execution of inter
national wills is classified under section 524.2-1010, subdivision 1. 

Subd. 102. Farmer-lender mediation. Data on debtors and creditors under the 
farmer-lender mediation act are classified under section S83.29. 

Subd. 103. Sources of presentence investigation reports. Disclosure of confidential 
sources in presentence investigation reports is governed by section 609.1 IS, subdivi
sion 4. 

Subd. 104. Use of motor vehicle to patronize prostitutes. Use of a motor vehicle in 
the commission of an offense under section 609.324 is noted on the offender's driving 
records and the notation is classified pursuant to section 609.324, subdivision S. 

Subd. 10S. Sexual assault crime victims. Data on sexual assault victims are gov
erned by section 609.3471. 

Subd. 105a. Data for assessment of offenders. Access to data for the purpose of a 
mental health assessment of a convicted harassment offender is governed by section 
609.749, subdivision 6. 

Subd. 106. Financial disclosure for public defender services. Disclosure of financial 
information provided by a defendant seeking public defender services is governed by 
section 611.17. 

Subd. 107. Crime victim notice of release. Data on crime victims who request 
notice of an offender's release are classified under section 611A.06. 

Subd. 107a. Sex offender HIV tests. Results of HIV tests of sex offenders under 
section 611 A. 19, subdivision 2, are classified under that section. 

Subd. 108. Battered women. Data on battered women maintained by grantees for 
emergency shelter and support services for battered women are governed by section 
611A.32, subdivision 5. 

Subd. 109. Crime victim claims for reparations. Claims and supporting documents 
filed by crime victims seeking reparations are classified under section 611 A. 57, subdivi
sion 6. 

Subd. 110. Crime victim ombudsman. Data maintained by the crime victim 
ombudsman are classified under section 611A.74, subdivision 2. 

Subd. 111. Reports of gunshot wounds. Disclosure of the name of a person making 
a report under section 626.52, subdivision 2, is governed by section 626.53. 

Subd. 112. Child abuse report records. Data contained in child abuse report rec
ords are classified under section 626.556, subdivisions 11 and 1 lb. 

Subd. 113. Vulnerable adult report records. Data contained in vulnerable adult 
report records are classified under section 626.557, subdivision 12. 

Subd. 114. Peace officer discipline procedures. Access by an officer under investiga
tion to the investigating agency's investigative report on the officer is governed by sec
tion 626.89, subdivision 6. 

History: 1991 c 106 s 6; 1992 c 511 art 7 s 1; 1992 c 569 s 4; 1993 c 13 art 1 s 12; 
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1993 c65s 1; 1993 c 177 s 1; 1993 c 240 s 1; 1993 c 326 art 2 s 1; 1993 c 345 art 3 s 18; 
1993 c 351 s 20-22; 1994 c 483 s 1; 1994 c 589 s 1; 1994 c 616 s 1; 1994 c 618 art 1 s 17; 
art 2 s 9-64; 1994 c 632 art 2 s 10; art 3 s 17; 1994 c 636 art4s4 
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