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Subd. 3. SOCIAL SKILL GAME. Sections 609.755 and 609.76 do not prohibit 
tournaments or contests that satisfy all of the following requirements: 

(1) the tournament or contest consists of the card games of chance commonly 
known as Cribbage, skat, sheephead, bridge, euchre, pinochle,'gin, 500, smear,‘ Texas 
hold’em, orlwhistg 

(2) the tournament or contest does not provide any direct financial benefit to the 
promoter or organizer; and 

(3) the sum value of all prizes ‘awarded for each tournament or contest does not 
exceed $200; and 
Q for a tournament _o_r contest involving‘ Texas hold’em: 
Q Q person under E years of fie may participate; 
ii) E payment of E entry E or other consideration £o_r participating 

prohibited; 

fie value of a_ll prizes awarded t_o E individual winner _o_f e_1 tournament or 
contest at a single location may not exceed $200 each day; and 

(iv) the organizer or promoter must ensure that reasonable accommodations are 
madefirfiayers with Esabilities. AccommodatiTs to the table and the cards slfi 
inc1ude—the annourftement of the cards visible to the efiiraable andfi-ie‘Fse of Bfiurlle 
£15: foi'_p1ayers. who are b_1irE 

H __ —~ — _— '_ ‘T: 
-EFFECTIVE DATE. This section is effective the day following final enactment 

Ed applies to E committed Q g after E date. 
Presented to the governor May 31, 2005 
Signed by the governor June 3, 2005, 10:40 a.m.

_ 

CHAPTER 167—H.F.No. 2121 
‘An act relating to commerce; requiring businesses that possess personal data to notify 

persons whose personal information has been disclosed to unauthorized persons; proposing 
coding for new law in Minnesota Statutes, chapter 325E. 

BE IT ENACTED BY THE LEGISLATURE OF THE STATE OF MINNESOTA: 
Section 1. [325E.61] DATA WAREHOUSES; NOTICE REQUIRED FOR 

CERTAIN DISCLOSURES. . ~ 

Subdivision L DISCLOSURE OF PERSONAL INFORMATION; NOTICE REQUIRED. person, Q business t_h_at conducts business state, £1 thin 
owns g licenses (i_ag E includes personal information, shall disclose E breach o_f 
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the security of the system following discovery or notification of the breach in the 
security of Ee—data to any resident of this state whose uEn7:r_ypted peEoE 
informaticni vfi Eris, feasonably be1ievedtoE1vc$een, acquired by an unauthorized 
person. The W:16§u?e must be made in the_rn?expedient time pcgsifie and Without 
unreasonable delay, consistc-fit with —t_he—legitimate needs3f_law enfor<:—ement, as 
provided in paragjph (c), or witlfi1y—measures necefito_de?mine fie scope _o__f 
the breacfidentify E—fiii—\/‘ici*ua_ls affected, E1 restore th_e reasonable integrity Q”E 
dfia system. 

(b) Any person or business that maintains data that includes personal information 
that :36 person or business doefiot own shafi‘11—o—tif}7 the owner 3‘ licensee of the 
Erfiltion of an—y breach immaiately following discazefi 
if the personal irT)rmation_w2-fsfg is reasonablfbelieved t_o have been, acquired QE 
E1_Efl»c>_r1z_e<l £‘?.£S_".“; 

_ _ 

_(£:2 ’1‘_h_e_ notification required by section may E delayed t_o 2_1, date certain a Q enforcement agency affirmatively determines E E notification impede a 
criminal investigation. 

(d) For purposes o_f this section, “breach of the security of the system” means 
unautl?)riTd acquisition ot+computerized data @t.comp1'on1ise—s W: security, confi- 
dentiality, E integrity o_f personal informatifi maintained by the person or business. 
Good faith acquisition of personal information by an emplopy-e:e7)'1r agent of_the person 
or busiTs for the plJl’[;)SCS of the person or busifiss is not a Eeach of_tlFsecurity 
Erstem, proWls=.d— that the p?rsEa1 inforrmition is m} BEES or subject-to further 
unauthorized disclosure. 

§e_) E_or_' purposes _o_t_‘ section, “personal information” means Q individual’s first 
name g first initial E 1_a_s_t name in combination with any one or more _o_f Jth_e 

following data elements, when either E name E th_e' data elements n_ot encrypted: 

Q Social Security number; 
(2) driver’s license number or Minnesota identification card number; or 

Q account number Q credit g debit card number, in combination with any 
required security code, access code, or password that would permit access to an 
individual’s financial account. 

Q _1-":o_1_‘ purposes pf section, “personal information” does npt include publicly 
available information that lawfully made available to @ general public from federal, 
state, or local government records. 

‘
‘ 

g_) E purposes o_f section, “notice” may E provided b_y o_ne o_f tl1_e following 
methods: 

Q written notice t_o Q most recent available address t_l_1e_ person or businessE 
i_n records; 

Q2 electronic notice, th_e notice provided consistent with me provisions 
regarding electronic records and signatures United States Code, titlelé section 
7001; or 
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(3) ‘substitute notice, if the person or business demonstrates that the cost of 
provicl—ir1g notice would exceecfi250,000, 6} that the affected. class of subject persons 
to be notified exceeds 500,000, or the «person or business does ngt have sufficient 

Q2 e-mail notice when the person or business E E e-mail address Q the subject 
persons; 

(_ii_2 conspicuous posting o_f E notice o_n Q Web sfi page of me person or 
business, tl1_e person g business maintains one; a_n_d 

(iii) notification t_o major statewide media. 

Q2 Notwithstanding paragraph (g), a person E‘ business that maintains E 
notification procedures as part of anfiformation security policy for the treatment of 
personal information andisfihgwfie consistent with the timing r—e<_1u—irTements of thg 
section, shall E deem?d—t_o—b_e compliance @Eno—tiiication requirements 
section tl: person E business notifies subject persons accordance with policies 

2 me event o_f 2_1 breach g security o_f fie system. 
Subd. 2. COORDINATION WITH CONSUMIER REPORTING AGENCIES. 

If a personaiscovers circumstances requiring notification under this section of more 
fi1a_n 500 persons at one time, the person shall also notify, within 48_lIours, all ccmsumer 
Efirfifi agencies—tWcompil—e_and maintai_ri"1% on consumersbh a natio—n_wide basis, 
as defined by United_States Coatitle 15, sgiof 1681a, of the_tiIr1.ing, distribution, 
and content_()f the notices. 

—— — _— 
Subd. WAIVER PROHIBITED. Al waiver pf the provisions -if section 

i_s«contrary t_o public policy anti void’a_n<_i unenforceable.
‘ 

Subd. 4. EXEMPTION. This section does not apply to any “financial institution” 
as defined E1 United States Cod: title 1SEtE _68:()9(3_),Rd to entities subject to 
the federal pfivacy and security reg1I1_at_io—1E adopted under the—f§ie?al Health Insurana 
1>’ortabi1ity a_ng_ AccTntability lg o_f 19_9§ Public Ifl 16211191. 

. 

Subd. SECURITY ASSESSMENTS. Each government entity shall conduct a 
comprehensive security assessment g any personal information maintained fie 
government ‘entity. 

Subd. REMEDIES AND ENFORCEMENT. E attorney general shall 
enforce section under section 8.31. 

See. 2. EFFECTIVE DATE. 
Section effective January L 2006. 
Presented to the governor May 31, 2005 
Signed by the governor June 2,2005, 4245- p.m. 
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